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ABSTRACT 
This research essentially focused on the role of ICT in fraud detection in the Nigerian Banking industry.  This research work was done through inferential statistics which helped the research to generalize and draw conclusion. The instrument of data used in the process of this research work was questionnaires approach which was subjected to analysis in tabular form.  The target population for the research was the banking sector but the accessible population  open to researcher was First Bank, Union Zenith, Access banks  Anambra whose staff and customer formed the respondents from whom the information obtained were analyzed using X2 statistical tool.  The result of revealed that new generation banks in Nigeria were more responsible to modern technology than the old generation banks whose methods of operation were resistant to changes. In addition to this development, the regulatory agencies were not helping matters over their supervising role relating to banking system.  The monitory groups of the regulatory agencies were not effective, in the system, leading to flowing of roles and regulations put in place.  The government should throw its weight in ensuring that the recapitalization exercise is consolidated by regular monitoring of the operations of the banks to ensure that they operate in line with international best practices.
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CHAPTER ONE
1.1 Background Of The Study 
Today’s business environment is very dynamic and under goes rapid changes as a result of technological innovation, increased awareness and demands from customers.
	Business organization especially the banking industry of the 21st century operators in a complex and competitive environment characterized by these changing conditions and highly unpredictable economic climate information and Communication Technology (ICT) is at the centre of this changes curve.  Laudon and Laudon, (1991) contend that managers cannot ignore information system because they play a critical role in contemporary organization.  That point that the entire cash flow of most fortune 500 companies is limited to information system.
	The application of information and communication Technology concept, techniques, policies and implementation strategies of banking services has become a subject of fundamental importance and concerns to all banks and indeed a prereavisible for local and global competitiveness (ICT) directly affects how managers decides, how they plan and what products and services ware offered in the banking industry. It has continued to change the way banks and their corporate relationship are organized worldwide and the variety of inactive devices available to enhance the speed and quality of services delivery.
	Harold and Jaff (1995), contend that financial services provide should modify their traditional operating practices to remain viable in the 1990’s and decades that follows.  They claims the most significant shortcoming in the banking industry today is a wide spread failure on the part of senior management is banks to grasp the importance of technology and incorporate it into strategic plans accordingly.
	Weherem (2000) claimed that only banks that over haul the whole of the payment and delivery systems and prosper in the new delivery system in order to properly position them within the framework of the dynamism of information and communication technology.  The banking industry in Nigeria has witnessed tremendous changes linked with the development in ICT over the years.
	The question for survival, global maintenance of existing market share sustainable development has made exploitation of advantages of ICT through the use of automated device imperative in the industry.
	This study evaluate the response, of Nigeria banks to this new trend and examines the extent to which they have adopted innorative technologies in their operation and the resultant effects.
1.2	Statements of the Problem
Information and Communication Technology (ICT) is progressively reducing the significance of other factors of production through ICT it is now possible for countries to trade without border restrictions.  Therefore as a result of anchoring their operations on (ICT) based delivery system the banks with ICT services have become more profitable.
	Though the advantages and opportunities that ICT offers are very great, but this is not without some challenges fraud can likely occur more seriously in financial industry (banking) since large amount may be easier to operate electronically than the manual operation fraudster can beat various security codes through fraud can be greatly minimized, but there could still be some element of dishonest act.
	Moreover, another area in which the adoption of information technology has negatively affected the banking sector is the threat it poses for the employees in the sector.  According to Jaffer (1968), he ascertained that “unemployment is cyclical phenomenon technological progress may take for short problems of unemployment which rescure time for adjustment because of unmobility of capital and labour.”
	According to an official of National Union of Banks, Insurance Finance Institution Employee (NUBIFIE) one of the greatest achievements of the group before the adoption of information technology in banks was the security and guarantee of employment for the members. In the words for Ibrahim (1998), he stated that (ICT) was adopted in bank without any notice without any plan for the future existence of the displaced employees without rehabilitation plan and benefits.
1.3	Objective of the Study
Information and Communication Technology (ICT) increasing, this sort of ICT is vital to the banking industry because it allows holders to do banking online as well as contact customer services support team member from mobile communication devices, or their home computers the objective of the study will be:
i. To identify possible defects and loopholes (if any) in the banking system
ii. To reveal the need for (ICT) in fraud detection and prevention in Nigeria banking industry.
iii. To reveal the usefulness and consequences of (ICT) to the Nigeria banking system.
iv. To offer useful recommendation based on the findings on how best to prevent the occurrence of fraud through an effective information and communication technology.
1.4	Research Hypothesis 
The modern world scientific observations and investigations helps us to eliminate greater risk of uncertainties in this research.  There are two (2) major school of thought with three (3) alternatives hypothesis as a trend to solution of this research problem.
1. H0:	The present ICT in the Nigerian banking industry 
is not effective in fraud detection and prevention.
Hi:	The present ICT in the Nigerian banking industry 
is effective in fraud detection and prevention. 
2.  H0:  The present ICT does not proffer possible solution to defects and loopholes in the Nigeria Banking Industry. 
Hi:  The present ICT proffer possible solution to defects and loopholes in the Nigeria Banking Industry. 
3.  H0 The present ICT does not prevent the occurrence of fraud in Nigeria banking industries.
Hi The present ICT does not prevent the occurrence of    
     fraud in Nigeria banking industries.
1.5	Research Questions
In this sub-section, there need to state out research questions to be used in the study of problems.  The questions are:
1. How regular does the ICT check the defects or loopholes in the banking system?
2. To what extent does fraud occurs in Nigeria banking industries?
3. To what extent has ICT helped in fraud detection and prevention in banking system.
4. How regular does the ICT measures the relevance and appropriateness of the adopted control in preventing fraud?
1.6	Significance of the Study 
When we talk of significance, we mean the benefits to be derived in researching the case in completion of this study, the following significance will be reasonable.
· The result of this study would help to expose the level of fraud in Nigeria commercial banks.
· The result of this study would expose the fraudulent staff thereby preventing fraud in the institution.
· The outcome of this study would help the financial institution especially First Bank to see the extent of occurrence of fraud in the bank.
· The result would also help the bank to access their overall performance through internal control check.
· Students carrying out research in similar area can make use of the work.
1.7	Scope and Limitation of the Study 
The scope of this study is limited to the role of ICT in fraud detection in the Nigeria banking industry.  The study is limited based on the fact that there is no time, money and material resource to see to the whole financial institution in Nigeria.
	The study is limited to First Bank, Union Bank, Zenith bank and the finding may not reflect the situation in the whole country but at large, what happen in First bank, Union and Zenith Bank in Anambra can be said to apply to other financial institutions.
	The major part of this limitation is as a result of secrecy of banks in Nigeria.  Banks in Nigeria do not let out information to people outsider easily especially researcher.  This is because other people can make reference to the research work and use the information against the bank.
	Another limitation of this research work is the sample size required. To reach the quality of the people required for the study took quite and of course when some were reached, they turned out to be interested to help out for want of time may not help.



CHAPTER TWO
2.1	Review of Related Literature 
This chapter is designed to reveal the relevant literature that has been researched and open by experts and others on this study in order to give this project a sound theoretical background.
	Fraud is a major economic crime being perpetrated in our banking industry today. Indeed, banking fraud is an international phenomena which has become pervasive as fraudsters become more sophisticated and daring in their approaches.  This nefarious activity could lead and had actually led to crisis in all financial institutions world wide.  The demise of the bank of credit and commerce international (BCC) London is a recent example.
	Fraud and management have been the participating factor in the distress of banks and as various measures have been taken to minimize the incidence of fraud, it still rises by the day because fraudsters always device tactical ways of committing fraud.  This has become a point of great attention in the banking industry or peculiar to Nigeria along, the high incidence of fraud within the banking industry has become a problem to which solution must be provided in view of the large sum of money involved and its adverse implications on the economy.  Adeduro, 1998 and Bostley and Drover 1992).
Definition of Fraud
The simplest definition of fraud give by Oxford Advanced Learners Dictionary is “Criminal Deception out of deception trick, cheating / swindling, person or things that deceives. In the banking industry, a good number of experts have tries to define fraud as it affects the industry.
	Adewumi (2005) defined fraud as “a conscious premeditation action of a person or group of person of in the intention of altering the truth.  According to Adekanye (2008) in his definition said “fraud is an action which involves the use of deceit and tricks to alter the truth, so as to deprive a person of something which is his or something to which he might be entitle to.
Moreover, the intention of bank fraudsters in dishonestly benefit himself to the detriment of the bank or bank staff. Bank customers or nay other members of the public through banking operation fraud can be committed by staff and customer or a third party that is non-customers.
2.2	Types and Causes of Bank Fraud
Bank fraud can be classified into three, that is by flow, by victim and by act.

Flow Frauds:
It is described by the frequently and the value involved in fraud.  They are of two types;
i. Smash and grab: These are frauds, not frequently committed but are high in value over a short period of time.
ii. Drip: This is large in number, small in value and repetitive over a long period.
Victims Frauds 
This is classification based on the people affected by loss from fraud.  This is also of two types.
i. Against the company (bank): In this case, the bank is the victim of any loss incurred through the fraud.
ii. Against outsiders: The victim of the fraud is an outsider to the company or bank that is bank customer.
Act Frauds 
This is the action that takes place in cases of fraud.  That is the people involved in the act and the methods of forms by which these people perpetrate fraud.  The perpetrator could either be the bank’s employees, executive management boards, armed robbers, or theft by outsiders perhaps in collusion with insiders.
Methods by Which Fraud can be Perpetrated 
There are various methods by which frauds can be perpetrated in the banks and other organizations.  The list of method is usually not exhaustive as new methods are method according to Oncagba (1993) are:
a: 	Advanced Fee Fraud 
This may involve an agent approaching a bank, a company or individual with another to access large funds at below market interest rates often for long term.  This purposed source of funds is not specifically identified as the only way to have access to it through the agent who must receive a commission “in advance”.  As soon as the agent cause the fee, he disappears and the facility never comes through.  Any bank desperate for fund especially distressed banks needing target fund to bid for foreign exchanges can easily fall victim of this type of fraud.  When the deal fails and the fees paid in advance are lost, these victims are not likely to report the losses to the police or to the authorities.
b:	Forged Cheque:  This is by far the commonest method by which the customers and the bank are defraud. They occur mainly in company account and are invariably perpetrated by staff within the company who have access to the company’s cheque book.
c:	Fund Diversion 
	In this case, bank staff, for personal use, some times, diverts customer’s deposit and loan repayment. Another case of this is the tapping of funds from interest in suspense account in the bank.
d:	Cheque Kitting 
	This happens when a depositor utilizes the time required for a chance to clear to obtain an authorized loan without interest charge.  The goal of the cheque kitter may be to use the uncollected bank funds, interest fees for a short term to overcome a temporary cash shortage or to withdraw the fund permanently for personal use.  Competition among banks in the area of deregulation encourages banks to make funds available before collection of customers cheque in order to attract special business accounts.
e.	Account Opening Fund: This involves the deposit and subsequent cashing of fraudulent cheque. It usually starts when a person not known to the bank asks to open a transaction account such as current and savings accounts with false identification but unknown to the bank.
f:	Counterfeit Securities 
	Counterfeit of commercial financial instrument is one of the oldest form of crime.  Modern photographic and printing equipment has greatly aided criminals in reducing good quality forged instruments.  The documents may be total counterfeit or may be genuine documents that are copied, forged or altered as to amount payment date, pay or terms of payments.  A common fraud is to present the counterfeit stock or bond a collateral for loan.  The presenter would draw out the proceeds and disappear before the financial instrument are found to the counterfeit.
g:	Money Transfer Fraud
	Money transfer service are means of moving to or from a bank to beneficiary account at any bank point world wide in accordance with the instruments from the banks’ customers. Some common means of money transfer are mail, telephone, over-the counter, electronic process and telex fraudulent money transfers may result from a request created solely for the purpose of committing a fraud or altered by changing the beneficiary name or account number of changing the amount of the transfer.
h:	Letter of Credit Fraud 
	This generally arises out of international trade and commerce.  They stimulate trade across national boarders by providing a vehicle for ensuring prompt payment by financially sound institutions.  Overseas suppliers continue to receive spurious letter of credit, which are usually accompanied by spurious bank drafts with fake endorsements which guarantee payments.
j:	Cleaning Fraud 
	Most cleaning fraud hinge on suppression of an instrument so that at the expiration of the cleaning period application to the instrument, the collection bank will give value as though the payment bank had confirmed the instrument good for payment.  Clearing cheques can also be substituted to enable the fraudsters to divert the fund to a wrong beneficiary.  Misrouting of clearing cheque can be also assist fraudsters to complete a clearing fraud.  Asukwo, (1991), states that, a local cleaning item can be routed to an up country branch, the delay entailed will give the collecting bank the impression that the paying bank had paid the instrument.
Cause of Fraud 
According to Adeniji (2004), causes of fraud can be categorized into two that is institutional factors and environmental/societal factors into socio economic lapses/ inadequacies.
a. Institutional Factor:  According to De Paula (2001), the institutional factor or cause are those that can be traced to internal environment of the organization.  They are to a great extent factors within the control of the management of the bank. A major institutional causes of fraud is poor management this comes in form of adequate supervision junior staff with fraudulent tendencies that is not adequately would get the impression that the environment is safe for the perpetration of fraud. Poor management would manifest in ineffective policies and procedures in place fraud could still occur with sometimes deliberate skipping of these tested policies and procedures.  Inexperienced operates are susceptible to committing unintentional fraud by falling for numerous tricks of fraudsters precaution any measures to checking the fraudsters or set the detection process in motion.  Overstretching is another reflection of poor management.  This can aid perpetration of fraud to a  large extent.  A staff that is over stretched is not likely to perform optimum level of efficiency. Ordinarily the longer a man stays on the job, the more proficient he is likely to be.  An operator who has spent so long on a particular job may be encourage to think that no one else can uncover his fraud.  The existence of this kind of situation in bank is clear evidence of poor management and such situations encourage fraudulent practices.
Poor salaries and poor condition of serious can also cause and encourage fraud.  Employees that are poorly paid are often tempted of fraudulently convert some of the employer monies to other own use in order to meet their personal and social needs.  This temptation is even stronger on bank employees who on daily basis have to deal with cash and near cash instruments. In our society, it is argued that greed rather than poor working conditions or poor salaries is what lures most people into fraudulent acts.  This explains why fraud would still exist in the banking sector, which is reputed to be one of the highest paying sectors.  Some people have an insatiable appetite to accumulate wealth and would therefore steal irrespective of how good their earning are.
	Frustration could also lead to fraud where a staff short change in terms of promotion and other financial reward they become frustrated and such frustration could lead to fraud as such employee would attempt to compensate him self in his own way.  Among the internal causes of fraud, the Nigerian Deposit Insurance Corporation (NDIC 1999) stated that prevalence of fraud and forgeries are an indication of weakness in bank internal control system.
b.  External Factors/ Environmental Factors:
Environmental factors are those that can be traced to this banks immediately and remote environment. If the whole society of which the bank is a part is normally bankrupt it will be difficult to expect the banks to be insulted from the effects of such moral bankruptcy.
	The banking industry is not immune from the going in its external environment. Our present society is morally bankrupt.  Little or no premium is put on things like honest, integrity and good character.  The society does question the source of wealth.  Any person who stumbles into wealth is instantly recognized and honoured. It is a fact of our time that fraud has its root firmly entrenched in the social setting where wealth is honoured without questions. Ours is a materialistic society which to a large extent encourage fraud.  The desired to be with the high and mighty caliber of the society, extreme want that is often characterized by need, cultural demands or the cultivation of a life to expensive for the legitimate income of the individual. With reference to fraud, criminal motivation is said to be pathological when the state of mind of the criminal dispose and impel him to commit fraud even though he is not in dire need of the resource.
	Also worth mention is lack of a call over system in the banks, lack of regular and unnotified  rotation of clerks, doing more than one job which is incompatible and so as a major causes of fraud. A call over system is system where previous days transaction are reviewed in order ascertain variety.
2.3	Effects of Frauds on Nigeria Banks
Fraud is perhaps the most fatal of all the risks confronting banks.  The enormity of bank fraud in Nigeria can be inferred from its value, volume and actual loss.  A good number of banks frauds, never get report to the appropriate authorities, rather they are suppressed partly because of the personalities involved or because of concern over the negative image effect that disclosure may cause if information is leaked to the banking public.  The banks customer may loose confidence in the bank and this could cause a set back in the growth of the bank in particular.
	Fraud can increase the operating cost of a bank because of the added cost of installing the necessary machinery for its prevention, detection and protection of assets.  Moreover, devoting valuable time to safe guarding always reduce output and low profits which in turn could retard the growth of the bank.
	Fraud leads to loss of money which belong to either the bank or customers.  Such losses may be absorbed by the profits for the affected trading period and this consequently reduces the amount of profit, which would have been available for distribution to shareholders.  Losses from fraud which are absorbed to equity capital of the bank’s financial health and constraints its ability to extent loans and advanced for profitable operations. In extreme cases rampant and large incidents of fraud could lead to a bank’s failure.
	It also leads to a diminishing effects on the asset quality of banks.  The problem is more dangerous when compounded by insider loan abuses. Indeed, the first generation of liquidation banks by NDIC was largely a consequence of frauds perpetrated through insider loan abuses. If this problem is no adequately handled, it could lead to distress and bank failures.

2.4	Control of Fraud in Banks
In view of the gravity of fraud in banks, the management of various banks have employed different measure such as establishment of internal control unit, fraud alerts, security measures etc. Yet fraud has continued in an upward trend, and this has called the effectiveness of these measures into question (Okubena 1998).  Though details may differ from one bank to another it all depends size, location general procedures for the control should normally involve identification and detection than lastly management.

a:   Fraud Identification 
Every bank is a to be aware of and identify the type of frauds prevalent in the society, including the international society, the causes and inabilities of the frauds and the potential and prospects of some of them occurring in the banks this will be a function of volume, types and contraction of the banks operations and the management control systems.
	There are the internal and external management controls. Internal management controls are carried out on the inside of the company while external controls are carried out on the outside. Internal management control is classified into two major groups. Internal check.
Internal Audit 
· Internal check are the operation controls which are built into the banking system to simplify the processing of entries in order to secure prompt services to help in minimizing clerical errors and to act as insurance against collection.
· Internal audit on the other hand involves, the review of operations and records undertaken within a business by specifically assigned staff, which is usually the internal auditor. They are people called external auditors too who examine the books of the bank to determine its truth and fairness. This kind of audit is mostly in nature which is called for by the law (Onkaghba 1993).
· Fraud Prevention and Detection 
The process of identification of frauds will enable the bank to access its susceptibility and identify which types it has to address particularly. Having done so, the nert stage would be to evolve measure to prevent the occurrence of such frauds.  This existing control systems can be classified into two, those aimed at prevention and those aimed at detection.  Ekechi (1990) stated that measure aimed at fraud prevention include dual control, operational manual graduated limits of authority, lending units, reporting system close circuit television, establishment of signatures, controls of dormant account, detection of passport sized photos, close watch on the lifestyle of staff and coding / decoding and testing of telex messages.  Measures aim at fraud detection include checking of cashier, call over, reconciliation and  balance of accounts at branches, inter-banks at head office levels, periodical submission of statements of accounts stock taking of securing items and cash in the tauts and inspections by bank inspectors (Asukwo, 1991).
The CBN as the supervisor and regulator of the banking system is interested in ensuring that banks put in place comprehensive and effective internal control system to minimize the incidence of frauds and whenever they occur to ensure that they are detected from the point of view of supervisor, a good internal control system must have the following attributes. Dual control, segregation and ration duties, an effective and independent inspection functions, clearly defined levels of authority and responsibility, existence of an efficient audit committee and adequate fidelity insurance cover.
	It is also the responsibility of the supervisor to determine banks compliance with the rules and regulations through exhaustive review of their internal audit reports.  They ensure that appropriate steps are taken by the board and management of bank to address issues raised in the audit reports. It is also duty to ensure that fraudulent bank directors and staffs are sanctioned with such report being duly circulated among banks and also that banks take advantages of task management system (credit burean) to monitor fraudulent customers and accompanies (CBN, 2000).
	The supervisors are also to cooperate with the external auditors that the internal audit programme of banks is comprehensive, adequate and effectively executed.  The supervisors should also conduct an indepth investigation into activities of a bank when put on enquiry. In order to enhance the ability of supervisors to carry out their effectively, they must be adequately trained and equipped with modern tools for supervision.
c. Fraud Management In devising the general prevention measures the bank should appreciate the main feature of fraud, one of which is that fraud is rapidly increasing and it is a highly profitably industry.  According to Okorie Onovo (2001) Computer technology facilities and accentuates the grow the others feature are the frauds involve misappropriation of assets and manipulation or distortion of data and most frauds result from basic failure and inadequacies of internal control where it said that most frauds are committed by insider usually in collution which outsider third parties, and mostly are discovered by accident or tip offs rather than internal and external auditors.
Elechi (1990) was the opinion that in order to attain the objective of fraud management, there is need for full compliance policies, rules and procedures. Also employees should be made aware of the risk of attempting to defraud the bank and action expected if caught. Finally the policy should incorporate the emphasize and possible prosecution of suspected frauds.
	In controlling fraud in the banks, the boards of directors play a major role because the leadership responsibilities must be clearly spelt out and formally explained to them.  This responsibilities should include the directing of the overall policy and management of the bank, fiduciary duty to act honestly and with utmost good faith and exercise of skill care in discharging the statutory obligation of the bank. In particular, the board has the collection responsibility of the members to ensure that suitable security systems exist, there are adequate records and measures that there are adequate precaution to prevent falsification of accounting and facilities the discovery of any falsification (Asukwo, 1991 and Oyeyiola, 1996).


2.5	Concept of Information and Communication Technology (ICT)
Information Technology (IT) is the automation of process, controls and information producing using computers, telecommunications, software and ancillary equipment such as automated of teller machine and debit cards (Khalifa 2000). It is a term that generally covers the harnessing of electronic technology for the information needs of a business at all levels. Irechukwu (2000) lists some banking services that have been revolutionized through the use of ICT as inch ding account opening, customers account mandate, and transaction processing and recording. Information and Communication technology has provided self services facilities (Automated Customer Service Machine) from where prospective customers can complete their account opening documents direct online.  It assists customers to validate their account number and received instruction on when and how to receive their cheque books, credit and debt cards.  Communication Technology deals with the physical devices and software that link various computer hardware components and transfer data from one physical local to another (Laudon and Laudon 2001).
	ICT products in use in the banking industry include Automated Teller Machine, smart card, telephone banking, MICR electronic funds transfer, electronic data interchange , electronic home and office banking.
	Several authors have conducted investigation on the inpace of (ICT) on the banking sector of the Nigeria economy.  Agbola et al (2002) discussed the dimension in which automation in the banking industry manifest in Nigeria.  They include;
1. Bankers Automated Cleaning Services:  This involves the use of magnetic ink character reader (MCCR) for cheque processing. It is capable of encoding, reading and sorting for cheques.
2. Automated payment systems:  Devices used here include Automatic Teller Machine (ATM), Plastic cards and electronic funds transfer.
3. Automated Delivery Channels:  These include interactive television and the internet. A gboola (2001) studies the impact of computer automatic on the banking service in Lagos and discovered that electronic banking has tremendously improved the service of some banks to their customers in Lagos.  The study was however restricted to the commercial nerve centre of Nigeria and concentrated on only six banks. He made a comparative analysis between the old and new generation banks and discovered that electronic Banking has tremendously improved the service of some banks to their customers in Lagos.  The study was however restricted to the commercial nerve centre of Nigeria and concentrated on only six banks.  He made  a comparative analysis between the old and new generation and discovered variation in the application of information technology in Nigeria banks and Aragba Akpore (1998) wrote on the application of information technology in Nigeria banks, and pointed out that (IT) is becoming the back bone of banks; service regeneration in Nigeria. He said the diamond integrated Banking Services (DIBS) of Diamond Bank Limited and electronic smart card Account (ESCA) of All States Bank Limited as efforts geared toward creating sophistication in the banking sector.  Ovia (2000) discovered that banking in Nigeria Technology and the (IT) budget for banking is by far larger than that of any other industry in Nigeria. He contended that on-line system has facilitated internet banking in Nigeria as audience in some of them lauding websites.  He found also that banks now offer customers the flexibility of operating an account in any branch irrespective of which branch the account is dominciled.
Woherem (1997), discovered that Nigeria banks since 1980s have performed better in their investment profit and of ICT systems, then the rest of the industrial sector of the economy.  An analysis of the study carried out by African Development Consulting Group Ltd (ADCG) on IT diffusion in Nigeria show that banks have installed based for Pcs, laws, and wars a better linkage to the internet than other sectors of the Nigeria economy.  The study however pointed out that whilst most the bank in the West and other parts of the world have at least one pc staff, Nigeria banks are lagging seriously behind, with only a PC capital ratio of 0.18 (Woherem. 2000).
The study carried out a more comprehensive of the evaluation of the response of Nigeria banks to the adoption of ICT.  The study covered 30 out of the 89 banks in the country as at the end of 2005.  A total of 216, 180 and 36 questionnaires were administered to the employees, customers and Head of  systems units of the 36 selected banks respectively, out of these, 90.28%, 77.78% and 97.2% were respectively retrieved three categories of variables that related to the adoption and implementation of information technology devices were used for the study.  These are:
i. Nature and degree of adoption of innovation technologies 
ii. Degree of utilization of the identified technologies 
iii. Impact of the adoption of IT device on banks operation.  The first variable refers to how banks have made new products and services available to customers.  These services include computerized credit ratings programs that determine when cheque should be made available to customers and daily calculation of accounting balance.
It also involves how various types of information technology devices are made available in each of the studied banks.  A table was used to display the availability of the ICT in the studies banks.  The likert type rating was used to measure and analyze the degree of utilization of identified technologies and the variations in their rate of adoption the responses were analyze on the 4-point itemized rating. Impacts of the adopted technologies were examined on specific area of banking services.  The impact analysis model developed by forward and Tannium (1992) was sued to assess the effects of ICT on both the process generated (task performed and the process dimensions.  Both local and global impact criteria were considered.
The impact is global when the research used or released by a process impact other process outside the main decision but local if it affects only the generation of the product or task performed (Ugwu et al 1999). Direct impacts of IT on local criteria such as time saving error rate reduction enhanced management decision making and improved speed of service delivery as perceived by the bank works and customers were examined.  The impact on global criteria such as competitive advantages market segmentations, high revenue and forecasting were also assessed.  The impact assessment model looks of the performance (effectiveness and efficiency) and effect which the applications of systems have within an organization. The performance assessment helps to determine whether to readjust or put more resource to improve performance of the system while application assessment helps to determine how the implementation and use of introduced systems affects the organization (Senn, 1982) the response of customers on the impact of IT were measured on a 5-point like type rating scale Arithmetic mean and standard deviation of the local and global impact criteria were calculated to determine their levels.

2.6	ICT and Nigeria Banking Industries 
Today any bank that doesn’t offer the very latest in information and communication technology is bound to lack behind.  Customers are used to the pace of the “digital” business world, and they expect a certain standard of compatibility between their online banking services and their laptops home pc’s mac’s , iphone and so on for this reason, banks have had to step you an more into the hottest new information and communication technology.
	A bank IT department will have their hand full as they attempt to balance the obvious privacy concerns of doing online banking with the need for fast connections, instants service and quick transactions marketing a bank’s service on the internet has also become an important of advertising campaign. Since so many people spend their time on the web, instead of watching television, marketing for communication devices, such as ipad or notebooks, is becoming the norm for almost every financial institution.
	Banking has changed immeasurable in the last few decades, before clients were forced to wait in long lineups at banks to get cash, make deposits and check their balances. Now, all of those service, are generally available through ATMs and other information and communication devices.
	Most customers love the flexibility of online banking and other modern services, however, there may be some how prefer to never expose their banking information online as they fear hacters, phishing scans and other violating of their privacy for people like this, old fashioned banking may feel safer and more secure.
Role of ICT in Today’s Banking 
Technology is no longer being used simply as a means for automating process.  Instead it is being used as a  revolutionary means of delivery serviced to customers.  The adoption of technology has led to the following benefits: greater productivity, profitability, and efficiency: faster services and customer satisfaction; convenience and flexibility: 24 x 7 operations and space and cost savings (sivakunmaran, 2005).  Harrison Jr. chairman and chief executive officer of chase manhattan, which pioneered many innovation applications of ICT in banking industry, observed that the internet caused a technology to devolution is said to have began with the ATM. It was indeed a pleasant change for customers to the charge of their transactions as no longer would they need to depend on an indifferent bank employee.  ATMs have made banks realize that they could divert he huge branch traffic to the ATM.  The benefits hence were mutual.
	Information and Communication Technology has played a significance role in banking over the years.  Infact ICT allows the banks to cater to the need of customers by strengthening their internet control systems which are then backed by efficiency communications mechanism. Widespread used of ATMs.  Internet banking, phone banking 24/7 services, plus the ability to offer an expanded portfolio of products and services have enabled banks to improve their services to customers.  ATMs were one of the first significant improvements in technology as they gave banking customers greater access to their cash.  Now they no longer had to queue of in banks to obtain their money and could do son at whatever time of day they desired, as cash machines are available 24hours a day, seven days a week.  The risk of internet and phone banking has made bank even more convenient.  Customer can now check their balance and pay bill online without having to leave the comfort of their own home customers can be also take out an overdraft, apply for loans and credit cards and access number of pages offering audience on saving and protecting yourself from car fraud. It is also enables to keep a real time track on their finances and what their income and outgoings are: Phone banking enables you to talk to an advisor and resolve any urgent issue in a quick and efficient manner banks have taken advantages of ICT developments by offering more products such as online saving accounts.  They can also implement offers exclusively for their online customers, offerings in some case better also deals on insurance and credit cards compared to those who bank in branch.  Information and communications technology play an important role in the development of banking industry. Infact ICT has made the banking sector more competitive because of advancements of information and communications technologies. ICT allows the banks of effectively cater to the needs to the consumers by strengthening internal control systems which are backed by the effective communication mechanisms.  The wide spread use of smart card, ATMs, mobile banking, electronic baking telephone banking, twenty four hours service, the overall quality of services, expanded portfolio of products and services, better customer relationship management with the use of advanced tools and variety of products has enable banks to better their customers with the advent of ICT.
2.8	ICT Infrastructure Used by Banks
This section present and analyzes the survey data of some selected bank in Nigeria.  Proceedings of the 1st international technology, Education and Environment conference.
Internet Access: An important indicator related to the use and availability of internet allows for the analysis of overall ICT readiness in the Banking industry.  The table shows that 91% of bank studies in Nigeria have access to internet within year 2006 and 2008, while 27% and 88% from year 2002 to 2002 and from year to 2005 respectively has a result of ICT awareness competitive products introduced by some of the so called “new generation improvement in the service and products of baking industry.
Use of Internet Network:  The application of network is a vital part of an effective ICT enable system , which is especially true in the case of banks with a branch network.  Local Area Network (LAN) may also be seen as a basic indicator of the minimum infrastructure recurred to enable technology.  The survey shows that 92% (banks surveyed use wire –based LAN is currently the dominating technology).  The survey shows that 92% banks surveyed use wire from 2006 to 2008.  The fact that LAN is a relatively low tech and easily attainable ICT solution, would do some extent explain the wide coverage of this technology from year 2000 to 2008.  Wireless LAN is a relatively new technology in the Banking industry, and is used to permit bank employees to access network resources  from nearly any convenient location. The fact that wireless LAN is relatively new technology account for its low percentage uptake in Banking Industry.
Proceeding of the international technology, education and environment conference.
Use of SMS Alert: Instant notification of transactions made was another innovation brought by ICT through the use of smart phone in conjunction with the internet facility in the banking industry.
	Virtually all banks studies in Nigeria use SMS Alert, except some of the micro finance banks. It was an ICT infrastructure that recorded no patronage between year 2000 and 2012.
Substitution of Postal Mail: The banking industry is currently being renewed in many areas.  One of these areas related to the digitalization of formerly paper based process electronic mail is increasingly being applied for especially non-legal correspondence, like account statement, marketing and sales. More than 80% banks surveyed have substitution electronic mail with old postal mail within year 2006 to 2008.  This outcome shows that, efficiency gains from electronic mail are yet to be reaped and indicates that the industry is a bit fragmented in its uptake of electronic mail as means of communication.
ICT Security Measures:  The security issues are of special concern in the banking industry, as banking is highly based on trust from its customers.  Hence, the risk of hackers, denial of services attacks, technological and opportunities for fraud created by the anonymity to the parties to electronic transactions all have to be managed.  Depending upon its nature and scope, a breach in security can seriously damage pubic confidence in the stability of a financial institution or of a nation’s entire banking system.  Hence, by introducing the appropriate security measures and putting security concerns at ease, the BI might be able to attract the segments among consumers who previously were not inclined to use e-banking.  Furthermore, it is also in the banks own interest to improve security, as digital fraud can be costly both in financial loses and in terms of the damage it does to the brand of bank in question.
Authentication: The common among users of a e-banking is related to the authentication of users and data connections the use of digital signatures is not as common as pin codes or encryption and reason is the fact that digital signature is relatively new technology.  The research even shows that none of the studies banks uses digital signature as the form of authentification, but the up-take in other types of authentification is general highly up to 85% within the year 2006 and year 2008.
Automated Payment System 
Devices used in Automated payment systems include Automatic Teller Machine (ATM) and Electronic Funds Transfer.  ATM still ranked higher in its spread than electronic funds transfers. Low rate of spread of this technology might be due to cost, fear and fraudulent practice and lack of facilities, necessary for the their operation. But generally speaking, the adoption of automated payment system increased dramatically.  The table.
2.9	Effects of Information and Communication Technology (ICT) on Banking Industry 
Agboola (2001) studies the impact of computer automation o the banking services in Lagos and discovered that Electronic banking has tremendously improved the services of some banks to their customers in Lagos.  The study was however restricted to the commercial nerve centre of Nigeria and concentrated on only six bank. He made a comparative analysis between the old and new generation banks and discovered variation in the rate of adoption of the automated devices.  Aragba – Akpore (1998) wrote on the application of information technology in Nigeria bank and pointed out that (IT) is becoming the backbone of bank’s services, regeneration in Nigeria.  He cited the diamond proceeding of the 1st international Technology Education and Environment Conference Integrated Banking Services (DIBS) of Diamond Bank limited and Electronic  smart Card Account (ESCA) of All Stated Bank limited as efforts geared towards creating sophistication in the banking sector.  Ovia (2000) discovered that banking in Nigeria has increasingly depended on the deployment of Information Technology and that on line system has facilitated internet banking in Nigeria as evidence in some of them launching websites.  He found also that banks now offer custom the flexibility of operating an account in any branch irrespective of which branch the account is domiciled cashless transactions were made possible in our society of today.
	The mover of the economy (banking industry) is now well positioned to mel-up with the new challenges from the costumers, competitors and even from the nation’s economy with right tool in their hand to reach limiless point of success. The industry is now growing on daily basis with respect to new innovations that are coming out in the world of technology.



CHAPTER THREE 
3.1	Research Methodology and Design 
These simply refers to different patterns, ways methods and as well, system a researcher use in administering and collecting data in research work.
	So, in this chapter, method that shall be used in administering and collecting data by the research to be discussed.
	Research design deals with the way data will be collected and how the subject matter of the study will be brought into focus.
	Moreso, how they will be employed within the framework of the research setting.    The researcher will make use of the cross sectional design which supply lies on samples of element from the population of interest which are measured at a simple print in time cross sectional design is two types and they are the field survey and field study.

3.2	Population of the Study 
In this sub-section the researcher is required to defined the population studies in the work. The population of this study is made up of all the staff of first bank, Union Bank and Zenith and Access bank consist of sixty four (64) employed under the banks.

3.3	Sample and Sampling Techniques
The first bank, Union Bank and Zenith bank has a total number of one hundred, and sixty four (64) staff in the managerial level and were divide into:-

Top Management 	=	15
	Middle management =	24
	Lower Management 	=	25
In order to get a representation of the whole population that questionnaires has to be administered to some of the staff on managed level.  The questionnaire was distributed department according to their ranks for the finite population size.  The formular used in determining the sample size known as yaro yamene’s method 
	Ie	n	=	  N
				1 + N(e)2 
Where 
	N	=	the population size
	n	=	the sample size
	1	=	Constant 
	(e)2	=	Margin error (5% mini/ 10% maximum)
To determine the sample size, we use
N/R (e)2	=	(0.05  or 5%)
	n	=	64
			1 + 64 (0.0025)
	n	=	64
			1 + 64 0.0025
n	=	64
			1 + 1.16
	n	=	64
			1.16
	n	=	55.4 (Approximately)
By using Yaro yamen’s formular, the simple size for the study is calculated as 55 approximate.

3.4	Source of Data
The sources of the data used for this study are from primary and secondary data.
3.4.	1	Primary Data
These are mainly from questionnaire, administrate red to the sample drain from field study of commercial bank in Enugu.
3.4.2	Secondary Data
It refers to the oral interviews conducted in the advances department of the branch.
	The researcher also made use of personal interviews, observations and structured questionnaire in order to provide the researcher with adequate information about the banks.  Additional information has given from bank journals, newspapers, magazines write ups, papers presented in symposia and also textbooks.

3.5 Methods for Data Collection:
The method used for collection of data are both from primary and secondary data. The researcher also made use of personal interviews, observational and structured questionnaire, in order to provide the researcher with adequate information about the banks.  Additional information was from newspapers, magazines, papers, in symposia and also text books, bank journals and write up.

3.6	Procedures for Data Analysis 
Under this arrangement, the information obtained will be presented in tables and simple percentage and will be analyzed using chi-square statistical tool.

CHAPTER FOUR
Data presentation, analysis and interpretation
4.1     Data analysis
	In chapter three, we treated population and sampling procedure, nature and data sources, and as well as data collection, even ways of analyzing them and administering them were also brought to focus.
	In this chapter, we will draw some relevant in references from the data collection and other information received. Out of sixty four questionnaire  were distributed to the staff of zenith, union and first bank assets bank only fifty (55) questionnaires were answers and returned by them.
	From the above analysis, these shows that the respondent were interested in the study, and they were able to contribute a lot to these study forwards success.
Question one 1: is ICT relevant/ important in the banking industry? 
	Responses
	No of response
	% of response

	        Yes
	35
	64

	No
	15
	2

	No idea
	5
	9

	Total
	55
	100%


Source-field survey 2012
	In the above table 4.1, it was discovered that the highest frequency out come of 35 responses with 64% of responses shows that ICT is very important / relevant to the banking industry especially first bank, zenith bank, union bank in assets bank Anambra i5 respondents representing 27% did not agree while 5 respondents representing 90% said they don’t have any idea.


Question two 2: does your bank in use of modern ICT?
Table 4.2 Use Of Modern Ict
	Responses
	No of response
	% of response

	  Yes
	50
	91

	No
	5
	9

	Total
	55
	100%


Field survey 2012
	When looked into the above table, it was discovered that first bank PLC Zenith bank, Union bank,  Assets bank Anambra make use of respondents representing 9% of the response said No.
Question three: how often does ICT check the defects or loopholes in the banking system?


Table 4.3 Checking of Loopholes in the banking system 
	Responses
	No of response
	% of response

	Frequency
	45
	82

	Nrarely
	10
	18

	Not all
	-
	-

	Total
	5
	100%


Source : field survey 2012
From the above table we discovered that ICT help in checking the defects or loopholes in the banking industry where 45 respondents representing 82% of the response said it frequenctly help in checking the defects while 10 respondents representing 180% said rarely.


Question four: to what extent does fraud occur in Nigerian banking system?
Table 4.4 Fraud in Nigeria Banking System
	Responses
	No of response
	% of response

	Frequency
	53
	96

	Parely
	2
	4

	Total
	55
	100%


 Source: field survey 2012
According to the table above its obvious that majority representing 96% of the respondents agreed that fraud occurs frequently in Nigeria banking industries ( First Bank PLC, Zenith Bank, Union Bank and Assets bank plc Anambra) while only 2% of the respondents said otherwise.
Question five
To what extent has ICT helped in fraud detection and prevention in banking system.

Table 4.5 fraud detection and prevention
	Responses
	No of response
	% of response

	High
	32
	25.00

	moderate
	23
	75.00

	Total
	55
	100%


Source-field survey 2012
As shown the total respondents revealed that the (25%) charge high while 75% says they are charging moderate. It shows that ICT charges high, meaning it helps in fraud detection and prevention.
4.2 		TEST OF HYPOTHESIS
Hypothesis One: ICT Relevant / Important in the banking industry.
Ho: ICT is relevant / important in the banking industry
Hi: ICT is not relevant / important in the banking industry
Thus question 1,3,2 were used to 
	
	
	Questions
	
	
	Total

	Response
	
	1
	3
	2
	

	Yes
	0
	25
	24
	35
	84

	
	E
	(5.75)
	(2.54)
	(3.50)
	

	No
	0
	30
	31
	20
	81

	
	E
	(0.48)
	(3.66)
	(2.50)
	

	Total
	5
	55
	55
	55
	165


Source- field survey 2012
NOTE
O = observed value
E = Expected value+
X2 = (0-E)2
	           E
X2 = (24  - 5.75)2 +  (24  -  2 -  54)2    
              		  25.75	         2.54	 

	(30  - 0.48)2  +  (31-3.60)2+(20-2.50)2
	       0.48	                60	      3.50
X2 = 3.9308+ 8.8213+ 9.4655+ 28.5566+ 0.5270+ 19.3675 =70.6687.
Decision: since X2 with value of 70.6687 is greater than the critical 55, would reject the null hypothesis and accept the alternative hypothesis. This implies that ICT is very relevant in Nigerian banking industry.
Hypothesis Two:
Do First Bank PLC Anambra make use of modern ICT.
Ho: First bank PLC Anambra makes use of modern ICT
HI:  First bank PLC, Zenith bank, Union bank and Assets 
bank Anambra


Do not make use of modern ICT
Thus question 3, 4, 5 were used to test the above hypothesis 
	
	
	Questions
	
	
	Total

	Response
	
	3
	4
	5
	

	Yes
	0
	23
	27
	33
	83

	
	E
	(3.50)
	(2.54)
	(3.11)
	

	No
	0
	32
	28
	22
	73

	
	E
	(2.25)
	(3.68)
	(3.60)
	

	Total
	5
	55
	55
	55
	155


Source- field survey 2012
NOTE
O = observed value
E = Expected value

X2 = (0-E)2
	           E
X2 = (23  - 3  - 50)2 +  (27  -  2 -  54)2   +   (33  -  3.11)2  + 
3.50			2.54				3.11	
(32  -  2.25)2    + (28  -  3.60)2   + (22  -  3.60)2       
      2.25	                3.60                      3.60
X2 = 6.0369  +  10.0025  +  10.0438  +  13 + 7.2507 + 5.58408     = 51.9179
Decision: since X2 with value of 519179 is less than the critical values 55, we accept the null hypothesis and reject the alternative hypothesis.  This implies that the First Bank Plc makes use of modern ICT.



CHAPTER FIVE
5.0 SUMMARY OF FINDING, CONCLUSION AND RECOMMENDATION
5.1	Summary Of Findings
Technology is invented by man to manipulate his social and physical environments. The sociology of science and technology made us to understand that, technology came with both manifest and latent intents. The manipulation of computer and other information and communication technology (ICT) to defraud banks gives more insight into the latent function of technological revolution.
When computer was invented, the intention of its inventors is to hasten data processing with effortless ease. That it has been doing efficiency by going timely and accurate information. But like other mechanical and / or electrical electronics devices, it has usually lent itself to heinous acts. What is meant to assist in daily data operation has turned out to be an undoing. While basking in the euphoria of its efficiency, banks are also grapping with its fraudulent manipulations. It is like a mixed blessing combining the bright and dark sides. Over the times, it has turned to a servile tool of fraud when banks and other organizations began to be computerized over a decode ago, little did they know that they were setting the pace in computer age frauds, and forgeries continue to give the banking system night mares. Since computer fraud is carried out over a period of time, a minor one at the initial stage snowballs into a sizeable one over a period of time (Sunday vanguard,2004).
However, the study of this nature is necessary because of the emergency of “yahoo boys” in the nations anal of business crimes. “yahooboys” surf and lack the internet to perpetrate scan. They work hand in hand with bank staff to get access to illegal proceeds. Computer and ICT enhance the ability of the scammers with effortless ease to defraud banks. In the last ten years, cases of  computer frauds in banks have been on the increase with each year recording staggering figures, even through most of the reported cases are essentially different types of fraud, a recurring decimal among them is that they are computer related. On its own, computer fraud is of different types. An example is defrauding a bank using a genuine account of an employee who is the defrauder. Another one is through these of fictitious account; also, fraud is carried out with the aid of an employee’s fraud. Similarly this unholy act is sometime done using an account of a third party that depends on an employee-insider to perpetrate the crime. Computer crime can and almost certainly will render absolute the traditional type of physical large-scale robbery involving banks, bank managers and security vans. (see parter, 2007).
Aluko-olokun(1990) said that majority of frauds committed in the banking sector are usually committed through the use of cheque. While the other are by cash theft and electronics transfer, and lately through computer manipulation. Negotiable securities will be stored magnetically and electronically as data inside computer and transmitted over communications circuits from one computer to another. Perpetrators of security theft will use the skills, knowledge and associated with computer and data communication technology….
	However, the introduction of automate teller machine (ATM) came with the emergence of mega in2005 in Nigeria brings to the fore the challenges posed by computer and ICT to the modern banking operation. Edion surther lands learning theory opens up a thoughtful and provoking argument on the manipulation of computer and ICT to perpetrate crime in the banks. Suther land  was suggesting that the manipulation of computer and ICT to perpetrate crime in the banks.  Further land was suggesting that the distinction between has breaker and the law abiding lies not in their personnel make up but in the content of what they learned.  Computer crime, just as other white collar criminality is learned, computer manipulation to defraud bank is learned through direct or indirect association with those who already practice the behaivour, and that those who learn lies criminal behavior are in frequent and close contact with hackers “if you are not verse in computer usage, you cannot use it to defraud and bank and manipulate money (Folamic, 2003).
	Therefore, his safety demonstrates that, there is a significance difference between the amount involved with the traditional method of defrauding banks and the use of computer and ICT.  Also, that computer application in banks enhances fraudulent practice.  According to banks enhances fraudulent practices.  According to Jalengo (1994) most computer frauds are usually done with the aid of insiders.  A particular instance was a case in which the account of a customer in a commercial bank was credited with a large amount that fell short of his actual balance.  The fraudulent account credit was done by a computer operator in the bank.  Onoh (1990) said that computer crime in the banking system in very much with us and it now comes in its most sophisticate forms than ever before.  Thus, the computer has the two sides of the coin and can prove to be a double edge world.
	Succinctly, the study was designed to understand the negative influence of bank workers on computer and ICT.  Also, to examine the inability of computer and ICT to reduce incidence of fraud in banks in all its ramifications.
	This study expected to contributes significantly to the existing knowledge in the field of sociology of science and technology as well as criminology in general.

5.2	Conclusion 
Adoption of ICT has influence the content and quality of banking operations.  From all indications, ICT present great potential for business process re-engineering of Nigeria banks investment in information and communication technology should form an important component in the overall strategy of banking operations to ensure effective performance. It is imperative for bank management to intensity investment in ICT products to facilitate speed, convenience, and accurate services, or otherwise lose out to their competitors.  The banking industry in Nigeria presents ICT providers with great opportunity to market their competitors.  The banking industry in Nigeria present ICT providers with great opportunity to market their innovation success in this area however depends on how they can customize their services to appeal to the ready minds of various stake holders in the industry.  Computer crime in the banks is an imported sophisticated and complex way of defrauding banks. It takes the form of computer aided fraud and embezzlement, Salani technique, Trojan horse, time bomb, virus, and software privacy.  The study revealed that the use of ICT to defraud bank has now found its way into banking operations.  The secondary data revealed that the influenced of electronics on bank has a significance relationship with high incidence of fraud. The interview conducted with senate corroborated this findings, he said that in one of their bank branches it was discovered recently that there was a fraud of about N80 million through the means of computer.
	There is a strong correction between high incidence of fraud in the banking sector and the phenomena of information and communication technology. It was discovered that fraud which involved a large amount of money has affected the financial position of many banks thus led to total collapse.

5.3	Recommendations 
Public confidence in the banking sector has also been significantly eroded in- depth interview conducted with Emokpae revealed that ICT fraud has dented the image of the nation on the international scene.  People around the globe treat Nigeria with disdain.  They have problem with credibility with this country as a result of discovery from time to time one of electronics fraud or the other.
	The incidence of electronics fraud in the banking sector is taking unprecedented tolls on the banks stakeholders, customers and the nation’s economy.  This paper suggested that a legislation that will allow for the tracking of a special squad in the Federal Investigation and intelligent Bureau (FIIB) of the Nigeria police which could have access to the computer network of the banks to enable them to detect and prosecute any form of computer related crimes with great dispatch in order to deal decisively with crime in the bank.
	Bank should ensure regular notation of duties and staff to prevent on individuals from staying too long on a computer system or in a department.  There should be inter branch and intra-bank regular rotation of bank staff. 
	In conclusion, the menace of computer related fraud has to be addressed by those who are connected with the well being of the nation’s financial institution with sincerity and diligence. This decadence in the banking sector has resulted into financial incapacity, economic failure, vicious circle of poverty and international disrepute.
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APPENDIX 
Dear Respondent, 

Research Questionnaire on the Role of  ICT in Fraud And Prevention in the Nigerian Banking Industry.
 
I am a final year student of the above institution conducting a research question on the above topic:

I will be glad if you help and fill the attached questionnaire, to enable me carry out this research successfully.  I  assure you that response will be treated in confidence and used solely for this research.
Thanks for co-operation.

The Researcher 


QUESTIONNAIRE FOR BANK OFFICIALS 
Instruction:  Please circle the correction answers to fill in the blank spaces provided eg [<]
1. What is the name of your banks?
2. Who are the type of your customers?
a. Companies 	[	]
b. Industrialist 	[	]
c. Civil Servant	[	]
d. Student 		[	]
e. All of the above 	[	]
f. Other specific 	[	]
3. How would you summaries customers and staff relationship in the bank?
a. Excellent 		[	]
b. Very good 		[	]
c. Good		[	]
d. Fair 		[	]
e. Poor 		[	]

4. Do you bank make use of modern ICT?
a. Yes 	[	]
b. No 		[	]

5. To what extent does fraud occur in Nigerian Banking industries?
a. Frequently 	[	]
b. Rarely		[	]
c. Not all		[	]
6. To what extent has ICT helped in fraud detection and prevention in banking system?
a. Frequently 		[	]
b. Rarely 			[	]
c. Not all 			[	]

7. How often does the ICT measures the relevance and appropriateness of the adopted control in preventing fraud?
Frequently 		[	]
Rarely 			[	]
Not all 			[	]
8. What type of account do you operate?
a. Current account 		[	]
b. Savings account 		[	]
c. Fixed account 		[	]
d. Demiciliary account 	[	]
e. All of the above 		[	]



9. How often do customers for advisory services?
a. Frequently 	[	]
b. Seldomly 		[	]
c. Never 		[	]
10. Do your bank advertise?
a. Yes 	[	]
b. No 		[	]

11. If yes which media do you use?
a. Magazines 	[	]
b. Newspaper 	[	]
c. Radio 		[	]
d. Television 		[	]
e. Bill Boards 	[	]
f. All of the above	[	]
12. If no why do you not advertise?
13. What is your status in bank?
       TERMS AND CONDITIONS
Using our service is LEGAL and IS NOT prohibited by any university/college policies 
You are allowed to use the original model papers you will receive in the following ways: 
1. As a source for additional understanding of the subject 
2. As a source for ideas for your own research (if properly referenced) 
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This

research

essentially

focused

on

the

role

of

ICT

in

fraud

detection

in

the

Nigerian

Banking

industry.

This

research

work

was

done

through

inferential

statistics

which

helped

the

research

to

generalize

and

draw

conclusion.

The

instrument

of

data

used

in

the

process

of

this

research

work

was

questionnaires

approach

which

was

subjected

to

analysis

in

tabular

form.

The

target

population

for

the

research

was

the

banking

sector

but

the

accessible

population

open

to

researcher

was

First

Bank,

Union

Zenith,

Access

banks

Anambra

whose

staff

and

customer

formed

the

respondents

from

whom

the

information

obtained

were

analyzed

using

X

2

statistical

tool.

The

result

of

revealed

that

new

generation

banks

in

