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ABSTRACT

This study was carried out to critically investigate  the effectiveness of e-naira services to users. Specifically, the study ascertained the features of eNaira which are beneficial to individual subscribers, ascertained if individual accounts and wallets on the eNaira platform are not subject to scams and fraudulent activities and ascertained if the eNaira platform promotes cross-border reliable investment to individual subscribers . The study employed the survey descriptive research design. A total of 60 responses were validated from the survey. The study adopted the Diffusion Innovation Theory. From the responses obtained and analysed, the findings revealed that it promotes financial inclusion. Furthermore, it enable the direct disbursements  of funds to citizens. The study recommend that E- naira platforms and wallets should be effectively secured and shielded from fraudulent activities. This will be beneficial to users and increase their trust in the platform thus increasing its popularity. More so, E - naira should be effectively regulated to increase the chances of cross-border reliable investment.
CHAPTER ONE

INTRODUCTION

1.1 Background Of The Study

There have not been any broadly agreed definition of digital currency. This is owing to the fact that the digital currency system is a novel transaction system that has never been used before, and it is impossible to compare to traditional money. The term "digital currency" and "virtual currency," on the other hand, are commonly used interchangeably. According to the Financial Action Task Force (FATF 2014), digital currency is a digital representation of value that may be digitally transferred while functioning as a medium of exchange, unit of account, and store of value, and it works exclusively by agreement among virtual currency users. Similarly, The European Banking Authority (2015) defined virtual currency as "a digital representation of value that is not issued by a central bank or a public authority, is not necessarily attached to a fiat currency, but is accepted as a means of payment by natural or legal persons and can be transferred, stored, or traded electronically."

The general market and most financial markets have continuously improved strongly. In this sense, systems of transferring products have evolved and adapted to market needs, with the objective of making business transactions as simple as possible (Grinberg, 2012). T here has been rapid development and the introduction of numerous digital currencies. Countries such as China, Sweden, and others have successfully built a digital currency for their various local currencies (Abdulkareem, 2021). In likewise manner, the Nigerian government, have developed a digital currency, which is named "e-Naira".

According to Emeka (2021), the e-Naira is a digital currency that the Nigerian government aims to issue with the same value as fiat Naira (i.e. physical Naira notes) (i.e. physical Naira notes). It will be purchased by the general public through FI and transferred into users' e-wallets. It is analogous to the digital renminbi in China and the e-krona in Sweden (SearchNGR, 2021). 

The e-Naira platform is designed to function as a wallet for clients to store current funds in their bank accounts, and enable cheaper and faster remittance inflows (SearchNGR, 2021). 

Additionally, the CBN added value to the e-Naira platform by ensuring that it offers high-quality services to consumers both in and outside of Nigeria (Abdulkareem, 2021).  In other words, the platform is believed to promote faster transactions, hence improving local and international trade by facilitating faster and safer transactions across nations (Abdulkareem, 2021).   This simply implies that individuals in Nigeria have unfettered access to the worldwide market since the platform encourages international trading and financial exchange. This study therefore will critically analyze the efficiency of the aforementioned services offered by the e-Naira digital platform as perceived by its subscribers.
1.2 Statement Of The Problem

Digital currencies are money that exist not in physical form but simply as electronic data, but perform the core functions of money, being a unit of account, store of value, and means of exchange (Charles 2020).

However, given the expanding use of the digital currency dispensation, various governments across the world, Nigeria inclusive, showed an interest in the operations of digital currencies with the CBDC development appearing as the preferable starting point for them. Hence, the CBN has introduced to Nigerian society the e-Naira digital currency, as it embraces the digital currency dispensation (Emeka, 2021).

E-Naira offers speedy transactions, cheap diaspora remittance, direct government aid, easier local payments, and safe banking as percieved by the researcher. According to Wale (2021), "eNaira was developed with customer expectations in mind, since they recognize the customers are genuine persons whose requirements are always growing. Hence, the strategy to supplying personalised solutions needs to constantly evolve (Emeka, 2021). From functionality, call to action, to user interface, the goal has always been to create an amazing digital experience tailored to an individual’s needs.

Remarkably, the platform ensures that Government financial aids gets straight to persons from the comfort of their locations. More-so, eNaira makes it feasible to send funds, save money, and save time while at it. Boycott the lineups and pay taxes and bills from the comfort of users’ home (Ayodeji, 2021). This study, therefore, is set to meticulously analyze the effectiveness of the acclaimed services offered by the eNaira platform.

1.3 Objective Of The Study

The primary aim of this study is to critically investigate the effectiveness of e-Naira services to users. Specifically, the study is set to:

Ascertain the features of eNaira which are beneficial to individual subscribers.

Ascertain if individual accounts and wallets on the eNaira platform are not subject to scams and fraudulent activities.

Ascertain if the eNaira platform promotes cross-border reliable investment to individual subscribers.

1.4 Research Question

The study will be guided by the following questions:

What are the features of eNaira which are beneficial to individual subscribers?

Are individual accounts and wallets on the eNaira platform subject to scams and fraudulent activities?

Does the  eNaira platform promote cross-border reliable investment to individual subscribers?

1.5 Significance of The Study

The study will be most relevant to the Nigerian populace who are yet to secure an account on the eNaira platform. This is based on the fact that the outcome of this study will educate them on the unique features of the eNaira, which are beneficial to individual subscribers. Enlighten them on whether or not individual accounts and wallets on the eNaira platform are subject to scams and fraudulent activities. Also, apprise them of whether or not the eNaira platform promotes cross-border reliable investment for individual subscribers. The study based on its findings will be useful to the professional bodies regulating the eNaira platform, hence it will keep them informed about public perception of the newly launched platforms. Additionally, the study will serve as a source of information to researchers, students and other academic inclined individuals who may be carrying out research on a related topic.

1.6 Scope Of The Study

Generally, the study is set to critically investigate the effectiveness of e-Naira services to users. However, the study will also cover the following specific areas: identifying the features of eNaira which are beneficial to individual subscribers, ascertaining whether individual accounts and wallets on the eNaira platform are subject to scams and fraudulent activities, and determining if the eNaira platform promotes cross-border reliable investment for individual subscribers. The respondents for this study will be obtained from eNaira subscribers in Lagos State, Nigeria.

1.7. Limitations Of The Study

In the course of carrying out this study, the researcher experienced some constraints, which included time constraints, financial constraints, language barriers, and the attitude of the respondents.

In addition, there was the element of researcher bias. Here, the researcher possessed some biases that may have been reflected in the way the data was collected, the type of people interviewed or sampled, and how the data gathered was interpreted thereafter. The potential for all this to influence the findings and conclusions could not be downplayed. 

More so, the findings of this study are limited to the sample population in the study area, hence they may not be suitable for use in comparison to other schools, local governments, states, and other countries in the world.

1.8 Definition Of Terms

Naira: This is the basic monetary unit of Nigeria.

Digital Currency: Digital currencies are monies that exist not in physical form but only as electronic data, but perform the basic functions of money being unit of account, store of value and means of exchange.

eNaira: eNaira is the name given to the CBN's first proposed digital currency.

CHAPTER TWO

REVIEW OF RELATED LITERATURE
2.1 INTRODUCTION

Our focus in this chapter is to critically examine relevant literature that would assist in explaining the research problem and furthermore recognize the efforts of scholars who had previously contributed immensely to similar research. The chapter intends to deepen the understanding of the study and close the perceived gaps.
2.2 CONCEPTUAL FRAMEWORK

Concept of Money

Money is primarily the generally accepted means of exchange and constitutes an economic category sui generis. To assess the prospects of digital forms of money it is expedient to recall the origin and nature of money. Money has once emerged as a product of the free market (Menger 1892). While the progressing division of labour allowed for increasing productivity via gains from specialization, direct trade (good X, offered by person A, in exchange for good Y, offered by person B) became more and more difficult as the condition of the double coincidence of wants (i.e. the supply of A matching the demand of B and vice versa) became less and less likely. According to Weber, (2015), by engaging in indirect trade via a general means of exchange (money, M) the complexity in the trading process (transaction costs for searching and matching) was drastically reduced. By using money, A can now offer X to anyone in exchange for M and then use M to buy Y from B (with buying meaning offering M to person B in exchange for Y) (Weber, 2015). In a social process of experimenting and learning, money evolved out of the more marketable (liquid) commodities that were traded more frequently and could thus be more easily exchanged into other goods and services. Irrespective of its concrete form, being the generally accepted means of exchange is the peculiar characteristic of money (Cukierman, 2019). As the most pervasive good, money constitutes a good category of its own. It is neither an object of consumption (it does not directly satisfy human needs) nor a means of production (the productivity of money does not depend on its quantity).

Weber, (2015) noted that the functions as a unit of account and as a store of value are of a subordinate nature only. Serving as a unit of account follows from the use of money but it does not constitute money in the first place because the unit of account that is used by individual economic agents need not be generally accepted (Weber, 2015). There are lots of possible units of account (or “measures of value”) that individuals may use (e.g. the number of working hours needed to afford the purchase of a good), but this does not make the individual value scales a generally accepted means of exchange. As long as the subjective theory of value is accepted (that modern economics is based upon), the concept of money as a “common measure of value” (Jevons 1886) is strongly misleading. What individual economic agents need is a value scale that allows them to identify relative prices when engaging in exchange processes. Digital currencies even bear the potential to dramatically facilitate the use of multiple units of accounts as prices may be displayed in any unit (i.e. currency) that the individual user prefers. Also, serving as a store of value (in the sense of showing only gradual, not erratic movements of purchasing power) is a precondition, not a constituting feature of money (lots of other assets also serve as stores of value without becoming the generally accepted means of exchange) (Bjerg, 2017).

History of Currency

According to Bank of France (2013),the first form of currency was precious metals like gold and silver. Later, its physical dimension changed into coins as they were adopted as a medium of exchange by the independent states. These coins were stamped with images and seals of the rulers to give them authenticity and legal status. As commerce became complex, a novel idea of paper money was imported from China and once again the physical state of the currency changed (Bjerg, 2017). On the legal dimension, it was adopted, printed and given legal status in the medieval Islamic world and later in the European states. Paper currency brought with it a host of problems, inflation being a major one. Since the supply and issuance of money were monopolized by the sovereign states, throughout its history, several instances of financial system failure led to the economic crisis (Bjerg, 2017). 

An Overview Of Value Of Nigeria's Currency 

Emeka Anaeto (2021) opined that since its establishment in 1959 the Central Bank of Nigeria (CBN) has continued to play the traditional role expected of a central bank, which is the regulation of the stock of money in such a way as to promote the social welfare. This role is anchored on the use of monetary policy that is usually targeted towards the achievement of full-employment equilibrium, rapid economic growth, price stability, and external balance (Odunsi 2021). Over the years, the major goals of monetary policy have often been the two later objectives. Thus, inflation targeting and exchange rate policy have dominated CBN's monetary policy focus based on assumption that these are essential tools of achieving macroeconomic stability. Monetary policy in Nigeria has been carried out through the portfolio behaviour of the CBN in terms of the control of its credit and management of reserves. Credit control is being used to check movement in domestic price level, while the exchange rate policy serves as measure for determining the competitiveness and current account performance as well foreign reserves (Charles 2020). During the first half of 1980s, CBN's reserves relative to domestic credit witnessed continual decline it however started to increase from I986 up till 1990. Chiu, & T-N Wong (2014) observed that around the last quarter of 1990 the reserves nosedived again until 1991 when it picked up again. This trend in reserves coincides with the three different exchange rate regimes (Chiu, & T-N Wong 2014). The period 1980 to 1 986 was marked by overvaluation of domestic currency, Naira vis-a-vis other trading partners currencies (especially US dollars), during this period the monetary authority adopted fixed exchange rate regime. The first substantial increase in reserves fell within the devaluation year, the third quarters of 1986 and first quarter of 1992, however the devaluation was characterized by manage or pegged exchange rate regime. In March 1992 when the floating exchange rate was adopted by the merging of official exchange rate with the parallel market rate there was an initial shock in the system and this affected the reserves negatively (Mojeed, 2021). The initial shock was later absorbed as evident by the subsequent increase in the reserves. Although it can be deduced that the upward trend experienced in reserves from 1994 was due to reduction in importation, the increase was as a result of great cut back in CBN's credit to the Federal Government. The different exchange rate policies couple with the inflationary targeting of monetary policy has affected domestic price level and stopped MONETARY POLICY AND MACROECONOMIC INSTABILITY IN NIGERIA SINCE 1995 competitiveness in several ways (Ammous, 2018).
Defining digital currency

According to Andolfatto, (2021), the terms digital currency and virtual currency are often used interchangeably to mean the same thing. In its 2014 report on virtual currencies, the Financial Action Task Force (FATF 2014), an inter-governmental body established in 1989 by a Group of Seven (G-7) Summit in Paris, defined digital currency as a digital representation of value that can be digitally traded while functioning as a medium of exchange, unit of account and a store of value, but has no legal tender status and functions only by agreement within the community of users of the virtual currency. The European Banking Authority (2014) defined virtual currency as "a digital representation of value that is neither issued by a central bank or a public authority, nor necessarily attached to a fiat currency, but is accepted by natural or legal persons as a means of payment and can be transferred, stored or traded electronically" (Andolfatto, 2021).

Digital and fiat currencies

Digital currency is distinguished from fiat currency (a.k.a. 'real currency', 'real money', or 'national currency'), which is the coin and paper money of a country that is designated as its legal tender; circulates; and is customarily used and accepted as a medium of exchange in the issuing country Ali et al. (2014) claim that, currently, digital currencies differ from fiat money in a number of ways. A digital currency is not an IOU like fiat money. A bank holds the fiat money (liability) on behalf of a customer (asset). Also, in terms of meeting the three functions of money, namely, as a unit of account, a medium of exchange and a store of value, digital currencies fall short of their full potential. Their very limited use currently means that they are primarily seen as only a store of value (Ammous, 2018).

Before discussing the advantages of cryptocurrencies, or defining cryptocurrencies, it is necessary to first identify what a fiat currency refers to. Rollins (1917) defines fiat money as money accepted as legal tender by a government. It is considered to have no pure intrinsic value, or rather has more face value than real value. In this literature review the term will be used to refer government backed or issued currencies, such as the dollar, Pound Sterling and South African Rand.

Since some cryptocurrencies, like Bitcoin, have been declared by governments as legal tender, they too, in theory, are a fiat currency. However, in the case of this literature review the term “fiat currencies” will be used to differentiate between cryptocurrencies and existing, traditional government monetary systems and currencies (Auer,  Cornelli, & Frost, 2020).

Types of digital currencies

According to (Auer,  Cornelli, & Frost, 2020), digital currencies can further be divided into different subtypes.

Convertible and non-convertible

A convertible digital currency has an equivalent value in fiat currency and can be exchanged back-and-forth for real currency (Linden Dollars, bitcoins, etc.). Non-convertible digital currency (closed virtual currencies with almost no link to the real economy), on the other hand, cannot be exchanged for fiat currency and is intended to be specific to a particular virtual domain, such as a massively multiplayer online role-playing game like World of Warcraft Gold which uses a non-convertible digital currency (FATF 2014). There are also virtual currencies that can be purchased directly using real currency at a specific exchange rate, but cannot be exchanged back to the original currency, for example, Facebook credits (CoinJar 2014). 

Centralized and non-centralized

All non-convertible digital currencies are centralised, as they are issued by a single administrating authority. Convertible digital currencies can be either centralised or decentralised. Decentralised digital currencies, also known as cryptocurrencies, are distributed, open-source, math-based, peer-to-peer currencies that have no central administrating authority and no central monitoring or oversight. Examples of such cryptocurrencies include: Bitcoin, Litecoin and Ripple (Auer,  Cornelli, & Frost, 2020).

The digital currency ecosystem

A supportive network of interconnected activities, institutions and technologies is rapidly building around virtual currencies. This developing ecosystem includes digital currency intermediaries who manage holdings and facilitate transactions. For Bitcoin users there is an ever growing range of intermediaries that provide services to users and stakeholders and, in so doing, are helping spawn new startups and entrepreneurs (Auer,  Cornelli, & Frost, 2020).

Badev,& Chen (2014) noticed that virtual currencies have attracted significant interest from policymakers, market actors, and other stakeholders. Virtual currencies go by many labels that do not always correspond to underlying attributes or regulatory treatment (e.g., cryptocurrency, stablecoin, crypto asset, utility token). Virtual currencies are typically privately issued and not backed by governments. Depending on the design, virtual currencies can exhibit a range of attributes. Bitcoin and Ether are among the most widely known among thousands of virtual currencies (Badev,& Chen 2014). So-called stablecoins have also emerged as a type of virtual currency that is less volatile and thus potentially more suitable for day-to-day payments.4 Among the most discussed stablecoins is Diem (formerly called Libra), which is not yet active but being developed by an association of companies and other NGOs (including Facebook, Lyft, and Kiva 2019).

Despite growing global interest in virtual currencies, these novel payment technologies still lack a critical foundation of rigorous evidence that (a) documents the full spectrum of impacts they might have on key public policy objectives (e.g., financial stability, consumer protection) or (b) validates claims of performance and functionality versus traditional forms of digital payment (e.g., e-money). Risks and uncertainties are still in the process of being understood, managed, and mitigated so that these technologies can gain public confidence and adoption These risks and uncertainties are important to acknowledge in the context of international development and humanitarian assistance. In these contexts, the claimed or notional benefits of virtual currencies may have appeal to some stakeholders as a means to address existing inefficiencies in payment systems or address other objectives (Badev,& Chen 2014). Indeed, many communities in countries where USAID operates lack trust in financial institutions7, have a history of being excluded, or must survive without the security offered by stable economic and political institutions.9 Critically, for development actors to be able to rely on virtual currency to facilitate transactions, its value has to be well-accepted by the community (assuming any legal or regulatory preconditions that might apply are also satisfied).

In Bank of France (2013), virtual currencies like bitcoin are built on novel technology, a shared database architecture called distributed ledger technology (DLT). The term “blockchain” came to be used to describe the DLT underpinning bitcoin and has since become an informal synonym to DLT.10 (Not all DLTs employ the same architecture as prototypical blockchains, so DLT is a preferable umbrella term.) With DLT, no single entity stores data or controls updates to the database. The database might contain public records, account balances, or credit histories; transactions might involve remittances or payments in the course of trade; and relationships among non-trusting parties might involve vendors and suppliers, banks and clients, or governments and citizens (Adegboyega 2021).

Virtual currencies typically do not fulfill the traditionally understood economic functions of money, despite relying on terminology associated with money (i.e., being described as a “currency”). In its modern forms, money is generally understood to fulfill three functions: (1) serve as a store of value; (2) serve as a medium of exchange, and (3) serve as a unit of account. Fiat currencies typically satisfy these functions.19 Virtual currencies are neither issued nor backed by any government, and El Salvador is so far the lone country to recognize Bitcoin, specifically, as legal tender.20 Similarly, virtual currencies have generally been too  (Adegboyega 2021).

volatile and inefficient for daily transactions.21 Not being treated as legal tender and being volatile are just two factors that have limited the number of people willing to use virtual currencies as a primary store of value or unit of account. 

Stakeholder Curiosity In Virtual Currencies For Development

According to Bank of France (2013), among the purported uses of virtual currencies, the following have received attention among stakeholders in international development settings and emerging markets and developing economies (EMDE). However, the suitability of virtual currencies in the following applications remains contested. As authorities advance efforts to enable real-time payment systems, the potential benefits offered by virtual currencies may become available through other traditional forms of digital payment.

►Faster, cheaper payments – For cross-border transactions, a virtual currency could serve as a bridge between fiat currencies, particularly for currencies that are not widely traded with each other. This could reduce the number of intermediaries involved in any transfer and thus affect the time, fees, and cost involved. Within jurisdictions, a virtual currency might enable FSPs to execute payments among each other without sole reliance on legacy interbank payment systems, including those only accessible to banks (Bank of France 2013).

►Financial inclusion – Virtual currencies could offer payments-related services that banks and others are not willing, or able, to offer certain customers. Small FSPs (like microfinance institutions) and other non-bank startups might view virtual currencies as a way to bypass legacy systems controlled by banks in order to reach a broader customer base with payment and lending services (Bank of France 2013).

►Alternative means to store funds – In high-inflation environments where the local fiat currency or banks no longer offer viable means to preserve savings, a virtual currency might be viewed as an expedient store of value. A stable coin, the value of which is not based on the hyper inflationary local fiat currency, might be presented as more suitable for this purpose than for other more volatile, virtual currencies (Bank of France 2013).

►Payments in unstable environments – Virtual currencies could facilitate payments in fragile or conflict-affected areas as well as humanitarian crises, where the banking and payments infrastructure is weak, severely disrupted, or nonexistent.

Here, virtual currencies might appeal as an alternative means to remit funds, make payments, manage cash-transfer programs, and store funds. Whereas mobile money, for example, relies on the presence of regulated financial intermediaries, an individual could execute a payment using virtual currency with only an Internet connection and wallet on a phone (Bank of France 2013).

►Immature technology and governance models – Virtual currencies are still in their infancy. By contrast, modern large- value payment systems and credit card networks, for example, are supported by extensive risk-management frameworks and have developed resilient platforms that can accommodate trillions of dollars’ worth of transactions (Bank of France 2013).

According to Boar, Holden, & Wadsworth, (2020), issues of maturity apply both to the resilience and scalability of the technologies used to facilitate payments via virtual currencies and to the stability of the governance models that protect the integrity and security of the underlying networks, whether centralized or decentralized. In the case of bitcoin, for example, its energy-intensive mechanism to validate transactions presents notable tradeoffs. In the case of other virtual currencies, despite theoretical resilience and security from some measure of decentralization of networks underlying virtual currencies, evidence suggests that decentralization is not always assured nor sufficient, and motivated actors could, whether for benign or malevolent purposes, roll back or selectively censor payments on a network (Boar, Holden, & Wadsworth, 2020). By the same token, these technologies and the new intermediaries that manage them must contend with significant cyber and other operational resilience challenges that affect the entire financial sector. Bordo, & Levin, (2017) noticed that this lack of maturity can make pilots or deployments in humanitarian circumstances difficult or unsuitable, since reliability and trust are critical to any payment modality used.

►Unresolved regulatory considerations – Authorities in EMDEs are still adjusting legal, regulatory, and supervisory safeguards in order to fully account for the risks and attributes of virtual currencies, as well as the service providers associated with them. Indeed, authorities in EMDEs are still in the process of improving oversight capacity with respect to more traditional financial services. Safeguards relevant to virtual currencies span multiple regulatory domains, and a single virtual currency or its use might implicate multiple, simultaneously. Certain service providers in the virtual currency ecosystem (such as wallet providers or trading platforms) have been slow to comply with regulatory obligations. (Notable Bordo, & Levin, 2017).
regulatory domains that might be implicated include securities, anti-money laundering/countering terrorist financing (AML/ CFT), payment systems, financial stability, monetary policy, commodities, and derivatives. As regulatory frameworks mature, certain business models common to the virtual currency ecosystem may become unviable (Caporale,  Kang,  Spagnolo,  & Spagnolo, 2020).

►Used to facilitate fraud and abuse – Consumers who access virtual currencies usually do so via intermediaries. In the absence of appropriate safeguards, intermediaries can expose users to harm. The nature of harm can vary, but it might include fraudulent claims regarding the safety of funds or the nature of custodial measures, the validity of prices quoted on platforms, and the security of platforms. Reports suggest that the scale of ransomware attacks—in which payment

is demanded in the form of virtual currencies like bitcoin—have also proliferated over the course of the COVID-19 pandemic. These ransomware attacks have targeted institutions in both developed and developing countries, reportedly at the direction of both state and non-state actors (Cukierman, 2019).

►Used to facilitate illicit finance – Virtual currencies, like the broader financial system, can be exploited by bad actors for money laundering, terrorist financing, sanctions evasion, and other illicit activities. Virtual currencies are not invulnerable to abuse, and indeed, the distributed nature of underlying systems and lack of transparency associated with how they operate can complicate efforts to prevent illicit finance. Certain virtual currency innovations that obscure the source or destination of funds have arisen that undermine the effectiveness of AML/CFT controls. This has been examined by private sector studies (like from RAND) as well as advisories and guidance issued by specific jurisdictions (like by the U.S. Government’s FinCEN) and standard-setting bodies (like the Financial Action Task Force). For example in Cukierman, (2019), the risk of illicit finance increases when service providers do not conduct adequate customer due diligence, lack sound anti-money laundering compliance programs, or do not maintain records that would facilitate tracking or reporting of suspicious activities. Given the as by which cross-border payments can be facilitated using virtual currencies, the ineffectiveness of protections in one jurisdiction can result in risks in another. Both state and non-state actors have reportedly taken advantage of such gaps. This underscores the importance of abiding by applicable standards that address these types of risks, whether the responsibilities affect service providers that facilitate the use of virtual currencies or the authorities tasked with market oversight (Davoodalhosseini,  2021).

Limited utility and adoption – as with any novel innovation, early speculation on how virtual currencies might improve upon the status quo has given way to the realities of implementation. In some cases, the limited adoption of virtual currencies for the purposes outlined above is due to contextual factors (e.g., regulatory issues, limited awareness, or low trust in new technologies or firms). Yet limited adoption can also be due to practical factors, like not yet being able to spend a virtual currency at stores or being able to safely store it. Thus far, reports suggest that the use of virtual currencies appears to be centered on speculative trading and illicit finance, except in more unique circumstances, like families trying to send funds into countries with hyper inflationary local currencies (Davoodalhosseini, 2021).

Central Bank Digital Currencies

Cukierman, (2019) said that, digital currencies, and especially those which have an embedded decentralised payment mechanism based on the use of a distributed ledger, are an innovation that could have a range of impacts on various aspects of financial markets and the wider economy. These impacts could include potential disruption to business models and systems, as well as facilitating new economic interactions and linkages. In particular, the potential implications of digital currencies and distributed ledgers on retail payment services seem to be especially important, as these schemes have the potential to facilitate certain retail payment transactions (eg for e-commerce, cross-border transactions and person-to-person payments), and possibly make them faster and less expensive for end users such as consumers and merchants (Anaeto 2021). However, the implications for payment system efficiency are still to be determined, and potential risks may arise from the operation of these schemes. In addition, they may also raise a number of policy issues for central banks and other authorities. In the near term, the policy issues for central banks are likely to centre on the payment system implications (Anaeto 2021). However, should digital currencies and distributed ledgers become widely used (potentially also for large-value transactions or for other asset types beyond funds transfers), their impact on other areas of responsibility for central banks, such as payment system oversight and regulation, financial stability and monetary policy, might become more prominent.

Currently, according to Engert, & Fung, (2017), digital currency schemes are not widely used or accepted, and they face a series of challenges that could limit their future growth. As a result, their influence on financial services and the wider economy is negligible today, and it is possible that in the long term they may remain a product for a limited user base on the fringes of mainstream financial services. However, the operation of some digital currency schemes in recent years indicates the feasibility of using distributed ledgers for peer-to-peer value transfers in the absence of a trusted third party. As such, various features of distributed ledger technology may have potential to improve some aspects of the efficiency of payment services and financial market infrastructures (FMIs) in general. In particular, these improvements might arise in circumstances where intermediation through a central party is not currently cost-effective (Engert, & Fung, 2017).

The Committee on Payments and Market Infrastructures (CPMI) has a mandate to promote “the safety and efficiency of payment, clearing, settlement and related arrangements, thereby supporting financial stability and the wider economy.”4 The CPMI’s focus extends beyond FMIs and includes, inter alia, retail payment instruments or schemes, both within and across jurisdictions. Retail payments play a key role within both the financial system and the rest of the economy and they have been subject to particular attention by the CPMI, reflecting the interest of member central banks in this issue. Recent work of the CPMI in this field includes the reports Innovations in retail payments Engert, & Fung, (2017) and Non-banks in retail payments Engert, & Fung, (2017). In the latter report, decentralised digital currencies were briefly discussed.

The rise of Central Bank Digital Currency

Public sector authorities are examining central bank-issued digital currencies (CBDCs), which should not be confused with privately issued virtual currencies (Anaeto 2021). A CBDC would be a new form of central bank money, issued and backed by a government. Models being studied vary, but CBDCs are understood to be a form of central bank money that uses digital means to expand access to direct claims on the central bank beyond traditional ones—like physical cash, coins, or settlement accounts held by banks.33 Intrigue centers upon both retail models, where a CBDC might be treated by consumers in a manner similar to physical cash, and wholesale models, where a CBDC might be used to facilitate payments among banks and other large financial institutions. Internationally, a recent survey found that over 80 percent of central banks, including in key jurisdictions such as Europe and China, are engaged in CBDC research and development. Anaeto (2021) observed that the last decade has seen dozens of studies, a few pilots, and so far, a single, live implementation of a CBDC. 

Central bank digital currencies have emerged in response to the growing cashlessness of many societies and the embrace of cryptocurrencies which have no legal backing. Many central banks are taking deliberate steps to develop their own central bank digital currency (CBDC). A 2021 Bank of International Settlement (BIS) survey of central banks confirm that 86% are actively researching the potential for CBDCs, 60% are experimenting with the technology and 14% are deploying pilot projects on CBDCs (Anaeto 2021).

Some central banks have reached an advanced stage in developing a CBDC such as China, Sweden and the Bahamas, while other central Banks are still at the early stages of developing a CBDC such as Canada, United States, Thailand, Singapore, Venezuela, and Uruguay. Also, some central banks are adopting blockchain technology and cryptography to create their own CBDC while others are adopting other technologies (Financial Action Task Force 2014).

How Virtual Currencies Might Affect Stakeholders In International Development

According to Financial Action Task Force (2014), the ways in which virtual currencies, CBDCs, and other novel payment technologies might affect stakeholders in countries where USAID operates are only beginning to emerge. The long-term impacts remain speculative. With time, the technologies, governance models, and enabling environments for virtual currencies and CBDCs will mature. Risks may subside, others may emerge. As a result, potential impacts will evolve, too. The local enabling environment and market (Ferrari, Mehl, & Stracca,  2020).
dynamics will have a significant effect on how virtual currencies are adopted, used, or developed. Just as impactful are basic preconditions, like reliable access to electricity, the Internet, and digital literacy. The following scenarios—purely illustrative and not meant to be comprehensive or mutually exclusive—are intended to give a sense of how different circumstances might lead to different outcomes (Ferrari, Mehl, & Stracca,  2020). 

CBDCs can lead to the collapse of cryptocurrency

CBDCs can lead to the death of cryptocurrencies in two ways. One, trust in CBDCs, and two, the power of central banks.

The first reason is trust in CBDCs. CBDCs will become the digital representation of fiat money. Citizens already trust fiat money which means that citizens will very easily trust fiat digital currency when they are issued because it is backed by governments, it is a liability of the central bank, and it is protected by regulation (Kim, & Kwon,  2019).

The second reason is that central banks have the power to announce that all non-fiat digital currencies are illegal. In most countries, the central bank is empowered by law to be the sole issuer of a legal tender currency. This puts the central bank in a privileged position to issue a new currency, such as a digital currency, when the need arises and to announce that all non-fiat currencies are illegal (Kim, & Kwon,  2019).

Many central banks have issued strong warnings against the use of cryptocurrencies for economic transactions, while cryptocurrencies have been out-rightly banned in other countries such as Algeria, Bolivia, Morocco, Nepal, Pakistan and Vietnam.

The widespread interest in private digital currencies by economic agents, especially by individuals and businesses, is putting great pressure on central banks to take leadership in the digital currency space. For this reason, it is highly possible that central banks will respond to this pressure by issuing their own fiat digital currency, and thereafter, announce that other non-fiat private digital currencies are illegal for use as a currency in the economy especially bitcoin. Such move by a central bank or government can lead to the death of cryptocurrencies. Central banks that do not want to make cryptocurrencies illegal may permit cryptocurrencies to be used as investment securities but not as a currency for legitimate economic transactions (Kim, & Kwon,  2019).

Key Features And Uses Of Digital Currencies

McCoy, & Rahimi, (2020) opined that money denominated in a particular currency (money in a traditional sense) includes money in a physical format (notes and coins, usually with legal tender status) and different types of electronic representations of money, such as central bank money (deposits in the central bank that can be used for payments) or commercial bank money.

Electronic money (e-money), defined in the CPMI’s A glossary of terms used in payments and settlement systems as “value stored electronically in a device such as a chip card or a hard drive in a personal computer”, is also commonly used around the world (McCoy, & Rahimi, 2020). Some jurisdictions have developed specific legislation regulating e-money (eg the E-Money Directive in the EU). E-money balances according to the legislation applicable in a particular jurisdiction (e-money in a narrow sense) are usually denominated in the same currency as central bank or commercial bank money, and can easily be exchanged at par value for them or redeemed in cash. Since the mid-1990s, the CPMI has studied the development of e-money and the various policy issues associated with it.5 These categories (cash, central or commercial bank money, and e-money in a narrow sense) are traditionally perceived as “money” in a specific currency, giving rise to a currency’s single character (Mills, & Nower, 2019)
Subsequent definitions of e-money have widened the concept to include a variety of retail payment mechanisms, possibly extending to digital currency schemes. While digital currencies may meet the broad conceptual definition of e-money, in most jurisdictions they typically do not satisfy the legal definition of e-money. For example, in many jurisdictions, the value stored and transferred must be denominated in a sovereign currency to be considered e-money; however, in many cases digital currencies are not denominated in or even tied to a sovereign currency, but rather are denominated in their own units of value. In the case of the EU, the legal definition of e-money includes the requirement that the balances issued should be a claim on the issuer, issued on receipt of funds. Given this, units of digital currencies in some schemes will not be considered e-money in a legal sense as they are not issued in exchange for funds (even though they can be subsequently bought and sold), and may not be issued by any individual or institution (Mills, & Nower, 2019).

Hundreds of digital currency schemes based on distributed ledgers currently exist, are in development or have been introduced and have subsequently disappeared. These schemes share several key features, which distinguish them from traditional e-money schemes (Ozili,  2021).

Ozili,  (2021) noticed that first, in most cases, these digital currencies are assets with their value determined by supply and demand, similar in concept to commodities such as gold. However, in contrast to commodities, they have zero intrinsic value. Unlike traditional e-money, they are not a liability of any individual or institution, nor are they backed by any authority. As a result, their value relies only on the belief that they might be exchanged for other goods or services, or a certain amount of sovereign currency, at a later point in time. The establishment or creation of new units (ie the management of the total supply), is typically determined by a computer protocol. In those cases, no single entity has the discretion to manage the supply of units over time – instead, this is often determined by an algorithm. Different schemes have different long-run supplies and different predetermined rules for the creation and issuance of new units. These predetermined rules help to create scarcity in the supply. These schemes tend not to be denominated in or tied to a sovereign currency, such as the US dollar or the euro. Using Bitcoin as an example, a bitcoin is the unit of value that is transferred (Ozili,  2021).

The second distinguishing feature of these schemes is the way in which value is transferred from a payer to a payee. Until recently, a peer-to-peer exchange between the parties to a transaction in the absence of trusted intermediaries was typically restricted to money in a physical format. Electronic representations of money are usually exchanged in centralised infrastructures, where a trusted entity clears and settles transactions (Söilen, & Benhayoun, 2021). The key innovation of some of these digital currency schemes is the use of distributed ledgers to allow remote peer-to-peer exchanges of electronic value in the absence of trust between the parties and without the need for intermediaries. Typically, a payer stores in a digital wallet his/her cryptographic keys that give him/her access to the value. The payer then uses these keys to initiate a transaction that transfers a specific amount of value to the payee. That transaction then goes through a confirmation process that validates the transaction and adds it to a unified ledger of which many copies are distributed across the peer-to-peer network (Riksbank 2014). The confirmation process for digital currency schemes can vary in terms of speed, efficiency and security. In effect, distributed ledgers replicate the peer-to-peer exchange of value, although on a remote basis over the internet (Odunsi 2021).

Closely related to the way in which value is transferred is the way in which transactions are recorded and in which value is stored. As mentioned above, the transfer is completed when the ledger that is distributed across the decentralised network is updated. The amount of information that is stored in the ledger can vary from a bare minimum – such that the identity of payers and payees is difficult to ascertain and only the distribution of value across network nodes is kept – to a wealth of information that can include details about the payer, payee, transactions and balances. In many cases today, digital currency schemes require very little information to be kept in the ledger.

Odunsi (2021) observed that another distinguishing feature of these schemes is their institutional arrangements. In traditional e-money schemes, there are several service providers that are essential to or embedded in the operation of an e-money scheme: the issuers of e-money, the network operators, the vendors of specialised hardware and software, the acquirers of e-money, and the clearer(s) of e-money transactions. In contrast, many digital currency schemes are not operated by any specific individual or institution (though some are promoted actively by certain intermediaries). This differs from traditional e-money schemes that have one or more issuers of value that represent liabilities on the issuers’ balance sheets (Odunsi 2021). Moreover, the decentralised nature of some digital currency schemes means that there is no identifiable scheme operator, a role that is typically played by financial institutions or other institutions that specialise in clearing in the case of e-money. There are a number of intermediaries, however, that supply various technical services. These intermediaries may provide “wallet” services to enable users of the digital currency to transfer value, or may offer services to facilitate the exchange between digital currency units and sovereign currencies, other digital currency units or other assets. In some instances, these intermediaries store the cryptographic keys to the value for their customers (Weber,2015). 

Yao, (2018) said that the potentially disruptive innovations associated with digital currency schemes refer not only to the “asset aspect” (digital currencies issued automatically which are not a liability of any party), but more significantly to the “payment aspect” (payment mechanisms based on a distributed ledger that allow peer- to-peer transfers without the involvement of trusted third parties). While these two aspects are closely linked together in some digital currency schemes (eg Bitcoin), this is not necessary in all cases. There are different ways in which digital currencies and distributed ledgers could operate in principle, with differing degrees of interaction with existing infrastructures and payment service providers (Yao, 2018).

Some digital currency schemes based on a distributed ledger aim to create a network that would work in isolation from, or with only a marginal connection to, existing payment mechanisms. Users of the system would directly open accounts in a single distributed ledger and send and receive peer-to-peer payments denominated in the digital currency native to the network. The only connection with the existing payment system would arise in exchanges and trading platforms, where the digital currency units would be exchanged for sovereign currency, usually at free-floating rates that reflect supply and demand (minus a service fee charged by the exchanges/trading platforms) (Yuan, & Wang, 2018).

In other instances, digital currencies based on distributed ledgers could be used by traditional payment service providers (such as banks) with the aim of improving the efficiency of certain processes. This could involve using distributed ledgers to set up a decentralised payment mechanism between payment system participants to improve back office clearing and settlement processes, whereas front office services between these service providers and end users might remain unaltered (end users might even be unaware that digital currencies and distributed ledgers are being used to complete a payment denominated in sovereign currency) (Williamson, 2019). 

Factors Influencing The Development Of Digital Currencies

Digital currencies based on the use of a distributed ledger represent a genuinely new development in the payments landscape. Nevertheless, many of the factors that have spurred the development of digital currencies have also stimulated innovation in more traditional payment methods (Williamson, 2019). Reduced cost and increased speed, including in the areas of e-commerce and cross-border transactions, are some of the factors underpinning both digital currency development and broader payment system innovation. In particular, it is worth highlighting the role of technology in driving the development of digital currencies and other innovations. The CPMI report Innovations in retail payments (2012) identified technological advances as a key enabling factor for changes in payment services, with an impact on both the demand for and supply of these services.

However, Williamson, (2019) noticed a range of factors also exist that are more idiosyncratic to digital currencies based on distributed ledgers – particularly related to their decentralised attributes.

Supply side factors

On the supply side, the development of digital currencies based on the use of a distributed ledger has been mostly driven by private sector non-banks. For the most part, banks have tended not to engage directly with digital currency intermediaries – indeed, some have sought to avoid interaction as a result of perceptions of risk and uncertainty over legal or compliance issues (such as AML/CFT) (Zhang, Li,  Xiong, & Wang, 2021). Only relatively recently have there been reports that private banks are exploring potential business opportunities arising from digital currencies and distributed ledgers – for example, by investing in companies that specialise in providing digital currency services, offering their customers interfaces to digital currency exchanges or exploring the use of decentralised ledgers for back office applications. When considering whether to implement such digital currency-linked services, banks, or any other participant involved, may need to assess whether such implementation might pose security challenges (Zhang, Li,  Xiong, & Wang, 2021).

The drivers that have led these entities to develop digital currency schemes are also diverse, and underlie many of the differences in design between various initiatives. One distinction relates to commercial versus not-for-profit motives. Where commercial motives are the main driver, the entity might be seeking to earn profits from digital currency schemes in a number of different ways. These profits can come from the issuing of digital currency units (ie seigniorage-like revenue), from a capital gain on the digital currency units associated with the scheme and from transaction fees from payment intermediation. Digital currencies can also form part of a larger business model where the digital currency scheme is mainly created to generate revenues through the sale of other items or services.

Odunsi (2021) is of view that a number of digital currency schemes based on distributed ledgers have been developed with particular non-profit motives in mind. These might include the utility gained from experimentation and innovation for its own sake, ideological motivations related to the desire to create and/or use alternative methods to existing financial infrastructure, or facilitating financial inclusion. 

Some of the supply side factors that may have an influence on the future development of digital currencies based on the use of a distributed ledger are:

Fragmentation: Currently, more than 600 digital currencies are in circulation, with different protocols for transaction processing and confirmation, and with different approaches to the growth in the supply of digital currency units. This diversity may represent a barrier to the use and acceptance of these schemes, as fragmentation in various initiatives could be an obstacle to achieving the critical mass necessary to realise the network effects that are common to all payment networks (Odunsi 2021).

Scalability and efficiency: Due to their limited scale and acceptance, the number of transactions currently being processed in digital currency schemes is orders of magnitude smaller than those handled by widely used retail payment systems. It remains to be seen if and to what extent digital currency schemes would be able to evolve in order to process a significantly higher number of transactions. The increased efficiency of these schemes cannot be taken for granted; some of the most important digital currency schemes seem to be resource-intensive in terms of the energy and computing power required to process a small number of transactions. Improvements in processing power and speed and the tendency for computing and hardware costs to decrease imply that scalability and efficiency issues might be addressed over time. Other digital currency schemes purportedly require fewer resources to operate (Odunsi 2021).

Pseudonymity: The degree of anonymity provided by some digital currency schemes may discourage a range of financial system participants from direct use or from providing facilities for digital currency use to their customers, as AML/CFT requirements may be difficult to satisfy in relation to digital currency transactions. It is important to note that digital currency transactions are typically observable on a public ledger and to the extent that they are not intentionally disguised (eg via so-called anonymisers or mixers), although aspects of these ledgers may be difficult to analyse (Odunsi 2021).

Technical and security concerns: Digital currencies based on the use of a distributed ledger have to build consensus among network participants to ensure the uniqueness of the ledger (ie that there is a single version of the ledger – with the history of transactions and balances – distributed across the network). The acceptance of digital currencies can be affected if differing versions of the ledger can coexist during long periods of time, or if the procedures to achieve consensus are flawed. Malicious actors may seek to profit by introducing fraudulent transactions into the ledger and inducing other participants to verify the falsified ledger.

Business model sustainability: Building a sustainable business model in the long term might be a particular challenge for some digital currency schemes. In some cases, the incentives for certain actors that support the scheme (eg by verifying transactions and incorporating them into the ledger) are directly related to the issuance of the currency, which might be capped or decrease over time (Wadsworth, 2018). At the same time, the cost incurred by those actors might be significant in some digital currency schemes. In those cases, it is an open question whether the right incentives will remain for the scheme to operate when the supply of new digital currency units diminishes or disappears. It is also possible that transaction fees could be raised to compensate for the loss of revenue in the form of new digital currency units, but this might affect demand and the long-term sustainability of the scheme. Notably, not all schemes follow the same model, and the costs associated with the operation of the network and transaction fees vary across different initiatives (Wadsworth, 2018).

It needs to be emphasised that, to a large extent, these factors seem more related to the procedures and specific technical implementations of the various digital currency schemes than to the broader concept of distributed ledgers. Competing schemes, all of them based on distributed ledger technologies, may have differing degrees of efficiency, anonymity or technical security, or may follow diverging business models depending on their design.

Demand side factors

According to Reserve Bank of Australia (2014), in order to increase acceptance and use, digital currencies based on distributed ledgers have to provide end users with benefits over traditional services. Some of the potential factors that could have an influence in the evolution of demand for digital currencies and their related payment mechanisms are:

Security: An important demand side factor in relation to the use of digital currencies based on distributed ledgers is the risk of loss for users. Security breaches may undermine users’ confidence in the digital currency scheme – these may not only involve the scheme itself but also may affect the intermediaries that an end user deals with in order to transact with digital currency units (Ozili, 2019). Somewhat analogous to cash, if a user loses specific information that provides him/her with “ownership” of digital currency units stored in a distributed ledger, then those units are likely to be unrecoverable. Some users of digital currencies have relied upon intermediaries for holding and storing information relevant to their ownership of digital currency units, and so must trust these intermediaries to mitigate end user risk of loss from hacking, operational failures or misappropriation (Ozili, 2019).

Cost: It has been argued that digital currencies based on distributed ledgers may offer lower transaction fees than other payment methods. In some schemes, the processing of the payments is rewarded by newly issued units, which may also have the potential for earning “capital gains” measured in sovereign currency units, rather than by transaction fees. For this reason, digital currency schemes may be an attractive alternative for some individuals or entities, especially in cross-border payments that generally involve paying high fees to payment service providers. According to (Ozili, 2021), additionally, transactions in these schemes do not require intermediaries to facilitate payments, which might have a bearing on processing costs. However, the transaction costs in these schemes are not always transparent, and other costs may exist, such as conversion fees between the digital currency and a sovereign currency if the user does not wish to maintain balances denominated in digital currency units.

Usability: Ease of use is generally critical for the adoption of payment methods and mechanisms, and can reflect factors such as the number of steps in the payment process, whether this process is intuitive and/or convenient and the ease of integration with other processes. Use of digital currencies and distributed ledgers may depend on some usability advantages compared with existing methods. Currently, many providers are trying to improve and facilitate the user’s experience in digital currency schemes (Mills, & Nower, 2019).

Volatility and risk of loss: If users choose to hold the digital currency asset received as payment then they may face costs and losses associated with price and liquidity risks. These risks are not insubstantial given the volatility and market dislocations that have been witnessed for some of the better known digital currency schemes. While some users have sought to make speculative gains from this volatility, for most the variability of exchange rates can represent an obstacle to wider adoption. The extent to which price volatility would diminish if digital currency schemes were widely used is an open question, as is the long-run risk of loss from holding digital currencies with zero intrinsic value (Mills, & Nower, 2019).

Irrevocability: Digital currency schemes based on a distributed ledger often lack dispute resolution facilities and offer irrevocability of the payment, which reduces the payee’s risk of having the payment reversed due to fraud or chargebacks. While this feature may be attractive for payees (such as merchants), it could also deter adoption and use by payers (such as consumers) (Lee, Yan, & Wang, 2021).

Processing speed: It has been argued that digital currencies based on distributed ledgers have the potential to clear and settle transactions faster than traditional systems, although the processing speed of the various schemes varies according to their technical details. However, it should be noted that a range of innovations unrelated to digital currencies – such as faster retail payment systems – are also aiming to address this increasing demand for improved payment speed. Additionally, real-time gross settlement systems already underpin the wholesale financial markets and provide capabilities for very fast payment and settlement of large-value payments (Ferrari, Mehl, & Stracca, 2020).

Cross-border reach: Digital currencies based on distributed ledgers are basically open networks with a global scope. These schemes do not distinguish between users based on location, and therefore allow value to be transferred between users across borders. Moreover, the speed of a transaction is not conditional on the location of the payer and payee. Further, in the context of restrictions that may be placed on cross-border transactions by national authorities, the decentralised nature of these digital currency schemes means that it is difficult to impose such restrictions on transactions.

Data privacy/pseudonymity: Some digital currency schemes based on distributed ledgers have the scope to allow transactions to be made without disclosing personal details or sensitive payment credentials (although this is not an essential feature of distributed ledgers). The attractiveness of pseudonymity and the avoidance of banks and authorities may be partly driven by the desire to circumvent laws and regulation (Bjerg, 2017). In this respect, combined with their global reach, digital currency schemes are potentially vulnerable to illicit use. However, there are also legitimate reasons why users may prefer to use anonymous payment methods (eg when the payee is not trusted to protect the information disclosed: this may arise in person-to-person online sales where the parties commonly have no previous experience of interaction).

Marketing and reputational effects: Digital currency schemes based on distributed ledgers are widely viewed as an innovative and interesting payment method. At the margin, merchants may see benefits in accepting payments through a digital currency scheme to the extent that it boosts demand for their goods and services. Similarly, users may be attracted to these schemes due simply to the newness of the technology (Boar, Holden, & Wadsworth, 2020).

These factors are relevant not only for direct use of digital currencies and distributed ledgers by end users, but potentially also for indirect use (eg when a payment service provider uses a digital currency scheme as its back-end payment infrastructure).
Implications for central banks of digital currencies and their underlying decentralised payment mechanisms.

According to Barontini, & Holden, (2019), the development of digital currencies based on the use of distributed ledgers raises a number of potential policy issues for central banks and other public authorities. Those of particular relevance to central banks stem from the central banks’ role in the payment system, the extent to which they have supervisory responsibilities for institutions that may provide digital currency services themselves or provide clearing services to other firms that provide such digital currency services, their conduct of monetary policy, their issuance of physical currency and their role in maintaining financial stability (Badev, A & Chen 2014).

Although some of these issues are relevant today, other issues arise not from what digital currencies and distributed ledgers are currently, but from what they represent – a technology for settling peer-to-peer payments without trusted third parties and that may involve a non-sovereign “currency” (Badev, A & Chen 2014). It is important to highlight that a widespread adoption of these schemes would need to take place for some implications to materialise. Notwithstanding the media interest that has tended to surround these schemes, for the time being they are not widely used and thus their impact on the mainstream financial system is negligible. It is possible that these schemes may remain a niche product for a limited user base. Auer, & Böhme, (2020) opined that if this is the case, most of the implications below would continue to be more theoretical than real. If, however, there is a widespread adoption of digital currencies or of distributed ledgers (also applied to sovereign currencies) with potential impacts on the operations and balance sheets of banks and even central banks, some of the implications below may materialise (Auer, & Böhme, 2020).

Implications Stemming From Central Banks’ Role In The Payment System

Adegboyega (2021) said that in their roles as operators and/or overseers of payment systems and other FMIs, and as catalysts of payment system development and innovation, central banks typically have a responsibility to promote safe and efficient payment systems. In particular, the safety of payment systems is often predicated on how well risks are managed; accordingly, this subsection focuses on the implications of risks that may arise from digital currencies based on distributed ledger technology, drawing upon a set of risks, most of which are inherent in retail payment systems (Adegboyega 2021).

One key risk that receives some attention relates to consumer protection. For example, projecting the future value of digital currencies is difficult. As mentioned earlier by Ammous, (2018), most digital currencies are denominated in their own units of value, do not have intrinsic value but instead depend upon user perceptions of value, are not tied to a sovereign currency, and, in many cases, are not a liability of any person or institution. Therefore, their value is based solely on users’ expectations that they can exchange these units for something else of value, such as goods and services, or sovereign currencies, at a later date (Ammous, 2018). These expectations can change greatly, and introduce greater volatility and risk of loss in the value of the units than is typically observed in the value of sovereign currencies in foreign exchange markets.

Another consumer protection issue is the risk of fraud. Most digital currencies are designed to mimic cash transactions and so are relatively anonymous. These currencies are typically stored in digital wallets. These wallets have specific security features that protect them, such as the use of cryptography, which requires specific codes to access the units of value in the wallets. If these codes are stolen, the units of value could be stolen from the wallets. Third-party service providers can offer end users wallet services and provide additional protection (Ammous, 2018).

Like traditional retail payment systems, Andolfatto, (2021) noticed that a digital currency’s payment mechanism is also subject to various risks. Whereas in traditional retail payment systems these risks are usually faced by financial institutions, in digital currency schemes end users, as direct participants, may face those risks. In particular, digital currencies are subject to operational risk. The extent of this risk will depend on the design of the mechanism. Many digital currencies’ payment mechanisms are designed such that an exact copy of the records of transactions and wallet balances are stored on many computers around the world (Mojeed, 2021). This differs from traditional retail payment systems, where these records are more centrally stored at trusted entities such as financial institutions. These different payment mechanisms may reduce some types of operational risk (eg the failure of a specific node in the network need not alter the overall functioning of the scheme), but may increase others (eg the potential for there to be divergence between nodes in the network in relation to the currently “agreed” version of the ledger) (Agur,  Ari, & Dell’Ariccia, 2021).

The system’s decentralised setup and its open and flexible governance structure mean that it may be difficult to anticipate possible disruptions (eg hacking attacks on exchange platforms). This, in turn, may have some influence on the exchange rate of the digital currency. Moreover, the governance structure of digital currencies and their payment mechanisms may impact design improvements and security enhancements (Adegboyega 2021). Typically, changes to the payment mechanism require some form of consensus building by the users, without a central entity or set of governance arrangements. The way in which consensus is achieved can vary by digital currency. As a result, on the one hand, there can be delays in improvements if the decision-making process takes too much time, leaving the system more vulnerable to certain types of operational risks or other risks of fraud. On the other hand, the open source character of digital currencies allows all interested parties to contribute to improving the protocol, incentivised by self-interest in the functioning of the digital currency (Auer, & Böhme, 2020).

According to Auer, & Böhme, (2020), legal risk may also be present in digital currencies and their payment mechanisms. Because digital currencies are meant to mimic cash, payments are generally final and irrevocable as soon as they are confirmed. There may be no legal structure or clarity of rights and obligations of various parties involved in a transaction. For example, liability issues may not be clearly understood in the event of fraud, counterfeiting, loss or theft. Alternatively, consumer protection may be in place more generally but may be difficult to enforce. Third-party service providers that support the use of digital currencies may provide some clarity through contractual arrangements with users (Chen 2014).

Dell’Ariccia, (2021) observed that the institutional arrangements related to the payment mechanism may introduce some degree of settlement risk. Because digital currency transactions are meant to replicate cash transactions, settlement is generally quick, and in some cases, instantaneous. Most mechanisms are designed such that there is no extension of credit for settlement. Thus, on the surface, there may be little liquidity or credit risk introduced by the system (Dell’Ariccia, 2021). However, third-party institutions that provide support for the use of digital currencies may need to manage liquidity in digital currencies and one or more sovereign currencies, especially as end users load or empty their digital currency wallets through conversions to or from sovereign currencies. Thus, these institutions have to manage liquidity effectively in order to execute transactions on behalf of customers, possibly introducing some settlement risk into the system.

Auer, & Böhme, (2020) opines that the relative anonymity of digital currencies may make them especially susceptible to money laundering and other criminal activities. The usefulness of a digital currency for such purposes will depend on how much record-keeping the mechanism maintains about the transactions, how involved third-party service providers are in the transactions, whether such third parties comply with anti-money laundering requirements, and how easy it is to move digital currency across borders and convert that currency into sovereign currency.

A deeper analysis of the details of distributed ledgers could provide more information about the impact of this technology on retail payment systems, their functioning and associated risks (Auer, & Böhme, 2020).

Evolution of the E-Naira

According to Anaeto (2021), the Central Bank of Nigeria, under the Central Bank of Nigeria (CBN) Act 2007 and the Banks and Other Financial Institutions Act (BOFIA) 2020, is empowered to issue legal tender currency, ensure financial system stability and promote the development of electronic payments system. The Bank, in furtherance of its mandate, hereby issues the following Guidelines for the operation of the eNaira (Mojeed, 2021).

The eNaira is the digital form of the Naira, issued by the CBN in line with Section 19 of the CBN Act. It is a direct liability of the Bank, a legal tender and will form part of the currency-in-circulation and will be at par with the physical Naira (that is 1:1). The eNaira shall complement traditional Naira as a less costly, more efficient, generally acceptable, safe and trusted means of payment. In addition, it will improve monetary policy effectiveness, enhance government’s capacity to deploy targeted social interventions and boost remittances through formal channels (Mojeed, 2021).

The eNaira wallet is required to access, use and hold eNaira. The eNaira will be exchangeable for other Central Bank Digital Currencies (CBDC).

2.2 THEORETICAL FRAMEWORK

Diffusion of Innovation Theory 

Diffusion of Innovation Theory (Roger, 1995) investigates the characteristics of technology adopters who accept innovative technology. This theory seeks to explain why, how, and at what rate new ideas or technology spread. Roger (1995) defines diffusion as the process by which an innovation gets popularized through a social system overtime. Daka and Phiri (2019) define electronic channels as an alternate way to traditional banking. In the context of technology acceptance, this theory underpins the cognitive steps that individuals go through to gain awareness of the innovation and eventually begin to use the innovation. The diffusion of innovation theory emphasizes the four main elements at the center of any innovation, these being the innovation itself, communication channel, social system and time (Wani & Ali, 2015). Roger (1995) further points out that the decision-making process is specific to individuals but will most likely be influenced by others within the social system. 

The concept of innovation ecosystems helps analysis of digital money’s evolution. “Innova-tion ecosystems” have been defined as a networkof interconnected organizations structuredaround a focal firm or a platform, incorporatingboth production- and use-side participants, andfocusing on the development of new valuethrough innovation (Adner & Kapoor, 2010; Au-tio & Thomas, 2014). Two examples of such plat-forms are Apple Pay or Alipay (in China), bothpayment platforms, and bitcoin, a “cryptocur-rency” based around an open source protocol

The adoption of an innovation starts with the question “what’s in it for me?”. This characteristic is perhaps the single most important element of the innovation adoption process as a user seeks to understand what benefit this innovation brings. How it changes their lives or makes them any better off than they previously where is going to be a strong motivation. Roger (1995) emphasizes that the innovation should demonstrate an improvement to one’s way of doing things.

The growth of Digital currencies and FinTech innovations such as electronic and mobile money as an acceptable channel for payments would require one to register their mobile number for mobile money then proceed to try sending and receiving funds. Similarly, the same also applies for people operating bank accounts. The extent to which someone will be willing to use banking innovation requires that they first try to use the actual innovation.

CHAPTER THREE

RESEARCH METHODOLOGY

3.1
INTRODUCTION


In this chapter, we described the research procedure for this study. A research methodology is a research process adopted or employed to systematically and scientifically present the results of a study to the research audience viz. a vis, the study beneficiaries.
3.2
RESEARCH DESIGN

Research designs are perceived to be an overall strategy adopted by the researcher whereby different components of the study are integrated in a logical manner to effectively address a research problem. In this study, the researcher employed the survey research design. This is due to the nature of the study whereby the opinion and views of people are sampled. According to Singleton & Straits, (2009), Survey research can use quantitative research strategies (e.g., using questionnaires with numerically rated items), qualitative research strategies (e.g., using open-ended questions), or both strategies (i.e., mixed methods). As it is often used to describe and explore human behaviour, surveys are therefore frequently used in social and psychological research.
3.3
POPULATION OF THE STUDY


According to Udoyen (2019), a study population is a group of elements or individuals as the case may be, who share similar characteristics. These similar features can include location, gender, age, sex or specific interest. The emphasis on study population is that it constitute of individuals or elements that are homogeneous in description. 


This study was carried out to critical investigation on the effectiveness of e-naira services to users. Selected e- naira users in Ikeja, Lagos State form the population of the study.
3.4
SAMPLE SIZE DETERMINATION

A study sample is simply a systematic selected part of a population that infers its result on the population. In essence, it is that part of a whole that represents the whole and its members share characteristics in like similitude (Udoyen, 2019). In this study, the researcher adopted the convenient sampling method to determine the sample size. 
3.5
SAMPLE SIZE SELECTION TECHNIQUE AND PROCEDURE

According to Nwana (2005), sampling techniques are procedures adopted to systematically select the chosen sample in a specified away under controls. This research work adopted the convenience sampling technique in selecting the respondents from the total population.

In this study, the researcher adopted the convenient sampling method to determine the sample size. Out of all the entire population of e- naira users in Ikeja Local Government Area of Lagos state, the researcher conveniently selected 77 out of the overall population as the sample size for this study. According to Torty (2021), a sample of convenience is the terminology used to describe a sample in which elements have been selected from the target population on the basis of their accessibility or convenience to the researcher.
3.6 
RESEARCH INSTRUMENT AND ADMINISTRATION

The research instrument used in this study is the questionnaire. A survey containing series of questions were administered to the enrolled participants. The questionnaire was divided into two sections, the first section enquired about the responses demographic or personal data while the second sections were in line with the study objectives, aimed at providing answers to the research questions. Participants were required to respond by placing a tick at the appropriate column. The questionnaire was personally administered by the researcher.
3.7
METHOD OF DATA COLLECTION

Two methods of data collection which are primary source and secondary source were used to collect data. The primary sources was the use of questionnaires, while the secondary sources include textbooks, internet, journals, published and unpublished articles and government publications.
3.8
METHOD OF DATA ANALYSIS

The responses were analysed using the mean and standard deviation, which provided answers to the research questions. 

In analyzing data collected, mean score was used to achieve this. The four points rating scale will be given values as follows:

SA = Strongly Agree

4

A = Agree


3

D = Disagree


2

SD = Strongly Disagree
1

Decision Rule:

To ascertain the decision rule; this formular was used

	4+3+2+1 =10

      4           4


Any score that was 2.5 and above was accepted, while any score that was below 2.5 was rejected. Therefore, 2.5 was the cut-off mean score for decision taken.

3.9
VALIDITY OF THE STUDY

Validity referred here is the degree or extent to which an instrument actually measures what is intended to measure. An instrument is valid to the extent that is tailored to achieve the research objectives. The researcher constructed the questionnaire for the study and submitted to the project supervisor who used his intellectual knowledge to critically, analytically and logically examine the instruments relevance of the contents and statements and then made the instrument valid for the study.
3.10
RELIABILITY OF THE STUDY

The reliability of the research instrument was determined. The Pearson Correlation Coefficient was used to determine the reliability of the instrument. A co-efficient value of 0.68 indicated that the research instrument was relatively reliable. According to (Taber, 2017) the range of a reasonable reliability is between 0.67 and 0.87.
3.11
ETHICAL CONSIDERATION

he study was approved by the Project Committee of the Department.  Informed consent was obtained from all study participants before they were enrolled in the study. Permission was sought from the relevant authorities to carry out the study. Date to visit the place of study for questionnaire distribution was put in place in advance.
CHAPTER FOUR

DATA PRESENTATION ANALYSIS AND DISCUSSION OF FINDINGS

4.0 INTRODUCTION

This chapter presents the analysis of data derived through the questionnaire and key informant interview administered on the respondents in the study area. The analysis and interpretation were derived from the findings of the study. The data analysis depicts the simple frequency and percentage of the respondents as well as interpretation of the information gathered. A total of seventy seven (77) questionnaires were administered to respondents of which sixty (60) was returned and validated. For this study a total of 60 was validated for the analysis.

4.1
DATA PRESENTATION
Table 4.2: Demographic profile of the respondents

	Demographic information
	Frequency
	percent

	Gender

Male
	
	

	
	22
	36.7%

	Female
	38
	63.3%

	Age
	
	

	25-30
	21
	35%

	31-36
	23
	38.3%

	37-42
	14
	23.3%

	43+
	2
	3.4%

	Marital Status
	
	

	Single
	32
	53.3%

	Married
	26
	43.3%

	Separated
	2
	3.4%

	Widowed
	0
	0%

	Education Level
	
	

	HND
	41
	68.3%

	BS.c
	17
	28.3%

	MS.c
	2
	3.4%


Source: Field Survey, 2021
4.2 DESCRIPTIVE STATISTICS

Question 1: What are the features of eNaira which are beneficial to individual subscribers?
Table 4.2:
	S/N
	ITEM STATEMENT
	SA

4
	A   3
	D

2
	SD

1
	X
	S.D
	DECISION

	1
	Promotes financial inclusion 
	32
	18
	08
	02
	3.3
	2.9
	Accepted

	2
	Enable the direct disbursements  of funds to citizens
	29
	18
	10
	03
	3.2
	2.8
	Accepted

	3
	Support digital economy
	27
	21
	07
	05
	3.2
	2.8
	Accepted


Source: Field Survey, 2021

From the responses derived as described in the table on the thing that makes civil servant to perform below standard, the table shows that all the items (item1-item3) were accepted. This is proven as the respective items (item1-item3) had mean scores above 2.50 .

Question 2: Are individual accounts and wallets on the eNaira platform subject to scams and fraudulent activities?
	Option
	Frequency
	Percentage

	Yes 
	28
	46.6

	No  
	10
	16.6

	Undecided 
	22
	36.6

	Total 
	60
	100


From the table above, 46.6% of the respondents accepted yes, 16.6% accepted very no and 36.3% were undecided.

Question 3:  Does the  eNaira platform promote cross-border reliable investment to individual subscribers?
	Option
	Frequency
	Percentage

	Agree  
	26
	43.3

	Strongly agree 
	25
	41.6

	disagree
	4
	6.6

	Strongly disagree
	3
	5

	Total 
	60
	100


From the table above, 43.3% of the respondents agreed, 41.6% strongly agreed, 6.6 disagreed and 5% strongly disagreed.

CHAPTER FIVE

SUMMARY CONCLUSION AND RECOMMENDATION

SUMMARY


This chapter of the study is set aside to determine summarized the descriptive analysis done in the precious chapters. It also gives the conclusion and makes some recommendation.


In the summary the purpose  of this study is to critically investigate on the effectiveness of e-naira services to users. In order to carry out this study research questions formulated to guard the investigation.


The researcher also collected database on the how to promote e- naira services to users. A total at 60 students were randomly selected from users of e- naira in Ikeja Local Government Area of Lagos State. 
CONCLUSION


In the conclusion the study is beyond doubt and abundantly clear that the features.

The study reveals that things that features of e- naira which are beneficial to individual subscribers are

Promotes financial inclusion
Enable the direct disbursements  of funds to citizens
Support digital economy
RECOMMENDATION


Recommendation on the basis of findings the researcher made the following recommendation with the belief that when studied and applied, would help to increase the standard already at hand

E- naira platforms and wallets should be effectively secured and shielded from fraudulent activities. This will be beneficial to users and increase their trust in the platform thus increasing its popularity.
E - naira should be effectively regulated to increase the chances of cross-border reliable investment.
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APPENDIXE

QUESTIONNAIRE

PLEASE TICK [√] YOUR MOST PREFERRED CHOICE(S) ON A QUESTION.

SECTION A

PERSONAL INFORMATION
Gender

Male ( )

Female ( )

Age

20-29 ( )

30-39 ( )

40-49 ( )

50+ ( )

Please note that SA stands for strongly agreed, A for agreed, SD for strongly disagreed and D for disagreed.

Question 1: What are the features of eNaira which are beneficial to individual subscribers?
	S/N
	ITEM STATEMENT
	SA


	A   
	D


	SD



	1
	Promotes financial inclusion 
	
	
	
	

	2
	Enable the direct disbursements  of funds to citizens
	
	
	
	

	3
	Support digital economy
	
	
	
	


Question 2: Are individual accounts and wallets on the eNaira platform subject to scams and fraudulent activities?
	Option
	Please tick

	Yes 
	

	No  
	

	Undecided 
	


Question 3:  Does the  eNaira platform promote cross-border reliable investment to individual subscribers?
	Option
	Frequency

	Agree  
	

	Strongly agree 
	

	disagree
	

	Strongly disagree
	


=  2.5








