EXAMINING THE DETECTION AND PREVENTION OF FINANCIAL FRAUD IN NIGERIAN BANKS

ABSTRACT
Fraud is an inherent vice. It has been on from time immemorial even before the invention of money. However, in our yet developing world with the quest to become rich quick on the increase, fraud is becoming rather rampant. Banks deal essentially in cash and other financial instruments and because of that it has been exposed to greater risk of fraud. The attention of many have been drawn to the banks either directly or indirectly. Most people/workers look up to the banks to rise up to their problems. With such motives some workers go to the banks disappointed. Not getting so much as thought, most of them decide to make away with what they can at the slightest opportunity. Nigeria’s depressed economy also comes to mind. Fraudulent persons often connive with bank officials to dupe the banks. Telex fraud is also a new dimension. In writing this project I am very conscious of the much work that has been done in this very project. I am going into this research bearing the following objectives in mind, determining actually whether financial fraud exist in Nigerian banks, verifying the effects of financial fraud in banks, finding out how computer aid in the commission, detection and prevention of financial fraud, reviewing the work that has already been done in area of financial fraud. The project will be based on both primary and secondary data interview questions were used to ascertain the true instruments of the analysis. Under secondary data magazines, news papers and published books were used. Responses to the questionnaires were analyzed in percentages, this will enable the researcher to assign and give percentage weight to each alternative in order to make a good comparative analysis and to choose the alternative with the highest percentage.

CHAPTER ONE

INTRODUCTION

1.1 BACKGROUND OF STUDY

Nigerian banking sector continues to be a vital part of the economy. Even since the inception of the nation’s first bank in the 19th century, banks have recorded tremendous growth. In spite of the hardship in the economy, people still rush to work in banks compared to other sectors with the belief of finding greener pastures there. With such negative motives as making money fast in minds, some people go to banks and when they can’t make it so fast, they go on to defraud the banks.

Financial fraud occurs where there is money. Banks deal with money and so still remain the widest area open to fraud. Our daily newspapers are flooded with news of frauds. The rate at which fraud occurs continually increases by the year. And new means of perpetrating fraud is devised. In recent times, with advancement in technology in form of invention of computers, telex system , etc frauds have taken a new dimension.

In our banks, unscrupulous individuals operate the computer fraudulently. It is now even possible to transfer huge sums of money through telex system. The activities of the popular 419 group should be mentioned since this group deals in exhortation of money from their culprits, they usually withdraw some huge amount of money as well as deposit the money they fraudulently collected from their culprits.

Worthy of note is the much work that has been done in an effort to curb fraud, still fraud has continued and had reached such an alarming state, that even bank notes, cheques and other financial instruments were now forged and circulated in the economy. In writing this project, I want to reveal those areas of fraud yet undiscovered and discover the ways of eliminating fraud.

1.2  STATEMENT OF THE PROBLEM

Our banks have in recent times been exposed to greater risk of fraud. The attention of many have been drawn to the banks either directly or indirectly. Most workers look up to the banks to rise up to their problem. People see banks as floating in money and identification with banks as success. With such motives, some workers go to the banks disappointed. Not getting so much as they thought most of them decide to make away with what they can at the slightest opportunity. Since it is said that ”opportunity comes but once”, even the seemly elite may be or are involved in fraud.

Nigerian’s depressed economy also comes to mind. Times are so hard that people are trying to make it by all means. Fraudulent persons often connive with bank officials to dupe the banks. Some are imposters who with the help of some bank officials claim to be what they are not and have large sums of money remitted to their accounts. Telex fraud is also a new dimension.

Actually, much work has been done on fraud but the wave and sophistication of the scourge continues. As we know, fraud can never be completely eliminated as some people, no matter the high security, will always beat the system to commit fraud.

1.3 SIGNIFICANCE OF THE STUDY 

This study from the little we know will be very significant to the Nigerian economy as a whole. The banking sector will remain an inevitable aspect of the economy and it would pay for it to be conducted in a very free and fair manner. The areas of risks of financial fraud when detected will help eliminate the problem posed to the public. The study will help restore people’s mind to using the banks as some people are now having the impression that banks are not actually what they are meant to be.

The study will be indispensable to the banks. Common areas of risks will be brought to light. Effective ways of eliminating fraud will be examined.

1.4 OBJECTIVES OF THE STUDY

There are a number of objectives this study aims at achieving by embarking on this research:

1. To determine actually whether financial fraud exists in Nigerian banks

2. To verify the effects of financial fraud on the banks and Nigerian economy.

3. To find out how the computer aids the commission, detection and prevention of financial fraud.

4. To determine the types and causes of financial fraud.

5. To evaluate management control in the detection and prevention of fraud.

6. To review and make better, the work that has already been done in the area of financial fraud and lay basis for future research.

7. To show that banks through proper detection and control, can help check the activities of 419 groups as it concerns the banks.

8. To recommend ways of solving the problem of financial fraud and find lasting solution to the after effect of fraud.

1.5 FORMULATION OF HYPOTHESIS

There is no relationship between the “size” of fraud in a bank branch and the “Size” of the bank branch. The size of fraud is defined in two ways; the number of fraud cases and the amount involved.

Thus hypothesis 1 is expressed mathematically as follows:

Ho: Y1 ≠  F  (x)

Y2  ≠ F (x)

Hi: Y1 = F  (x)

Where: 

Ho = Null hypothesis

H1 = Alternative Hypothesis

Y1 = Number of fraud cases per bank

Y2 = Amount of money involved in fraud per bank Branch

X =      Staff strength per bank branch

2. That there is no relationship between this “size” of fraud in a bank branch and the “age” of the bank branch.

Mathematically:

Ho: Y1  ≠  F  (P)

Y2  ≠   F  (P)

Hi: Y1   ≠   F (P)

Y2   ≠  F  (P)

Where P = age of a bank branch (number of years since establishment).

3. That relatively inexperienced staff of a bank are more likely to commit fraud.

Mathematically:

Ho : R ¹  F (q)

Hi : R = F (q)

Where:  R = number of fraud cases per category of staff.

q = number of years of banking experience

4. That more experienced bankers are more likely to swindle large sums of money. That is, bankers with five or more years of working experience are more likely to swindle a total of ten thousand naira (10,000) and above.

Mathematically:

Ho:  A¹  F (q)

Hi:  A¹ F (q)

What A = amount of money involved (N10, 000 and above) in fraud per bank branch.

1.6   SCOPE OF THE STUDY

The study covered the commercial and merchant banks operating in Nigeria. These banks had a total of 1,485 branches of which, 1,071 were filled with cases of fraud by the central bank of Nigeria. Out of the 1,071, 12% or 126 bank branches spread nationwide were selected and surveyed.

In order to attain the objectives of this research the scope of the study was defined to embody all relevant aspects of fraud in banking operations. Information was obtained on the number of fraud cases perpetrated in each bank, the different types of fraud; the amount of loss to banks and to customers; the persons involved in fraud; the period of concealment; the incidence of collusion; the causes of fraud and the level of effectiveness of fraud prevention measures.

The study also focused on areas relating to staff strength of banks, size of deposit, size of loans and advances, means of fraud prevention and detection.
CHAPTER TWO

REVIEW OF RELATED LITERATURE

This chapter reviews the available literature on the role of fraud management in the profitability of Nigerian banks. It reviews the concept of fraud, fraud management and banking system as well as related theories and previous studies related to this research topic.

2.1 Conceptual framework

2.1.1 Concept of Fraud

The Concise Oxford Dictionary of current English (1974:485) defines fraud as deceitfulness; criminal deception and use of false representations. Fraud is also defined as intentional deception in order to persuade another person to part with something of value.

Fraud takes place when a person deliberately practices deception in order to gain something unlawfully or unfairly. In most states, the act of fraud can be classified as either a civil or a criminal wrong. While fraud is most commonly committed to obtain benefits of value, it sometimes occurs solely for the purpose of deceiving another person or entity. For instance, if a person makes false statements, it may be considered fraud, depending on the circumstances.

As naturally expected, fraud is perpetrated in many forms and guises, and usually have insiders (staff) and outsiders conniving together to successfully implement the act. The following types which are not in any way completely exhaustive are the most common types of bank frauds in Nigeria identified by Ovuakporie (1994):

Theft and Embezzlement-This is a form of fraud which involves the unlawful collection of monetary items such as cash, travelers’ cheque and foreign currencies. It could also involve the deceitful collection of bank assets such as motor vehicles, computers, stationeries, equipments, and different types of electronics owned by the bank. 

Defalcation-This involves the embezzlement of money that is held in trust by bankers on behalf of their customers. Defalcation of customers deposits either by conversion or fraudulent alteration of deposit vouchers by either the bank teller or customer is a common form of bank fraud. Where the bank teller and customer collude to defalcate, such fraud is usually neatly perpetrated and takes longer time to uncover. They can only easily be discovered during reconciliation of customers‟ bank account. Other forms of defalcation involves colluding with a customer’s agent when he/she pays into the customer’s account and when tellers steal some notes from the money which are billed to be paid to unsuspecting customers/clients. 
Forgeries-Forgeries involve the fraudulent copying and use of customer’s signature to draw huge amounts of money from the customer’s account without prior consent of the customer. Such forgeries may be targeted at savings accounts, deposit accounts, current accounts or transfer instruments such as drafts. Experience has shown that most of such forgeries are perpetrated by internal staff or by outsiders who act in collusion with employees of the bank who usually are the ones who release the specimen signatures being forged (Onibudo, 2007). 

Impersonation-Impersonation involves assuming the role of another person with the intent of deceitfully committing fraud. Impersonation by third parties to fraudulently obtain new cheque books which are consequently utilized to commit fraud is another popular dimension of bank fraud. Cases of impersonation have been known to be particularly successful when done with conniving bank employees, who can readily make available, the specimen signatures and passport photograph of the unsuspecting customers. 
Manipulation of Vouchers-This type of fraud involves the substitution or conversion of entries of one account to another account being used to commit the fraud. This account would naturally be a fictitious account into which the funds of unsuspecting clients of the banks are transferred. The amounts taken are usually in small sums so that it will not easily be noticed by top management or other unsuspecting staff of the bank. Manipulation of vouchers can thrive in a banking system saddled with inadequate checks and balances such as poor job segregation and lack of detailed daily examination of vouchers and all bank records.

Money Laundering This involves the deceitful act of legitimizing money obtained from criminal activity by saving them in the bank for the criminals or helping them transfer it to foreign banks, or investing it in legitimate businesses. In the recent political dispensation (in Nigeria), money laundering by con men, politicians and fraudulent bank staff have assumed alarming dimension.

Fake Payments- A common type of fraud in the banking sector is fake payments, which involves the teller introducing a spurious cheque into his/her cage. It is done with or without the collaboration of other members of staff or bank customers. This type of fraud is however easy to detect if the bank has a policy of thoroughly examining all vouchers, checks, withdrawal slips and payments on a daily basis.


There are various causes of fraud. According to Asukwo (1999), the immediate and remote causes of frauds in general include the following:

Greed-Greed refers to an inner drive by individuals to acquire financial gains far beyond their income and immediate or long-term needs. It is usually driven by a morbid desire to get rich quick in order to live a life of opulence and extravagant splendor. Greed has in many cases been regarded as the single most important cause of fraud in the banking sector. 
Inadequate Staffing-A poorly staffed bank will usually have a problem of work planning and assignment of duties. The bank that is flooded with unqualified and inexperienced staff will of a necessity have to grapple with the problem of training and supervision of its officers. This situation can very easily be capitalized upon by the teeming fraudsters that the bank has to contend with in its day to day transactions. 
Poor Internal Control- Inadequate internal control and checks usually creates a loophole for fraudulent staff, customers and non-customers to perpetrate frauds. Therefore to reduce or eliminate frauds, there is a need to always have effective audits, security systems and ever observant surveillance staff at all times during and after bank official operating hours.

Inadequate Training and Re-Training-Lack of adequate training and retraining of employees both on the technical and theoretical aspects of banking activities and operations usually lead to poor performance. Such inefficient performance creates a loophole which can very easily be exploited by fraudsters. 
Poor Book Keeping-Inability to maintain proper books of accounts coupled with failure to reconcile the various accounts of the bank on daily, weekly or monthly basis usually will attract fraud. This loophole can very easily be exploited by bank employees who are fraudulent.

2.1.2 Concept of Fraud Management

Fraud management involves the prevention and control of fraud in any institution. Fraud management involves series of control activities put in place by the management of the bank to discourage fraud amidst their staff and external bodies also. There is no gainsaying that the control and prevention of banks fraud is a collaborating effort that involves management of the banks, government and its agencies and the society. Fraud management involves the installation and maintenance of reasonable system of internal control to protect the entity from loss through fraud or error. The ability of the management to prevent and control frauds in the bank depends deeply on the quality of the staff employed and the soundness of internal controls system in place (Greenbaum&Thakor, 2010).

2.1.3 Concept of Banking System

Banking system in simple words refers to a chain of financial institutions that provide financial services like deposits, loan, money transfer, etc. to individuals and institutions with interest as the determining factor of the transaction. Banking system plays the role of an intermediary between the ones saving and the ones who borrow money for investments.

          The functions of the banking system can be classified into primary functions and secondary functions; according to GauravAkrani, (2011), these functions are explained below:

Primary functions: The primary or banking functions include two components namely depositing and disbursement of loans. The depositing function of the banking system has come to be highly developed providing a range of deposit option. Some of the popular deposits are saving deposits, fixed deposits, current deposits and recurring deposits. The disbursement of loans from the capital of savings constitute the determinant for the bank’s earnings, as the loans disbursed are charged with an interest rate levied to the borrowed amount. Some of the key loan advancements include loans, cash credits, overdraft and discounting of the bill of exchange.

Secondary functions: Accompanying the primary functions are a pair of secondary functions which the bank performs, namely agency functions and general utility functions. The agency functions refer to services like funds transfer, cheque collections, portfolio management, etc. performing the role of an agent to the customer. The general utility functions refer to the special facilities or services which banking institutions provide, namely locker facilities, project reports, foreign exchange, etc. Not all utilities are provided by every bank, their disposal depends on the resources and nature of the banking institution. 

There are various types of Banking System:

Private Banking: it refers to a complete asset management of the client. It serves all the financial dealings of the client namely investment, tax planning, securities, etc. with a high amount of equity.
Home Banking: it refers to all the services, technology and tools which the banking institutions are continuously developing. It provides banking services to the people at the press of a button, removing the hassles of making errands to the bank for minor services.
Wholesale Banking: it refers to the provision of banking services big corporations or institutions thus involving personalized and major scale operations.

Mixed Banking: banking institutions which perform both the functions of commercial i.e. retail as well as the wholesale functions or corporate banking are called mixed banking systems.

Fractional Reserve banking: it is this banking system which led to the distinguished phenomenon of the money multiplier. The banks are not allowed to hold the complete deposits in reserve; they only hold a fraction of the deposit in reserves and use the rest in lending and investments generating revenue for the banks.

2.2 Theoretical framework

Fraud control is becoming an issue that the regulators and top banking executives who are in saddle when fraudulent activities takes place or more succinctly when someone commit an act of fraud in the financial institutions under their management. It is quite clear that the installation of internal controls cannot be sufficient to eliminate dishonest activities, constantly rejigging of the controls already put in place to ensure that they are effective in reducing fraudulent activities in financial institutions from becoming successful should become important. Fraudulent activities are rampant in every organization but more rampant in financial institutions and perhaps more common in Deposit Money Banks (DMBs) because of the instruments of their trade. Banks are most prone to financial fraud as a result of money and near money instruments used in the process of their operations.

The acts of financial fraud has persisted in DMBs in spite of strong internal controls put in place to forestall and control any planned intention to steal the bank’s money. Strong controls that at times are antithetical to the efficient operations of the bank having been put in place in certain cases but have not succeeded in reducing drastically the amount of funds lost. Thus all internal control measures have become preventive and protective of the banks financial resources sometimes to the detriment of the bank’s primary operations. Most banks are litigation-shy as judicial officers often do not find it interesting that that the process (internal controls) put in place by the bank was compromised by the employee. In addition, where the bank is litigious, courts often sympathize with customers whose infractions led to large losses of funds irrespective of whether collusion with an employee had existed The scenarios are not funny outside the banking halls when financial fraud happened and parties have to prove their innocence. Whatever the case is, the bank losses money and reputation, the staff members’ lose jobs. 

One of the reasons for the use and continuous revision of internal control systems in the bank is to ensure that losses occasioned by fraudulent activities are minimal if they occur, and attempts are discovered very early before losses can occur. The triumvirate of fraud prevention, fraud control and detection are coalesced into the effective internal control system that the bank employs (Adetiloye 2016).

2.2.1 Theories of Fraud

There are quite a number of relevant theories on fraud that are relevant to this study:

The Fraud Triangle Theory

Originally developed in 1973 by Donald Cressey, a criminologist. He established that for fraud to occur there must be a reason. He related to three factors (pressure, opportunity, and rationalization) that must be present for an offense to take place. He ascertained that the perpetrator must formulate some morally acceptable idea to them before engaging in unethical behavior and if fraud perpetrators are given the opportunity they are most likely to commit fraud. Lister (2007) in furtherance of this study stated that pressure is a significant factor to commit fraud. He determined three types of pressure which are personal, employment stress, and external pressure. He defined the pressure to commit fraud as “the source of heat for the fire.”

The Fraud Diamond Theory- The FDT was first presented by Wolfe and Hermanson in the Certified Public Accountant (CPA) Journal in December 2004.In this theory, an element named capability has been added to the three initial fraud components of the Financial Transaction Tax (FTT). Wolfe and Hermanson (2004) argued that although perceived pressure might coexist with an opportunity and a rationalization, it is unlikely for fraud to take place unless the fourth element (i.e., capability) is also present. Mackevicius and Giriunas (2013), not every person who possessed motivation, opportunities, and realization may commit fraud due to the lack of the capability to carry it out or to conceal it. Albrecht, Williams, and Wernz (1995) opine that this element is of particular importance when it concerns a large-scale or long-term fraud. Furthermore, Albrecht et al. (1995) believe that only the person who has an extremely high capacity will be able to understand the existing internal control, to identify its weaknesses and to use them in planning the implementation of fraud.

The Anomie Theory on Fraud- The Anomie Theory on Fraud was popularized by French Sociologist, Emille Durkheim in his influential book “suicide” in the year 1897. According to the Anomie theory on fraud, in every competitive capitalist society, the other members of the society who are excluded from access to legitimate means to success and stardom will experience a sense of relative deprivation which they try to relieve by way of social vices like

 (1) Aggressive criminal behaviors, like bank frauds, and armed robbery attacks,

(2)Aggressive revolutionary behaviors like Coup de tat in the military and (3) a retreat into psychosomatic illnesses like drug addiction, alcoholism, etc


Of all theories explained above, this study therefore, is anchored on the Fraud Diamond Theory. This is so because it is more linked to the topic of concern as opposed to other theories reviewed above.

2.2.3 Effects of Bank Fraud in Nigeria Banking System
The effect of fraud in banking industry are felt by all, if not as a customer, then, as a citizen of nation. The effect of fraud has a chain reaction on the community as a whole because this industry constitutes a vital position in a community. Every part of the economy, especially the banking sector is punctuated with fraud (Ogbu, 2003). Thus, its, success or failure goes a long way to determine the success of the community. Fraud is a major cause of bank failure. The number of fraud that occurs in Nigerian banks is so alarming with the overall effect on poor bank performance. The amount of money lost to fraudsters is large; such amounts taken out of the coffers of banks do not generate any income for banks, but rather result to bank solvency and liquidity problem. Recently two officials of Skye bank Plc, was arraigned before a chief 21 magistrate’s court on a three count charge of forgery and stealing. In Union bank Plc; eight staffs were accused on two separate charges that border on criminal conspiracy, stealing by fraudulent conversion, money laundering and fraud to the tune of about ₦ 700million. The then Oceanic Bank Managing Director was involved in fraudulent cases. Frauds lead to loss of money which belongs to either the bank or customers. This loss results in a decline of productive resources available to the bank. The following are some under listed effects of bank frauds according to Ogbu, (2003).

Fraud reduces bank’s profitability 
Fraud leads to loss of money belonging either to the bank or customers. Such losses may be absorbed by the profits for the affected trading period and this, consequently, reduces the amount of profit which would have been available for distribution to shareholders. Losses from fraud, which are absorbed by the equity capital of the bank, impair the bank’s financial health and constrain its ability to extend loans and advances for profitable operations. In extreme cases, rampant and large incidences of fraud could lead to a bank’s failure. 

Fraud can increase the operating cost of a bank because of the added cost of installing the necessary machinery for its detection, prevention and protection of assets. Moreover, devoting valuable time to safeguarding its asset from fraudulent men distracts management. This unproductive diversion of resources reduces outputs and low profits which in turn could retard the growth of the bank.

Fraud discourages banking habit among the banking public. 
Fraud as witnessed in recent times has resulted in the collapse of many banks, this raises the question of how reliable are banks to trust ones money with them, the ethics of banking profession which is honesty, reliability and competence are far fading away. It is disheartening to note that the successful prevention of a particular fraud give rise to a more complex and sophisticated one by the perpetrators and the category of staff involved are increasingly those of higher rank. This brings a great concern to the society.

It places emotional and psychological burdens on the fraud victims. 
There is a perception among some members of the public that fraud is a ‘victimless’ crime or has little impact (Duffield &Grabosky, 2011). The impact of fraud can also lead to a range of health problems, both physical and mental. Spalek (2012) in a study on the victims of the Maxwell pension fraud found that ‘anger’ was a common emotional impact of the fraud. She also found they suffered stress, anxiety and fear as a result of their loss.

2.2.4 Strategies Used to Combat Bank Fraud by Fraud Management

Types of fraud encountered in the banking environment include internal fraud and external fraud (Black, 2014b; Greenbaum&Thakor, 2010; Mishkin, 2011; Weiss, 2013). Fraud detection and prevention is at the heart of every fraud management system. Detection of fraud is highly complex, and a large percentage of fraud cases are actually detected externally (such as by the media or external auditors) or by accident (Dyck, Morse, &Zingales, 2010). However, approaches such as lifecycle monitoring and verification can be used to reduce the incidence of fraud overall (Potter, 2012; Porter, 2010; Wilhelm,2013; Venkatraman&Delpachitra, 2009). 

According to Wilhelm (2013), the fraud management lifecycle can be used to encapsulate the process of fraud prevention. This cycle consists of eight stages, including deterrence, prevention, detection, mitigation, analysis, policy, investigation, and prosecution (Wilhelm, 2013). The deterrence stage involves activities that hinder or discourage fraud through fear of consequences (Wilhelm, 2013; Webster, 2012). On the other hand prevention activities hinder, check, keep away or stop the fraudster from committing fraudulent activities. The detection stage uncovers existing or attempted fraud while mitigation includes activities designed to stop the continuation of the fraud e.g. blocking access to the bank account. The analysis stage seeks to determine the root cause of the fraud and the factors that led to the occurrence of the fraudulent activity. The policy stage is characterized by the creation, evaluation and communication of policies aimed at reducing fraud e.g. fixing limits to the authority to incur expenditure such as any transaction over £10,000 should be reported. The seventh stage of investigation brings together any evidence and information to curb further fraudulent activity, recover assets 53 or secure restitution and gather evidence necessary for the successful prosecution of the fraudsters. Many known frauds are not prosecuted due to concerns about the damage such prosecution could cause to the image and reputation of the organization. The combination of internal factors (information technology, risk tolerance, fraud management philosophy etc.) and external factors (regulatory requirements, competitors, fraud methods etc.) all play a part in influencing fraud management. The complexity of fraud management increases with a dynamic and ever growing environment (Wilhem, 2013; Webster, 2012).

Specific signs of potential fraud by insider employees that Porter (2013) identified included long hours, refusal to delegate, different behavioral patterns than expected, copying data, overriding controls, and relatively low levels of documentation. This suggests identifying these factors is crucially important for detecting fraud. 

The rest of this section discusses auditing as a measure of fraud management. Also discussed is how banks can prevent fraud as well as how fraud can be detected.

Auditing 
Often a strong system of internal controls is the frontline defense that an organization can employ to prevent and detect fraud. The absence of internal controls does not always preclude the occurrence of fraud but it does leave potentially an open door for it to happen. Poor internal controls manifest themselves through: poor inventory control, lack of proper documentation and support for cash payments, lack of segregation of duties, ineffective or obsolete accounting software and the absence of independent verification (Doyle et al., 2014; Porter, 2013)

To prevent these failures, banks should conduct periodic risk assessments, lead by either internal or external auditing staff. The assessments should focus on high-risk areas, such as physical controls relating to high-dollar fixed assets, cash, marketable securities, payroll and inventory.

Whistle blowers and regulatory requirements 
Whistle blowing is traditionally a voluntary practice of individuals who observe something incorrect about a given auditing or accounting situation and bring it to the attention of auditors (Schmidt, 2014). However, there has also been a movement in recent years to introduce a regulatory requirement for whistle blowers, or to induce some regulatory compensation or incentive to blow the whistle (Schmidt, 2014).

Whistle-blowers may face significant social pressures in African societies, however, which may mean that regardless of incentives, there may be a strong incidence of retaliation that will act as a negative incentive to engage in the disclosure activity (Domfeh&Bawole, 2011). There are also structural impediments to whistle blowing, such as elements of the African Union Convention on Preventing and Combating Corruption, which promotes a presumption of guilt that whistle-blowers must overcome (Schroth, 2014).

World Bank Fraud Detection and Prevention Rules 
A major factor in the modernization of the Nigerian banking system has been the imposition of World Bank rules for development lending (McGee, 2012; Muhoro& McGee, 2012). Thus, World Bank rules are likely to be highly relevant for the development of fraud detection systems in the Nigeria bank. The World Bank has its own series of rules for fraud and corruption prevention and detection in World Bank projects. They include specific anti-corruption policies intended to address corruption in the bidding and loan processes in general bank operations and case studies that highlight where and when fraud may be found (Aguilar et al., 2011). The guidelines also include a specific ethical guidance for bank staff intended to address problems of ethical practice by bank employees.

Restriction of Business 
Although banks may not detect initial fraud, they will have much stronger reactions following disclosed fraud by customers (Graham, Li&Qiu, 2012). Specifically, companies that are forced to restate their earnings face higher spreads and interest rates and more demand for securing of loans than those that do not, as well as higher fees; those that have restated due to fraud are even further penalized. Thus, the bank can use contract terms to protect themselves from information asymmetries identified through these restatements (Graham, Li&Qiu, 2012). However, it is uncertain how often this happens in Africa.

Human Resources Strategies (Recruitment and Selection) 
One major individual response that banks may use in order to reduce fraud is to use recruitment and selection strategies to limit the exposure to those believed to be untrustworthy. However, this has not been very effective in the African context for a variety of reasons. 

Human resources management practices, including recruitment and selection, are seen as a means of controlling for risk management (Meyer et al., 2011).

2.2.5 Fraud in Nigeria Banking System

A total of 17,975 cases of fraud and forgeries were reported during the period, involving₦305,008.57million and perpetuated across the various Nigerian banking institutions between the periods of 1994-2011. It is noteworthy that the year 2008 (which subsequently happened to be the period of the global financial crisis) witnessed the highest number of frauds and forgery cases (i.e. 2,007 cases), and the highest total amount of frauds and forgeries of ₦53,522.86million. The expected loss did not commensurate with the amount of fraud between 1994-2011; while the amount of fraud rose from₦3,399.39m in 1994 to N12, 919.55m in 2002 and dropped slightly to ₦11,754.00m in 2004, amount of expected loss fluctuated between the period 1994-2011.From₦950.65min 1994 it dropped to ₦227.44m in 1997 rose to ₦1,094.55min 2000 and then dropped to N854.46m in 2003 and rose again to 2,610.00m in 2004. Total number of reported cases of fraud rose from 170 in 1994 to 2,352 in 2011.


Within, fourteen years, a total of 4,932 staffs were reported to have been involved in frauds and forgeries, while in 2009 which was the highest number of banks staff involved in frauds and forgeries with a total of 656 members, 431 of them were core operating staff such as supervisors, officers, accountants, managers, executive assistants, clerks and cashiers, thus accounting for 65.7% of the total staff who were involved in fraudulent activities.

Fraud is perhaps the most fatal of all the risks confronting banks. The enormity of bank fraud in Nigeria can be inferred from its value, volume and actual loss. A good number of banks frauds are suppressed partly because of the personalities involved or because of concern over the negative effect such disclosure may have on the image of the bank. Customers may lose confidence in the bank and this could cause a setback in its growth. This unproductive diversion of resources reduces outputs and low profits which in turn could retard the growth of the bank. It also leads to a diminishing effect on the asset quality of banks. The problem is more dangerous when compounded by insider loan abuses. Indeed, the first generation of liquidated banks in Nigeria by NDIC was largely a consequence of frauds perpetrated through insider loan abuses. If this problem is not adequately handled, it could lead to distress and bank failure (Taiwo, 2016)

2.3 Empirical Review

Several related studies on the topic of concern have been carried out by some researchers; some of which are listed below.


Idowu (2009) did a research aimed at finding means of minimizing the incidence of fraud in Nigerian banks Findings of this study revealed that, so many factors contributed to the incidence of frauds in banks amongst which are poor management of policies and procedures, inadequate working conditions, bank staff staying longer on a particular job and staff feeling frustrated as are result of poor remunerations.


Nwankwo (2013) evaluated the impact of fraud on the performance of commercial banks in Nigeria. It also sought to ascertain the relationship between bank ATM Fraud, Forged Cheque, Clearing Cheque Fraud and bank performance. The methodology adopted in testing objective of this study was regression analysis. The outcome of the research revealed that there is significant impact of fraud on the performance of commercial banks in Nigeria. The implication of this is that if the level of fraud in commercial bank did not reduced to the barest minimum, it may not allow commercial banks to perform well and as well contribute to the growth of Nigeria economy. He recommends that there is an urgent need for effective monitoring of bank fraud through the use of ATM to allow for the growth of Nigeria commercial banks performance.


Olongo (2013) evaluated the effects of financial fraud and liquidity on the financial performance of the commercial banks in Kenya. The study adopted a descriptive research design. Regression analysis model was used in which the dependent variable was the ROA. The independent variables were the annual liquidity ratios and the annual fraud loss. The multiple regression analysis was used to determine how each of the dependent variable relates to ROA. The result showed that banks’ financial performance variable Return on Assets (ROA) has significantly affected by liquidity ratios and fraud loss with positive correlation. The strong and positive Pearson correlation coefficient simply that financial fraud loss and liquidity ratios had a strong and significant influence of financial performance of commercial banks in Kenya for the period considered. The study recommends that commercial banks in Kenya should put in place fraud detection mechanisms by setting up an efficient, reliable and working fraud detection department to oversee all the transactions that are considered prone to fraud to minimize the vice for them to maximize profits for better financial performance.


Adetiloye et al (2016) examined the issues of internal control viz., fraud prevention in the banking industry, adopting both primary and secondary data. Primary data was used to test internal control while secondary data were employed to test fraud prevention. The main primary variables were separation of duties, monitoring, and staff qualifications while the main secondary variables are bank profit, regulation, technology and M2. In both cases regression techniques were adopted. The results show that internal control on its own is effective against fraud, but not all staff is committed to it, while the secondary data is quite supportive of the primary data but more exemplifying in that M2, staff qualifications and technology were significant throughout the various dependent variables. It is also clear from the regressions that technological based fraud is significant. The paper recommends the continuation of the cashless policy of the Central Bank to reduce available cash and improvement in educated staff engagement to reduce fraud in the banking system.

2.4 Summary of Literature Review

This chapter of the research work reviewed various literatures related to the topic of concern under several subsections. The literature review also pointed out theories related to fraud propounded by several authors. The literature review further reviewed previous research works carried out by other researchers on the topic of fraud.  

CHAPTER THREE

RESEARCH METHODOLOGY

3.1
INTRODUCTION


In this chapter, we described the research procedure for this study. A research methodology is a research process adopted or employed to systematically and scientifically present the results of a study to the research audience viz. a vis, the study beneficiaries.
3.2
RESEARCH DESIGN

Research designs are perceived to be an overall strategy adopted by the researcher whereby different components of the study are integrated in a logical manner to effectively address a research problem. In this study, the researcher employed the survey research design. This is due to the nature of the study whereby the opinion and views of people are sampled. According to Singleton & Straits, (2009), Survey research can use quantitative research strategies (e.g., using questionnaires with numerically rated items), qualitative research strategies (e.g., using open-ended questions), or both strategies (i.e., mixed methods). As it is often used to describe and explore human behaviour, surveys are therefore frequently used in social and psychological research.
3.3
POPULATION OF THE STUDY


According to Udoyen (2019), a study population is a group of elements or individuals as the case may be, who share similar characteristics. These similar features can include location, gender, age, sex or specific interest. The emphasis on study population is that it constitute of individuals or elements that are homogeneous in description. 


This study was carried out to examine the detection and prevention of financial fraud in Nigerian banks. Selected banks across the country form the population of the study.
3.4
SAMPLE SIZE DETERMINATION

A study sample is simply a systematic selected part of a population that infers its result on the population. In essence, it is that part of a whole that represents the whole and its members share characteristics in like similitude (Udoyen, 2019). In this study, the researcher adopted the convenient sampling method to determine the sample size. 
3.5
SAMPLE SIZE SELECTION TECHNIQUE AND PROCEDURE

According to Nwana (2005), sampling techniques are procedures adopted to systematically select the chosen sample in a specified away under controls. This research work adopted the convenience sampling technique in selecting the respondents from the total population.
In this study, the researcher adopted the convenient sampling method to determine the sample size. Out of all the entire population of the banks in Nigeria, the researcher conveniently selected 126 out of the overall population as the sample size for this study. According to Torty (2021), a sample of convenience is the terminology used to describe a sample in which elements have been selected from the target population on the basis of their accessibility or convenience to the researcher.
3.6 
RESEARCH INSTRUMENT AND ADMINISTRATION

The research instrument used in this study is the questionnaire. A survey containing series of questions were administered to the enrolled participants. The questionnaire was divided into two sections, the first section enquired about the responses demographic or personal data while the second sections were in line with the study objectives, aimed at providing answers to the research questions. Participants were required to respond by placing a tick at the appropriate column. The questionnaire was personally administered by the researcher.
3.7
METHOD OF DATA COLLECTION

Two methods of data collection which are primary source and secondary source were used to collect data. The primary sources was the use of questionnaires, while the secondary sources include textbooks, internet, journals, published and unpublished articles and government publications.
3.8
METHOD OF DATA ANALYSIS

The responses were analysed using the frequency tables, which provided answers to the research questions. Chi- square statistic is used to test the hypothesis.
3.9
VALIDITY OF THE STUDY

Validity referred here is the degree or extent to which an instrument actually measures what is intended to measure. An instrument is valid to the extent that is tailored to achieve the research objectives. The researcher constructed the questionnaire for the study and submitted to the project supervisor who used his intellectual knowledge to critically, analytically and logically examine the instruments relevance of the contents and statements and then made the instrument valid for the study.
3.10
RELIABILITY OF THE STUDY

The reliability of the research instrument was determined. The Pearson Correlation Coefficient was used to determine the reliability of the instrument. A co-efficient value of 0.68 indicated that the research instrument was relatively reliable. According to (Taber, 2017) the range of a reasonable reliability is between 0.67 and 0.87.
3.11
ETHICAL CONSIDERATION

The study was approved by the Project Committee of the Department.  Informed consent was obtained from all study participants before they were enrolled in the study. Permission was sought from the relevant authorities to carry out the study. Date to visit the place of study for questionnaire distribution was put in place in advance.

CHAPTER FOUR

PRESENTATION AND ANALYSIS OF DATA

4.1Introduction

This chapter will analyze the results using various statistical tests. Thus, the earlier posted hypothesis of this study will be tasted based on the empirical results.

ANALYSES OF DATA

Hypothesis One: There is no relationship between the “size” of fraud in a bank branch and the “Size” of the bank branch
Table 4.2.2: Chi-Square test showing relationship between the “size” of fraud in a bank branch and the “Size” of the bank branch
	
	Value
	df
	Asymp. Sig. (2-sided)

	Pearson Chi-Square
	19.284a
	1
	.000

	Continuity Correctionb
	17.931
	1
	.000

	Likelihood Ratio
	19.894
	1
	.000

	Fisher's Exact Test
	
	
	

	Linear-by-Linear Association
	19.178
	1
	.000

	N of Valid Cases
	120
	
	


DECISION RULE: 

X2 = 19.284, df (c-1, r-1) = 1, n = 120, p = .000 at 0.05 level of significance. 

The relationship between the “size” of fraud in a bank branch and the “Size” of the bank branch was investigated using Chi-Square Test. The result from this investigation proved that there is a significant relationship between the “size” of fraud in a bank branch and the “Size” of the bank branch. 

Hypothesis Two: there is no relationship between this “size” of fraud in a bank branch and the “age” of the bank branch
Table 4 Chi-Square test result showing relationship between this “size” of fraud in a bank branch and the “age” of the bank branch
	
	Value
	df
	Asymp. Sig. (2-sided)

	Pearson Chi-Square
	94.550a
	1
	.000

	Continuity Correctionb
	91.525
	1
	.000

	Likelihood Ratio
	119.828
	1
	.000

	Fisher's Exact Test
	
	
	

	Linear-by-Linear Association
	94.033
	1
	.000

	N of Valid Cases
	120
	
	


DECISION RULE: 

X2 = 94.550, df (c-1, r-1) = 1, n = 120, p = .000 at 0.05 level of significance. 

The relationship between this “size” of fraud in a bank branch and the “age” of the bank branch was investigated using Chi-Square Test. The result from this investigation proved that there is a significant relationship between this “size” of fraud in a bank branch and the “age” of the bank branch. 

Hypothesis Three: relationship between this “size” of fraud in a bank branch and the “age” of the bank branch.

Table 4 Chi-Square test showing relationship between this “size” of fraud in a bank branch and the “age” of the bank branch
	
	Value
	df
	Asymp. Sig. (2-sided)

	Pearson Chi-Square
	159.548a
	1
	.000

	Continuity Correctionb
	148.038
	1
	.000

	Likelihood Ratio
	91.463
	1
	.000

	Fisher's Exact Test
	
	
	

	Linear-by-Linear Association
	158.676
	1
	.000

	N of Valid Cases
	120
	
	


DECISION RULE: 

X2 = 159.548, df (c-1, r-1) = 1, n = 120, p = .000 at 0.05 level of significance. 

The relationship between this “size” of fraud in a bank branch and the “age” of the bank branch was investigated using Chi-Square test. The result from this investigation established that there is a significant relationship between this “size” of fraud in a bank branch and the “age” of the bank branch. 

Hypothesis four: That more experienced bankers are more likely to swindle large sums of money
Table 4 Chi-Square test result showing That more experienced bankers are more likely to swindle large sums of money
	
	Value
	df
	Asymp. Sig. (2-sided)

	Pearson Chi-Square
	94.550a
	1
	.000

	Continuity Correctionb
	91.525
	1
	.000

	Likelihood Ratio
	119.828
	1
	.000

	Fisher's Exact Test
	
	
	

	Linear-by-Linear Association
	94.033
	1
	.000

	N of Valid Cases
	120
	
	


DECISION RULE: 

X2 = 94.550, df (c-1, r-1) = 1, n = 120, p = .000 at 0.05 level of significance. 

The Chi-Square Test  was used determine if more experienced bankers are more likely to swindle large sums of money. The result from this investigation proved that more experienced bankers are more likely to swindle large sums of money.

CHAPTER FIVE

SUMMARY  OF FINDINGS, CONCLUSIONS AND RECOMMENDATIONS

5.1
Introduction 

This chapter deals on the summary of the findings, conclusions of the study, recommendation, suggestions for further 

5.2  Summary of research Findings

1.
From the result of this study; the probability of the t-statistics is less than the 5% level of significance. Hence we reject the null hypotheses and conclude that fraud detection play a significant role in profitability of Nigerian banks.

2.
Also the result in the second hypotheses shows that the probability of the t-statistics is less than the 5% (0.05) level of significance, hence we reject the null hypotheses and conclude that fraud investigation contributes significantly to the profitability of Nigerian banks.
 Conclusion

The research conducted has vividly opined to a reasonably extent the role of audit as an effective tool for fraud control in banking organization. The failure of the management to adopt the different measures of fraud control techniques listed above lead to fraud, loss of finance and lack of accountability. The success of the banking system rest on the threshold fraud prevention, remediation and control.

5.4Recommendations

Having observed the result and findings in this study, I hereby recommends that.    

Since fraud investigation contributes to the profitability of the banking system, the management should investigate as soon as the auditor suspects any type of fraud.
Also haven seen that, fraud detection contributes significantly to the profitability of the banking system, the management should employ the services of an investigator so as to detect fraud in the banking system which enhances the profitability of the system.
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SECTION A PERSONAL PROFILE

Please tick (
) in the box where appropriate

1. Sex?

(a)Male [] 

(b) Female [
]

2. Age?

(a) 20- 30 years [ ] (b) 31-40 years [   ]

(c) 40-50 years [ ] (d) 51-60 years [
]

3. Educational qualification

(a)FSLC  [
] (b)
WAEC/GCE  [
]

(c) HND, BSC [
] (d)
MSC, MBA PHD [
]

4. Marital status

(a) Single [
] (b) married [
]

(c) Widowed
(d) Divorced [
]

5. Number of years worked with the bank

(a)0-4 years [
] (b) 5-9 years [
] (c) 10-14 years [
]
(d) 15-19 years [
]

6. Category of staff

(a)Junior   [
]
(b) Senior [
]

SECTION B.

Please tick ( ) in the box where appropriate Indicate the name of your bank.

a. CBN, Enugu Enu- Branch
[
]

b. Access bank
[ ]

c. Zenith bank
[ ]

d. Union bank
[ ]

7. Economic downturn and retirement/termination of staff are impact of fraud?

(a)Agree [  ]
(b)       Stron gly agree [
]

(c) Disagree [  ]      (d)       Strongly disagree [    ]

8. When an official supervises quite a large number of staff, there is a high likelihood that fraud could go undetected?

(a)Agree [ ] (b) Strongly agree [     ]

(c) Disagree [  ]      (d) Strongly disagree [      ]

9. Commercial banks with poor management record higher incidence of all sorts of fraud than those with effective management.

(a)Agree [ ]   (b) Strongly agree [   ]

(c) Disagree [    ]       (d) Strongly disagree [          ]

10. What are the causes of bank fraud?

(a)Poor  security   management
[
]

(b)Staff  negligence  [
]

(c)Poor  security  arrangement  [
]

(d)All of the above [
]

11.The
supervisory and
oversight function of CBN is effective?

(a)Agree [] (b) Strongly agree    [
]

(c) Disagree [
] (d) strongly disagree [ ]

12. Would you say that cheque kiting, account opening fraud, and the letter of credit fraud constitute types of bank fraud?

(a) Yes (    )     (b) No (     )

13.What is the spate of fraud in commercial banks?

(a)High [
]
(b) Very high [
]

(c) Low [
]
(d) Very low
[
]

14.Fraud can be detected and controlled through

(a)Personnel  and  administrative  control
[
]

(b)Accounting and financial control
[
]

(c)Inventory  and  process  control
[
]

(d)All of the above
[
]

15.
What constitute personnel control?


(a)
Proper recruitment procedures


[
]

(b)
Poor disengagement procedure


[
]

(c)
All of the above


[
]

(d)
Non of the above


[
]

16.
What constitute accounting control?





(a) Data validation
[
]





(b) Prompt posting of transactions [

]



(c) Balancing [
]





(d) All of the above [
]





17.
What constitute inventory control?





(a) Logs and Listing
[
]





(b) Physical checks & counts
[
]




(c)Balancing stock figure with the general ledger [
]

(d)All of the above [
]
1

