EXAMINATION OF THE CAUSES AND EFFECTS OF SOFTWARE PIRACY IN NIGERIA

ABSTRACT

The research on software piracy in Nigeria sought to investigate the underlying factors contributing to the prevalence of software piracy within the country. Its primary objectives encompassed analysing the impact of software piracy on Nigeria's economy, scrutinising the role of information and communication technology (ICT) in fostering the growth of software piracy, and exploring the intricate relationship between software piracy and the overall social well-being of Nigeria. The study employed primary data derived from the distribution of research questionnaires, with a sample size of 100 being selected for the study. The investigation employed the Pearson correlation methodology for the purpose of analysis. Consequently, the study reached the conclusion that the phenomenon of software piracy exerts a substantial impact on the economic landscape of Nigeria. The study further provided valuable recommendations to aid the federal government in the process of decision-making.
CHAPTER ONE

INTRODUCTION

1.1
BACKGROUND OF THE STUDY

In Nigeria, the prevalence of online fraud and software piracy has risen over time. The federal government of Nigeria has committed significant efforts and funding to combating the spread of piracy in Nigeria (Asongu 2017). It is now commonly understood that a competitive environment for twenty-first-century growth is based on the knowledge economy (KE), which is essentially dependent on intellectual capital and intellectual property rights (IPRs) (Yang and Maskus 2008). In summary, IPR protection procedures are critical to the advancement of KE components like as innovation, information and communication technologies (ICTs), education, economic incentives, and institutional regimes (Asongu 2017).

Significantly, Christensen  and Eining  (2021) opined that  while advances in KE and related technologies have resulted in a greater availability of ICT-related commodities in the development process, there is some agreement in scholarly and policy circles that reverse engineering is appropriate to enhance development catch-up because existing technologies in some less developed countries are more imitative and adaptive in nature than in developed countries. The technologies used to replicate or pirate KE goods have proliferated. 

According to our review of the current literature, even if there are serious concerns about software piracy, the issue over the need of IPR protection in the software piracy business remains open (Mansfield 2002). The mainstream discussion on IPR protection has been dominated by two schools of thinking. The first group comprises of academics who believe that stronger intellectual property protection promotes economic progress (Kai Yan &  Tam 2021). The positive nexus, according to this school, is fostered by the attractive impact of greater IPRs on factor production. Another school of thought holds that rigorous IPR protection and ratification of international IPR treaties are detrimental to developing nations' economic success (Kai Yan &  Tam  2021).

According to this school, less restrictive intellectual property regimes are required in the near run (at least) for less developed nations to benefit from technological spillovers necessary for economic development. This viewpoint is consistent with research that show that software piracy improves profits for copyright holders, scholarly publications (Asongu 2017), and pro-poor development (Asongu 2014). (Asongu 2017). The study's goal is to look at software piracy in Nigeria.

1.2 STATEMENT OF PROBLEM

With the continuous decline in the level of social and economic well being of people in various communities in Nigeria; there have been series of crime all over ranging from cyber crimes, social distortion to other forms of robbery. It is also observed that the major reason behind software piracy is due to the fact that poor people are not being able to afford high software prices. In addition, the economic conditions of the country, lack of awareness and weak legal enforcement were the reasons behind software piracy.

1.3 AIMS AND OBJECTIVES OF STUDY

The main aim of the research work is to examine software piracy in Nigeria. Other specific objectives of the study include:

to examine the causes of software piracy in Nigeria

to determine the effect of software piracy on the economy of Nigeria

to examine the role of ICT in the growth of software piracy in Nigeria

to examine the relationship between software piracy and the social well being in Nigeria

to proffer solution to the above problem

1.4 RESEARCH QUESTION

The study came up with research questions so as to be able to ascertain the above objectives. The research questions for the study are stated below as follows:

What are the causes of software piracy in Nigeria?

What is the effect of software piracy on the economy of Nigeria?

What are the roles of ICT in the growth of software piracy in Nigeria?

What is the relationship between software piracy and the social well being in Nigeria?

1.5 STATEMENT OF RESEARCH HYPOTHESIS

Hypothesis 1

H0: software piracy has no significant effect on the economy of Nigeria

Hypothesis 2

H0: there is no significant relationship between software piracy and the social well being in Nigeria

1.6 SIGNIFICANCE OF STUDY

The study on software piracy will be of immense benefit to Nigeria in the following ways:

FEDERAL GOVERNMENT: the study will educate the federal government on the effect of software piracy on the economic growth and development in Nigeria. The study will also discuss the relationship between ICT and software piracy in Nigeria
COMMUNITY: The study will help in the actualization of fight against piracy in Nigeria. The study will benefit the anti-piracy organizations working to control increasing software piracy in Nigeria.

LITERATURE: The study will added to the theories in the existing literature and also help other research students that wishes to carry out similar research on the above topic

1.7 SCOPE OF STUDY

The study on software piracy will focus on the causes of software piracy in Nigeria, the effect of software piracy on the economy of Nigeria, the roles of ICT in the growth of software piracy in Nigeria and the relationship between software piracy and the social well being in Nigeria

1.8 LIMITATION OF STUDY

Financial constraint- Insufficient fund tends to impede the efficiency of the researcher in sourcing for the relevant materials, literature or information and in the process of data collection (internet, questionnaire and interview).
Time constraint- The researcher will simultaneously engage in this study with other academic work. This consequently will cut down on the time devoted for the research work

1.9 DEFINITION OF TERMS

SOFTWARE: is a collection of instructions that enable the user to interact with a computer, its hardware, or perform tasks
PIRACY: the unauthorized use or reproduction of another's work

IPRs: Intellectual Property Rights

CHAPTER TWO

REVIEW OF RELATED LITERATURE

2.0 INTRODUCTION

This chapter gives an insight into various studies conducted by outstanding researchers, as well as explained terminologies with regards to the software piracy in Nigeria.

The chapter also gives a resume of the history and present status of the problem delineated by a concise review of previous studies into closely related problems

2.1 CONCEPTUAL FRAMEWORK

2.1.1 SOFTWARE PIRACY

In general, Canadian law defines software piracy as follows: It is a crime in Canada, to copy and sell protected by copyright software. It is the owner of the copyright to sue by contacting the Royal Canadian Mounted Police. It is then up to the courts to decide whether the owner of the software was injured. Cheng et al (1997), for example, studied the different motivations that may lie behind such behavior. Unsurprisingly, this is the price and will save that emerged as the most common reasons cited for software piracy. Wagner and Sanders (2001), meanwhile, have applied a model of ethical decision making in software piracy. It can therefore be argued that moral reflection occurs before piracy and over the perceived risk of the act, the more it is perceived as morally questionable, it will be less likely to occur. In another vein, Husted (2002) lingered to examine the possible relationship between national culture of a country and its economic situation on the extent of the problem of software piracy within one it was therefore determined that the more collectivist societies, economically more developed and with a large middle class had a rate of software piracy by higher than the other person. Husted (2002) examines some contextual factors, in particular the national culture of individuals, and examines its relationship with software piracy. The software proved to be a particularly vulnerable entity illegal copying and counterfeiting, given the ease with which copies can be made at negligible cost. Furthermore, the copy quality has not degraded relative to the original. Thus, the total amount of pirated software amounted to 13.2 billion U.S. dollars in 1996. Glass and Wood (1996) used the theory of equity borrowed from social psychology to explain the decision of the person who prepared software to be copied. They studied 271 non-graduate intentions to provide software to other students in order to produce illegal copies students. They found that the problem of software piracy is often perceived not as a moral issue, but as the result of the evaluation of the individual regarding the fairness of the distribution, which is based on the ratio of the relationship between this is given and what is received. According Steidlmeier (1993), the protection of intellectual property is deeply rooted in Western cultural values of liberalism and individual rights. The European view contrasts significantly with the emphasis on social harmony and cooperation prevail in Asia, as noted Swinyard, Rinne and Kau Keng, 1990 and Donaldson, 1996. In this sense, Hofstede (1997) defines culture as "the collective programming of the mind which distinguishes one group of people to another." Kluckhohn et al. (1951) defines a value as a conception, explicit or implicit, to a particular individual or characteristic of a group, what is desirable. This influences the selection of means of action. Whitman, Townsend, Hendrickson and Rensvold (1998) found indicators of the interaction between culture and ethics of the use of a computer. The work of Geert Hofstede show how work-related values can be associated with software piracy. The researcher considered these five values that characterize different cultures in the world: the degree of submission to authority, individualism, masculine character and aversion to uncertainty. These values are directly related to economic activity, unlike those of Rockeach (1973). Glass and Wood analyzed software piracy as an exchange involving an assessment of what is received compared to what is given (equity theory). This type of calculation seems logically prevail in an individualistic culture. Collectivist culture, in turn, puts more emphasis on sharing disinterested in the internal group, and the software is no exception to the rule. Bezmen and Depken (2006) show that there is a negative relationship between software piracy, income, taxes, and economic freedom. Andrés (2006) uses cross-sectional data to examine the negative relationship between income inequality and piracy rates and found that the efficiency of the legal system and the protection of intellectual property is an important factor in the fight against increase in the rate of piracy. Yang and Sommenz (2007) find that not only transnational exchange rate of software piracy were explained by cultural variables such as cost, religions and education individualism but also must find a negative relationship between income and gross national rate of software piracy. In this sense, Husted (2002) found that software piracy is significantly correlated with GDP per capita, income inequality and individualism

2.1.2 THE DETERMINANTS OF SOFTWARE PIRACY AND ASSUMPTIONS

A number of factors may contribute to regional differences in piracy report software prices and income levels and the degree of protection of intellectual property to the availability of pirated via cultural differences software. In addition, piracy is not uniform within a country: it varies between cities, industries and demographic categories. However, regions with high piracy are also those where the market is growing strongly. The market for information technology advances today less than 4% in developed countries, while growth is close to 20% in countries with high piracy as China, India or Russia. Emerging countries in Asia Pacific, Latin America, Eastern Europe, Middle East and Africa now account for over 30% of deliveries microcomputers but less than 10% of deliveries software if piracy did not flinch in countries where this practice is widespread. Software piracy has many negative economic consequences: competition distorted by pirated software at the expense of local industries, loss of tax revenue and jobs software because of the lack of a legitimate market, cost ineffective punishment. These costs are passed upstream and downstream supply and distribution chains. However, the difference in price is significant enough to convince the person to practice piracy. Regarding the film, the price of a place between 5 and 10 euros. Again, the cost is high compared to illegal copying. However, the cinema is a spectacle watching a movie on a computer can not replace is the argument advanced consumers to shirk their actions. It remains true that cinema attendance dropped in 2005 to 15% in Europe. The second factor is undeniable waiting. DVD released in average trade and rent 6 months after theatrical release. Worse, the rental system newly established on the Internet allows you to see a movie between 6-9 months after the theatrical release. The reason for this is the will of the majors not to short-circuit the traditional distribution vectors while giving the illusion of establishing an alternative system hacking is actually not satisfactory to the consumer. With the download, you can get a film from its theatrical release. And, for some films released abroad and not in your country, you can get before that date, which gives the impression to the consumer extremely satisfying to have seen the movie preview. The economic literature identifies five groups of factors influencing piracy: economic factors, cultural and socio-political factors, technological factors and legal factors.

Economic Factors

This is the group of the most common factors used to explain the variation in the rate of software piracy across countries. Software are often considered unaffordable for most people in developing countries and even certain social categories of developed countries. These people generally believe that the only alternative is hacking software. Income levels may therefore influence the attitudes and behaviors towards software piracy. At national level, it is therefore expected that the variation in the rate of piracy can be partly explained by the change in GDP per capita.

Institutional Factors

The legal system in the field of IPR has been identified as one of the factors contributing to the variation in the rate of piracy. Countries that have signed treaties and international conventions for the protection of IPR and who are members in international organizations for the protection of IPR are likely have the lowest piracy rates. In addition, a strict implementation of laws and an effective judicial system should reduce the rate of piracy.

Cultural and Social Factors

The importance of socio-political factors in economic decisions is well recognized in the literature and software piracy is not the exception. Countries with greater economic freedom should have the lowest piracy rates. This is due to the fact that the low prices of original software created by free competition make their pirated versions less attractive.

Technological Factors

Technological capabilities may influence the ability to copy and sell software and promoting piracy. At the same time they can help to strengthen mechanisms for monitoring violations. So there are positive and negative externalities associated with the adoption of such technologies.

2.1.3 SOFTWARE PIRACY IN DIFFERENT FORMS

Software piracy is unauthorized reproduction of copyrighted software. The unauthorized copying can be done for different purposes such as personal use, business use and even selling copies of the pirated software. Even though pirating copyrighted software is illegal, there are still millions of computer users pirating copyrighted software in the world. The rates of software piracy have been increased rapidly with the growing use of computers and this activity not only affects the economy of software companies but also affects the loyal customers who actually purchase their products as intended (Shu kin kwan, 2012).

Software piracy occurs in different forms. The most common form as defined by Microsoft is considered to be “End User Piracy‟. It happens when individuals and businesses make copies of software without a license to do so. People may copy a program and give it to others without realizing that this is software piracy. Similarly, an organization may install software on more computers than its licenses allow. SIIA (Software and Information Industry Association) and BSA are non-profit trade associations established to advance the goals of the software industry and its hardware partners. (Kai Yan Tam. 2011).

2.1.3.1 Soft-lifting

Soft-lifting is the act of illegal copying of software and distributing it to friends, organisations or duplication and resale in violation of the terms of the license agreement. Many personal users and enterprises are doing it knowingly or unknowingly and only few of them care about it. Such activities lead software industry to lose billions of dollars each year and shatter the profitability of large software companies as well as small ones. It often happens when organizations expand computer capabilities and install unauthorised copies, rather than going through the purchasing procedure. Soft-lifting is sometimes referred to End User Piracy as in both cases one copy of software is purchased for a particular machine and later installed on several machines in violation of its copyright law

2.1.3.2 Internet piracy

Nowadays, Internet piracy is one of the fastest and easiest ways to receive pirated software. There are several websites that make software available for free download in a number of ways. Many computer users download software from the Internet, which makes their lives easy as they do not even need to visit stores or sending out copies of software on a CD-ROM or floppy disk. These techniques have made our lives easier but at the same time they have also increased internet piracy, which occurs in different forms such as downloading or uploading of illegal copies of software over the Internet.

2.1.3.3 Hard-disk loading

Hard-disk loading occurs when an individual or company sells computers preloaded with illegal copies of software into the hard disks to encourage the consumer to buy their products. Since this kind of activity is common, SIIA recommends computer buyers to confirm with the vendors that software preloaded on the machines are legal and licensed copies. If the vendor is unwilling to supply with the proper documentation, SIIA highly recommends not dealing with that vendor.

2.1.3.4 Software counterfeiting

Software counterfeiting is illegal duplication and sale of copyrighted software in such a way that it appears to be authentic. Counterfeit software includes accompanying manuals that the original legitimate software was sold and is usually sold at prices well below that of the retail price of the legitimate software. This is the most typical type of software piracy and different organizations are actively participating in stopping this kind of activity. Though counterfeit software is cheap and easily available but it is also risky to use, since it can bring malware along with it. According to a study, “The dangerous world of counterfeit and pirated software” conducted by IDC in 2013, the chances of infection of malware from counterfeit software are 1 in 8 for consumers and 1 in 9 for businesses

2.1.3.5 Unauthorized use of academic software

Many software companies sell academic versions of their software to public schools, universities and other educational institutions. When the software is labelled to use for academic or educational purposes only, it cannot be used for commercial or other for profit purposes. Using academic software for private use in violation of the software license is a form of software piracy and it not only hurts the software publisher, but also the institution that was the intended recipient of the software.

2.1.3.6 Renting

Renting involves someone renting out a copy of licensed software for temporary purposes. In such type of piracy, software is rented to individual computers and returned the original software to the renter. This method of piracy is not as common as other forms of piracy due to its distribution nature but it still does exist. It has always been illegal to rent unauthorized copies of software. The “Computer Software Rental Amendments Act” formed in the US in 1990 strictly prohibits the rental, lease or lending of a computer program for direct or indirect commercial gain unless authorized by the owner of the copyright in the program.

2.1.4 MAJOR FACTORS BEHIND SOFTWARE PIRACY

Software piracy continues for several reasons, however, and is a serious problem. The magnitude of software piracy varies in different countries. In some countries, the legal protection for software does not exist while in some other countries laws are rarely enforced. In addition, many buyers believe they have the right to copy the software for which they pay a huge amount of money. In recent years, many studies and surveys have been focused more on finding the causes of software piracy. Christensen and Eining (1991) utilized the Theory of Reasoned Action (TRA) to build a model of piracy behaviour which pointed out that an individual‟s intention towards software piracy was a major factor. Some key reasons behind software piracy based on different studies are analyzed below

2.1.4.1 Public awareness

Lack of awareness in proper use of software is considered to be the key point influencing software piracy. Although software industries provide information regarding copyright of software to computer users by employing licensing agreements as a means of information during the installation process, most of the users do not even bother to read license agreements before moving to the next step in the installation period. Many people misuse software products. They install software in their computers and make a copy of it and give it to others and they do not even realize that what they are doing is illegal and against the copyright law

2.1.4.2 High price of software

The high price of software is another factor causing software piracy. Countries with low economies are likely to have higher piracy rates when software products are priced higher in comparison with the developed countries. Software products developed in economically rich countries are generally not affordable in poorer countries. The economy of any country has a strong correlation with the piracy rates. According to a global study conducted by BSA in 33 countries as a part of the ninth annual BSA global software piracy study, piracy rate was higher in developing countries than in the developed countries. The study found that computer users in developing and poorer countries are unable to afford the higher priced software products and they look for an alternate way to get them.

2.1.4.3 Legal enforcement

Several studies regarding software piracy have shown that the piracy rate is mostly higher in the Asian and African countries in comparison with the countries in the North America and Western Europe. This is because computer users in North American and Western European countries are aware of copyright rules and laws. Copyright laws are strictly followed in these countries. For example in the US, if any business organization or individual is found guilty in copyright infringement, they will be sentenced to jail terms of up to 5 years along with $250,000 as fines. According to (Shu Kim Kwan, 2006) Moreover, European Union Council Directive 91/250/EEC, TRIPS (Trade-Related Aspects of Intellectual Property Rights) international agreement and WIPO (World Intellectual Property Organisation) also protect computer programs under the copyright law as „literary works‟. Thus, unauthorised reproduction and distribution of such computer programs without the permission of owner leads to criminal proceeding and penalties. However, a study by Tan (2002) suggests that where there is low probability of being caught and penalised, an individual or business will continue using pirated software.

2.1.4.4 Social and cultural factors

It has been found that there is a strong correlation between social or cultural factors and software piracy. These factors refer to the prevailing social structure of a country and the attitudes shared by the members of that society. Several previous studies have shown that collectivist-individualist aspects of the society affect the piracy rate in any country. For example, according to a study by Kallol, Peeter and Robert (2006), software piracy is most popular in collectivistic societies where software is purchased by an individual and is shared among other members of the society

2.1.4.5 Pirated software on the Internet

There are millions of people around the world who use computer and the Internet on a daily basis. Using computers in our daily lives has made our lives easier and has benefited us in many aspects but it has also brought some problems, and software piracy is one of them. Availability of pirated software on the Internet is one of the major factors increasing the software piracy rate globally. Pirating the software from the Internet is termed as the Internet piracy where the Internet is used to download unauthorized software. Access to high-speed Internet connections makes it easier to download software programs. Beside this, many illegally attached computer games are sent through the Internet as emails, which is also a form of piracy

2.1.5 THE EFFECT OF SOFTWARE PIRACY ON THE NIGERIA ECONOMY

Investigations by the Business Software Alliance (BSA) have revealed Nigeria has the highest case of software piracy, intellectual property theft and other sharp practices in the Information and Technology (IT) industry.

According to the BSA, the effects of software piracy and other vices cost the Nigerian economy over N82 billion yearly, putting a strain on technology companies’ ability to create more jobs and new technologies.

However, the firm said, reducing software piracy by 10 percentage over four years could inject billions of naira into the nation’s economy and create a large number of jobs

2.2 THEORITICAL FRAMEWORK

This section describes the ‘law and property rights theory’. We devote space to spell out the difference in how legal heritage continue to shape private property rights protection, investor protection laws and development today. In this section, we also describe two mechanisms via which legal-origin may affect the contracting environment: the political and adaptability mechanisms.

2.2.1 Law, enforcement and private property rights

The first strand of the ‘law and property rights’ theory emphasizes that, legal institutions influence property rights and development (La Porta et al., 1998). The ‘law and property rights theory’ stresses that, cross-country differences in: 

(I) Contract, company, bankruptcy and security laws; 

(ii) The legal system’ emphasis on private property rights, and; 

(iii) The efficiency of enforcement, influence the degree of expropriation and hence the confidence by which people are motivated to take part in innovation and invention processes. As sustained by La Porta et al. (2000) and backed by Beck & Levine (2005), the ‘law and property rights’ view follows naturally from the evolution of corporate laws handed down to colonies during the past half century. A country’s contract, company, security, bankruptcy and IPRs laws, as well as the enforcement of these laws fundamentally determine the rights of IP holders and the level of innovation.

Concerning how legal establishments should influence IP and the strength of IPRs, within a broad vision there are differing opinions regarding the degree to which legal systems should support the private contractual arrangements and the degree to which the legal system should have specific laws concerning property rights. According to Coasians (Coase, 1960), the legal system should simply enforce private contracts. Hence, effective legal establishments allow knowledgeable and experienced market participants to design a vast array of sophisticated private contracts in a bid to ameliorate complex agency problems (Coase, 1960; Stigler, 1964; Easterbrook & Fischel, 1991). The ‘law and private property’ theory three-point view has been highlighted in the introduction of this strand. Whether assuming a Coasian dependence on enforcing complex private contracts or an approach that augments the support of private contracts with company, bankruptcy, securities, IPR laws…etc, the ‘law and property rights’ theory argues that the degree of protection of private property is a paramount determinant of incentives to innovation and invention that ultimately lead to development.

2.2.2 From Legal-Origin To Piracy: Political And Adaptability Mechanisms 

In the second strand, we extend theories by Beck et al. (2003) in presenting a case as to ‘why’ legal origin matters in IPRs, innovation and development. They have examined two channels by which legal origins may influence development: the political and adaptability channels. The political mechanism is based on two standpoints. Firstly, legal traditions differ in the emphasis they attribute to protecting the rights of private investors (in innovation for example) relative to those of the state. Secondly, private property rights protection forms the foundation for innovation and development. Hence, historical based differences in legal origin can help explain existing disparities in development with respect to this component of law and ‘investor right’ (La Porta et al., 1998). A great many scholars argue that the Civil law has tended to support the rights of the State, vis-à-vis private property rights, which is quite the opposite in Common, law. Hence, Civil law countries have provided for legal systems that have unhealthy implications for innovation and development. A powerful State with a responsive civil law at its disposal will tend to divert the flows of society’s resources towards favored ends, which is not conducive for competition. More so, a powerful State will have difficulty credibly committing to not interfere in the innovation process that will also obstruct financial development. Thus, the ‘law and property rights’ theory emphasizes that Civil law countries will have feebler property rights protection and lower levels of innovation (and development) than countries with other legal traditions. In contrast, Common law has historically tended to side with private property owners against the State. Instead of becoming a tool of the state, Common law has acted as a powerful tool in the upholding of private property rights. Rajan & Zingales (2003) note that governments in Civil law countries were more effective than governments in Common law countries in stretching the role of government at the cost of market growth during the Interwar period 1919-1939. They attribute this difference to the heavy task of the judiciary vis-à-vis the legislature. Thus, ‘the law and property rights’ theory postulates that the British Common law supports innovation development to a greater extent than Civil law systems.


The second mechanism linking legal origin to development is the adaptability channel that is also built on two premises. On a first note, legal systems differ in their ability to adjust to changing and evolving circumstances. Secondly, if a country’s legal system adapts only slowly to changing circumstances (especially economic), large gaps will open between the innovation needs of an economy and the ability of the legal system to support and fulfill those needs. An influential, albeit by no means unanimous position of inquiry holds that legal systems that espouse case and judicial discretion tend to adhere more efficiently to changing conditions than legal systems that adapt rigidly to formalistic procedures and that rely more strictly on judgments narrowly based on statutory law (Coase, 1960). Posner (1973) disputes that although legislators consider the incidence on particular individuals and interest groups when writing statutes, judges are forbidden from considering the deservedness of specific litigants and thus more likely to render decisions founded on objective efficiency criteria (Rubin, 1982, 205). It follows that, Common law systems are much more efficient than statutory-based systems because inefficient laws are routinely litigated and re-litigated pushing the law toward more efficient outcomes (Rubin, 1977; Priest, 1977), especially in the rapidly evolving context of ICTs and IPRs protection. From another perspective, some authors argue that statutory law evolves slowly and is subject to a greater degree of inefficient political pressures than Common law (Posner, 1973; Bailey & Rubin, 1994).

2.2.3 The Politics Of Piracy And Intellectual Property Rights Protection

Developing countries in particular may have strong incentives to offer minimal protection of IP. In the simplest terms, this implies these countries may have strong incentive to offer minimal protection to IPRs to favor users of IP over (usually non-local) producers and hence, mitigate the negative welfare effects of raising the price of potentially key inputs. In the same line of thinking, as a country develops, the need for IPRs protection becomes essential to ameliorate the investment climate, stimulate innovation and improve economic prosperity. Consistent with Shadlen et al. (2005), managing the trade-off between consumers and producers is particularly complex with regard to IPR. The complexities are derived from the characteristics of expression (and ideas) as distinct types of commodities. IPRs are different from ‘normal’ property rights from the perspective that, ideas are different from tangible goods. Accordingly, ideas are non-rival in consumption and non-exhaustible. This implies that, an unlimited number of people can use the same idea simultaneously and repeated use does not deplete (diminish) the stock of the idea. Owing to these distinct features, many of the standard rationales for giving property owners extensive rights to control the use of their commodities go by the wayside. In the absence of proper incentives to producers, ideas like tangible goods run the risk of being undersupplied. However, endowing owners with strong rights to control distribution (and hence restrict use) so as to avoid depletion of goods (that by their definition are non-exhaustible) is unnecessary. In the same vein, restricting use can freeze ideas and stifle innovation. Indeed, a substantial body of the literature cautions on the dangers of too much protection of IPRs. In order to strike the delicate balance between provision and distribution, IPRs have historically been limited. Private rights over ideas may not be automatically conferred upon possession. Nor are rights indefinite: for instance patents and copyrights expire, after which what is private property enters into the public domain. Private property rights are also limited in the perspective of being object of a range of automatic exceptions (in that, third parties also have rights to use ideas and goods protected by IPRs). As concerns copyrights, these rights fall under the doctrine of ‘fair use’ which enable third parties to use copyrighted material regardless of the intent of the copyright owner. Indeed, before the 1980s most governments throughout the world offered porous and weak copyright protection, precisely to stimulate diffusion and use (Lessig, 2001, p. 249). As emphasized by Shadlen et al. (2005), much has changed in IPRs since the 1980s. Fundamental variations to the limitations that have traditionally distinguished the treatment of intellectual property from tangible property (May, 2000). With the example of software, in addition to making copyrights easier to obtain by simplifying the process of registration, the current arrangement endows copyright owners with significantly greater control and exclusion rights; implying third parties’ rights to ‘fair use’ have been significantly reduced (Shadlen et al., 2005). This represents a significant challenge for governments in the enforcement of international treaties (laws) on IPRs protection in a bid to mitigate the soaring phenomenon of piracy. By granting extensive periods of protection to patents (and copyrights), IPRs are made effectively permanent (Shadlen et al., 2005). As Lessig (2001, p.252) has sustained, by the time most operating systems or applications fall into the public domain, it is unlikely that any machine on earth will be able to use them. This substantially implies, the sea of changes includes introduction of software under copyright law, significantly greater scope of protection for copyright owners and longer periods of protection. Beside the extraordinary trade-off between innovation and diminished diffusion of new commodities, at the national level, an issue arises on how to enforce IPRs and fight piracy; which is the object of this research work.

2.3 EMPIRICAL REVIEW

The ethical use of computers and information technology has become a subject of great interest in the past decade. Of all the issues within computer ethics, the unauthorized duplication of software (usually called software piracy) has captured more than its share of attention. Software piracy is almost as old as the desktop computer. To protect the software from being pirated has become the core issue in the field of software protection Shubhnandan s. jamwal (2012). Software developers have tried various techniques to eliminate so-called software piracy because of the loss in their revenue that can result from it. These techniques have included publicity about the harm that it supposedly causes, electronic copy protection, surprise audits of businesses, requiring users to contact the vendor to obtain an installation code, legal action, and the selling of less expensive versions with reduced functionality. However, such measures have generally met with little success, as determined users soon discover ways to avoid or defeat them. Moreover, some of them have actually alienated users by making software more difficult to install or use, notably the tedious task of typing in long registration codes and the annoyance of having to call the vendor after installation or reinstallation to obtain an authorization code. Shubhnandan S. Jamwal (2012) study focuses on software piracy among university students. Students from computer background are more involved in piracy as compared to others. Sampling has been done on the basis of survey from these students. Limitation of the study was that it was limited to the university students only. Nishant Gupta and Shubhnandan S. Jamwal (2011) further studied software piracy expanding the research to IT students in J&K state. The findings of this study insisted upon the level of piracy and type of piracy which further needs to broaden its scope. In his paper, Samuel Shu Kin Kwan (2012) analyzes the optimal protection strategy for software developer in horizontally and vertically differentiated markets. The implementation cost of software protection constitutes the primary factor for software developers to determine their software protection strategies. This study mainly focuses on the effects of protection costs and risk in a competitive market and does not include the externalities and other factors. Alok Mishra et. al. (2012) presents an extensive literature review on software piracy and then reports the findings of an empirical study on the impact of demographic factors on software piracy factors among IT professionals in Turkey. The results indicated that gender, age and experience have significant impact on software piracy. However, the survey was limited only to IT professionals. Ramayah et. al. (2008) studied tested a causal model of Internet piracy among university’s students using a structural equation modeling (SEM) procedure. Studies in this line of inquiry is rather limited, particularly in the context of Malaysia, larger sample size to generate better insights into this issue is required. Petar Djekic and Claudia Loebbecke (2006) in their paper studied the influence of technical copy protections on application software piracy. Scientific research has been empirically investigated to what extent technical copy protections avoid illegal copying. The research findings cannot confirm to be also applicable to similar industry specific software like graphics application software. Yin-Leng Theng (2009) proposed a theory-based approach to study the key factors contributing to piracy and counterfeiting issues. The findings proved useful to managers of software companies and policy-makers in reviewing existing software protection policies, laws and regulations, such that any flaws or loopholes can be identified. Rajeev K. Goel, Michael A. Nelson (2007) determines the various influences on software piracy using a large sample of countries. Results show that economic, institutional, and technological factors exert important influences on software piracy, albeit with some qualitative and quantitative differences. But this investigation does not involve examining the piracy differences across software types. Nishant Gupta et. al. (2010) proposed an integrated approach for controlling the software piracy. This model is beneficial in combating software piracy and securing the software from redistribution.

CHAPTER THREE

RESEARCH METHODOLOGY

3.1
INTRODUCTION

This chapter intends to give a clear description of the method and procedures involved in carrying out this study and ways by which information on the subject matter of this research study are collected and organized for proper analysis. The methodology employed in this research study is explained under the following headings:

research design, 

population of the study, 

sample and sampling techniques, 

research instrument, 

validity and reliability of the research instrument, 

method of data collection and analysis 

3.2
RESEARCH DESIGN
A research design is a plan that guides the researcher in the various stages of the research process. Research design may be experimental, case study or an observation. This research work adopted the descriptive survey design. The descriptive survey design deals with the systematic collection of facts from a target audience or population. This design was adopted by the researcher because it will help to examine software piracy in Nigeria.
3.3
POPULATION OF THE STUDY

The study is focused on a review of software piracy in Nigeri. The population of study shall comprise of the about 134 respondents were considered for the purpose of the research work. The

3.4
SAMPLE SIZE AND SAMPLING TECHNIQUE

A sample is the subset of population selected for a study. Sampling deals with selecting a sample. The sampling method to be used for the study is convenience sampling with a sample size of 100 students. The total sample size for this study is 100 respondents. The sample for this study was drawn from the population of the study.

3.5
RESEARCH INSTRUMENT
The research instrument that will be used for this study is questionnaire. The questionnaire was selected by the researcher because it had the capability of eliciting factual data from a given population. The questionnaire will be titled: “software piracy in Nigeria”.  The questionnaire will be divided into two (2) sections covering the research questions raised in chapter one of the study.  The various sections are as follows:

Section A:
Bio-data of the respondents
Section B:
software piracy in Nigeria.

3.6
VALIDITY OF THE INSTRUMENT

The research instrument was validated by the project supervisor. The instrument was prepared by the researcher and submitted to the project supervisor for scrutiny. The corrections made by the supervisor were carefully incorporated by the researcher in order for the instrument to be valid.

3.7
RELIABILITY OF THE INSTRUMENT

The reliability of the instrument was done by the researcher through the test-retest method. That is to say, the instrument was pre-tested twice before proceeding to administer the instrument to the respondents. On reliability correlation testing using SPSS, the cronbach’s alpha of 0.78 was obtained. The closeness of this value to 1 indicates that the instrument is very reliable.

3.8
METHOD OF DATA COLLECTION

The questionnaire which was the instrument for data collection was administered to the respondents by the researcher personally. The questionnaire was collected back from the respondents immediately after completion in order to avoid mutilation and to record high response rate from the respondents.

3.9
METHOD OF DATA ANALYSIS

The retrieved copies of questionnaire were analyzed using simple percentage and frequency count with the aid of the software SPSS version 20.  This statistical tool was selected by the researcher because of its simplicity and relevance to the research work.  

CHAPTER FOUR

DATA ANALYSIS AND INTERPRETATION

4.1. INTRODUCTION 

This chapter deals with the presentation and analysis of the result obtained from questionnaires. The data gathered were presented according to the order in which they were arranged in the research questions, sample percentage and pie charts were used to analyze the demographic information of the respondents while the Pearson correlation method was adopted to test the research hypothesis.

DATA ANALYSIS

Bio- data of respondents

	Table 1 gender of respondents

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	male
	65
	65.0
	65.0
	65.0

	
	female
	35
	35.0
	35.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table1 above shows the gender distribution of the respondents used for this study. 

Out of the total number of 100 respondents, 65respondents which represent 65.0percent of the population are male while the remaining 35 which represent 35.0 percent of the population are female.

	Table 2 age range of respondents

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	15-19 years
	15
	15.0
	15.0
	15.0

	
	20-24years
	10
	10.0
	10.0
	25.0

	
	25-29years
	25
	25.0
	25.0
	50.0

	
	30-34 years
	20
	20.0
	20.0
	70.0

	
	above 34 years
	30
	30.0
	30.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 2 above shows the age grade of the respondents used for this study. 

Out of the total number of 100 respondents, 15 respondents which represent 15.0percent of the population are between 15-19years.10 respondents which represent 10.0percent of the population are between 20-24years. 25 respondents which represent 25.0percent of the population are between 25-29years.20 respondents which represent 20.0percent of the population are between 30-34years while the remaining 30 respondents which represent 30.0percent of the population are above 34years.

TABLES BASED ON RESEARCH QUESTIONS: SOFTWARE PIRACY IN NIGERIA

	Table 6  software piracy has significant effect on the economy of Nigeria

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	strongly agree
	30
	30.0
	30.0
	30.0

	
	agree
	42
	42.0
	42.0
	72.0

	
	undecided
	10
	10.0
	10.0
	82.0

	
	disagree
	10
	10.0
	10.0
	92.0

	
	strongly disagree
	8
	8.0
	8.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 6 shows the responses of respondents software piracy has significant effect on the economy of Nigeria

30 respondents representing 30.0percent strongly agreed that software piracy has significant effect on the economy of Nigeria

42 respondents representing 42.0percent agreed that software piracy has significant effect on the economy of Nigeria

10 respondents representing 10.0 percent were undecided.

10 respondents representing 10.0percent disagreed that software piracy has significant effect on the economy of Nigeria

While the remaining 8 respondents representing 8.0percent strongly disagreed that software piracy has significant effect on the economy of Nigeria

NOTE: from table 6 above, we found out that most of the respondents were affirmative with the question being asked; we therefore conclude that software piracy has significant effect on the economy of Nigeria
	Table 7 there is significant relationship between software piracy and the social well being in Nigeria

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	strongly agree
	10
	10.0
	10.0
	10.0

	
	agree
	15
	15.0
	15.0
	25.0

	
	undecided
	5
	5.0
	5.0
	30.0

	
	disagree
	40
	40.0
	40.0
	70.0

	
	strongly disagree
	30
	30.0
	30.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 7 show the responses of respondents that there is significant relationship between software piracy and the social well being in Nigeria

10 of the respondents representing 10.0percent strongly agree that there is significant relationship between software piracy and the social well being in Nigeria.

15 of the respondents representing 15.0percent agree that there is significant relationship between software piracy and the social well being in Nigeria

5 of them representing 5.0percent were undecided. 

40 of the respondents representing 40.0percent disagree that there is significant relationship between software piracy and the social well being in Nigeria

while the 30 of the respondents representing 30.0percent strongly disagree that there is significant relationship between software piracy and the social well being in Nigeria.

NOTE: from table 7 above, we found out that most of the respondents were affirmative with the question being asked; we therefore conclude that there is significant relationship between software piracy and the social well being in Nigeria.

	Table 8 

the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	strongly agree
	60
	60.0
	60.0
	60.0

	
	agree
	25
	25.0
	25.0
	85.0

	
	undecided
	10
	10.0
	10.0
	95.0

	
	disagree
	5
	5.0
	5.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 8 show the responses of respondents that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

60 of the respondents representing 60.0percent strongly agree that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria.

 25 of the respondents representing 25.0percent agree that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria.

10 of them representing 10.0percent were undecided 

While the remaining 5 of the respondents representing 5.0percent disagree that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria.

NOTE: from table 8 above, we found out that most of the respondents were affirmative with the question being asked; we therefore conclude that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria.

	Table 9 lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	strongly agree
	25
	25.0
	25.0
	25.0

	
	agree
	32
	32.0
	32.0
	57.0

	
	undecided
	13
	13.0
	13.0
	70.0

	
	disagree
	15
	15.0
	15.0
	85.0

	
	strongly disagree
	15
	15.0
	15.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 9 shows the responses of respondents if lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria

25 of the respondents representing 25.0percent strongly agree that lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria.

32 of the respondents representing 32.0percent agree that lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria

13 of the respondents representing 13.0percent were undecided.

15 of the respondents representing 15.0percent disagree that lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria

While the remaining 15 of the respondents representing 15.0percent strongly disagree that lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria.

NOTE: from table 8 above, we found out that most of the respondents were affirmative with the question being asked; we therefore conclude that lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria.

	Table 10: The technologies employed to imitate copy or pirate KE commodities have been proliferating

	
	
	Frequency
	Percent
	Valid Percent
	Cumulative Percent

	Valid
	strongly agree
	65
	65.0
	65.0
	65.0

	
	agree
	30
	30.0
	30.0
	95.0

	
	disagree
	3
	3.0
	3.0
	98.0

	
	strongly disagree
	2
	2.0
	2.0
	100.0

	
	Total
	100
	100.0
	100.0
	


Source: field survey, 2019.

Table 10 show the responses of respondents if the technologies employed to imitate copy or pirate KE commodities have been proliferating.

65 of the respondents representing 65.0percent strongly agree that the technologies employed to imitate copy or pirate KE commodities have been proliferating.

30 of the respondents representing 30.0percent agree that the technologies employed to imitate copy or pirate KE commodities have been proliferating

3 respondents representing 3.0percent were undecided. 

3 of the respondents representing 3.0percent disagree that the technologies employed to imitate copy or pirate KE commodities have been proliferating

2 of the respondents representing 2.0percent strongly disagree that the technologies employed to imitate copy or pirate KE commodities have been proliferating.

NOTE: from table 8 above, we found out that most of the respondents were affirmative with the question being asked; we therefore conclude that the technologies employed to imitate copy or pirate KE commodities have been proliferating

RESEARCH HYPOTHESIS 

HYPOTHESIS 1

H0: software piracy has no significant effect on the economy of Nigeria.

Hi: software piracy has significant effect on the economy of Nigeria.

Level of significance (α=0.05)

Decision Rule



In taking decision for “r”, the following rules shall be observed;

If the value of “r” tabulated is greater than “r” calculated, accept the alternative hypothesis (H1) and .reject the null hypothesis (H0).

If the “r” calculated is greater than the “r” tabulated, accept the null hypothesis (H0) while the alternative hypothesis is rejected

Table 14

	Correlations

	
	software piracy has significant effect on the economy of Nigeria
	the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria



	software piracy has significant effect on the economy of Nigeria
	Pearson Correlation
	1
	.819**

	
	Sig. (2-tailed)
	
	.000

	
	N
	100
	100

	the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria


	Pearson Correlation
	.819**
	1

	
	Sig. (2-tailed)
	.000
	

	
	N
	100
	100

	**. Correlation is significant at the 0.01 level (2-tailed).


CONCLUSION BASED ON DECISION RULE

From table 14 above, since the value of “r” tabulated is greater than “r” calculated, accept the alternative hypothesis (H1) and reject the null hypothesis (H0) and conclude that software piracy has significant effect on the economy of Nigeria
NOTE: There is a statistically significantly (0.00) strong relationship (0.819) between the responses of the respondents that said that software piracy has significant effect on the economy of Nigeria and those that said that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

HYPOTHESIS 2

H0: there is no significant relationship between software piracy and the social well being in Nigeria.

H0: there is significant relationship between software piracy and the social well being in Nigeria

Level of significance (α=0.05)

Decision Rule



In taking decision for “r”, the following rules shall be observed;

If the value of “r” tabulated is greater than “r” calculated, accept the alternative hypothesis (H1) and .reject the null hypothesis (H0).

If the “r” calculated is greater than the “r” tabulated, accept the null hypothesis (H0) while the alternative hypothesis is rejected

Table 14

	Correlations

	
	there is significant relationship between software piracy and the social well being in Nigeria
	the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria



	there is significant relationship between software piracy and the social well being in Nigeria
	Pearson Correlation
	1
	.778**

	
	Sig. (2-tailed)
	
	.000

	
	N
	100
	100

	the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria


	Pearson Correlation
	.778**
	1

	
	Sig. (2-tailed)
	.000
	

	
	N
	100
	100

	**. Correlation is significant at the 0.01 level (2-tailed).


CONCLUSION BASED ON DECISION RULE

From table 14 above, since the value of “r” tabulated is greater than “r” calculated, accept the alternative hypothesis (H1) and reject the null hypothesis (H0) and conclude that there is significant relationship between software piracy and the social well being in Nigeria 

NOTE: There is a statistically significantly (0.00) strong relationship (0.819) between the responses of the respondents that said that there is significant relationship between software piracy and the social well being in Nigeria and those that said that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

CHAPTER FIVE

SUMMARY CONCLUSION AND RECOMMENDATION

The main aim of the research work is to examine software piracy in Nigeria. Other specific objectives of the study include:

to examine the causes of software piracy in Nigeria

to determine the effect of software piracy on the economy of Nigeria

to examine the role of ICT in the growth of software piracy in Nigeria

to examine the relationship between software piracy and the social well being in Nigeria

to proffer solution to the above problem

SUMMARY OF FINDINGS

The study made the following findings based on the responses received from the respondents that:

software piracy has significant effect on the economy of Nigeria

there is significant relationship between software piracy and the social well being in Nigeria

the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria

The technologies employed to imitate copy or pirate KE commodities have been proliferating

CONCLUSION

In conclusion, software piracy has significant effect on the economy of Nigeria we can see from the result of the data analysis that there is a statistically significantly (0.00) strong relationship (0.819) between the responses of the respondents that said that software piracy has significant effect on the economy of Nigeria and those that said that the standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

RECOMMENDATION

The study recommends that:

There should be public education on the penalties involved in software piracy in Nigeria. 

Increasing public awareness programs should be implemented as it will act as great inhibitor to reduce piracy 

the public awareness programs should be focused on long term goals as social change does not happen instantaneously, but takes a period of time to bring about some effective changes
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QUESTIONNAIRE ADMINISTRATION

INSTRUCTION: Please endeavor to complete the questionnaire by ticking the correct answer (s) from the options or supply the information where necessary.

Gender

Male

Female

Age range

20-30

31-40

41-50

51-60

Above 60

Educational qualification

PSLC

WASSCE/GCE/NECO

OND/HND/BSC

MSC/PGD/MBA/PHD

Others

Years of experience

0-2ys

3-5yrs

6-8yrs

9-11yrs

11-13yrs

Above 13yrs

SECTION B: QUESTIONS ON SOFTWARE PIRACY IN NIGERIA

software piracy has significant effect on the economy of Nigeria
Strongly agreed

Agreed

Undecided

Disagreed

Strongly disagreed

there is significant relationship between software piracy and the social well being in Nigeria

Strongly agreed

Agreed

Undecided

Disagreed

Strongly disagreed

The standard of living and high cost of software is one among the factors affecting software piracy in Nigeria

Strongly agreed

Agreed

Undecided

Disagreed

Strongly disagreed

 lack of awareness and weak legal enforcement plays a significant role in the growth of software piracy in Nigeria.

Strongly agreed

Agreed

Undecided

Disagreed

Strongly disagreed

The technologies employed to imitate copy or pirate KE commodities have been proliferating

Strongly agreed

Agreed

Undecided

Disagreed

Strongly disagreed
