DESIGN AND DEVELOPMENT OF INTERNET SECURITY PACKAGE

 (A CASE STUDY OF ACCESS POINT COMMUNICATION LIMITED UMUAHIA)

ABSTRACT

This project study is focused on the design and development of security package for the Access Point Communication Limited.

This research work came to existence the time when internet café business is becoming very popular and vast. The principal objective of this project is to stop or deny access to an unauthorized user and also to ensure proper accountability of cash received by the ticketers. Therefore the design and development of this internet security package for Access Point Limited is worth while.

This project covers all the general procedure involved in the design and development of a reliable in-house software application package that will provide automated Customer services for a cyber café. These procedures include the initial

 Design, coding, testing, implementation, maintenance and enhancement of the new system. Thus this software will provide an accurate timing and billing information at any point in time for a cyber café operation. 
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CHAPTER ONE

1.1 BACKGROUND OF THE STUDY 


The Internet has been described as the most revoluntary communication development of last century. It has changed everything about every type of business and there seems no end in sight to the advantages this phenomenon can bring to this enhancement of business communications. The Internet is a system for providing communication links between computers via local companies referred to as Internet of computer networks that is changing the way organizations and individuals communicates and do business.


However, the major drawback is the security risks associated with it. The Internet suffers from a significant and widespread security problems. Perhaps, most important of all reason adduced for the poor security facilities on the internet may be the fact that was not designed to every secure: open access for the purpose of research was the prime motivation for the internet at the time of its conception. Other factors responsible for the security lapse of the internet which is based on the TCP/IP (Transmission Control Protocol/Internet Protocol) suite of protocol. A number of TCP/IP (Transmission Control Protocol/ Internet Protocol) suites of protocols. A number of TCP/IP services are not secured and compromised by knowledgeable hackers. A number of security problems can be remedied or reduced through the use of this software and control for host security. 

1.2 STATEMENT OF PROBLEMS 


Some of the problems with the internet security are as a result of inherent vulnerabilities in the services (and the protocols that the services implement), while others are as a result of host configuration and access controls that are poorly implemental or overly complex to administer. Additionally, the role and importance of system management is often short-changed in job description resulting in many administrators begin at best, part-time and poorly prepared.


Further more, the unavailability of experts who will carry the job for the people. Also the cost at which people or individuals will undergo before acquiring one will also arise to be a problem.

1.3 OBJECTIVES OF THE PROJECT   


The objective of this research work is to develop a client billing software program with modification of existing software and eliminating the entire obstacle in previous version of the numerous existing clients billing software program. Apart from producing an enhancement,

It will also:

i. prepare daily account of all transaction with clients 

ii. Produce analyzed report for decision making

iii. Provide security to enhance system lock when credit expires.

iv. Automatically generate numbers as ID’S and allocate time and payments by clients.

v. Enable the system within the network to identify user with particular name and password.

1.4 SIGNIFICANCE OF THE PROJECT


Like any other application development the significance of this project is to make internet café business much more profitable to the investors


An internet café without effective security will gradually die because of pester and cashier stall time spend by clients. 


This software is intended to stop the death of internet café’s with attendant un employment in the space. This will be facilitated by the development of automated technique i.e. café billing to check time automatically. 

1.5 SCOPE OF STUDY 


This project work or study is aimed at designing and developing a time billing software for the Access Point Communication Limited.


Furthermore, it is also aimed at saving the management of the access point communication limited the trouble and difficulties in running an internet café manually.

1.6 LIMITATION 


The main problem encountered or the constraints in the course of this research were with the initial difficulty in grasping the knowledge of the field, which was quite alien to the researcher. Though this was overcame  within a short period of time.


Also, the obtaining of accurate and complete information from the case study (Access Point Communication Limited) was somewhat inhibited. The researcher had to do some independent investigations and internet browsing to ensure that relevant information was used.


Finally, the issue of time can not be forgotten. This was a very limited time to carry out the research or the project and also limited time to produce the project work.

1.7 DEFINITION OF TERMS  

INTERNET: this is an act linking several computers in the world in a wide area network.

E-MAIL: the term electronic mail is used to describe various system of sending data or message electronically via the telephone. Network or other data network, through a central computer without the need to post letters

SECURITY: this is an act of safeguarding a file or a document in order to allow unauthorized access.  

FLOWCHART: This is the diagrammatic representation of the program components using standard symbols.

HARDWARE: this is the physical part of a computer system.

SOFTWARE: This is the program that controls the computer operation.

DATABASE: A collection of interrelated data stored with controlled redundancy to serve one or more application. 

MICRO SOFT VISUAL BASIC: This is software which allows you to develop your own software 

WWW: - This stands for World Wide Web which consists of the different website which you can visit. 

NEWS GROUP: These are meeting please for people discussing special topic

NETWORK SERVERS: These are devices used to manage how the various resources on the network are shared.

HACKING:  A hacker is people who attempt to invade the privacy of a system. Hackers are normally skilled programmers. 

METHODOLOGY: A methodology is a collection of procedure techniques, tools and documentation aids which will help the system developer in their effort to implement a new information system, Abdul j. I 

ONLINE: This is the direct connection to the computers through the internet and under the influence of the computer C.P.U 

OFFLINE: This is the process of the computer not connected to the internet.

CHAPTER TWO

2.0 LITERATURE REVIEW

2.1 WHAT IS INTERNET 


The internet is a vast network of computer networks. A wide world collection of network and gateways that uses the TC/IP suite of protocols of communication with each other according to cash man and shally (2000), the internets is not owned or found by any one institution organization or government. It is not a commercial service. The internet is however directed by the internet society (ISOC). 

 2.2 ORIGIN OF THE INTERNET 


In late 1960’s a group  of scientists at the us department of defenses advanced research project agencies (ARPA) wanted to share information with others working on similar research project many of whom were government contractors working at universities.


Thus ARPA net was developed to link this university. When people at this institution discovered the enormous utility of a network that linked them with the colleagues around the world the project mushroomed.


As the network expanded through the 1970’s members of the computer industry began to participate and the internet because an on line heaven for computer researchers and academics. This decentralized network called ARPA net created by the Department Of Defense in 1969 to facilitate communication in the event of a nuclear attack was eventually linked to other network including Bit net Usenet and NStnet thus forming what we called the internet (www. Ask.com) 

2.3 SERVICES PROVIDED BY INTERNET


There are several or quite a number of services provided by the internet that make it easier to share information. They are as follow: www: Stands for the World Wide Web. This part of the net contains the website you can visit. You can see web pages with the help of special program called browser with the help of a gently used browser. The most frequently used browser are Microsoft internet explorer and Netscape both are free.  


Web site owners can submit relevant key words, title and descriptions for their sites to search engines, directories or guides. These are special sites that do nothing but index and categorize other web site by key words title descriptions so you can search for them.

E-MAIL  


E-mail stands for electronic mail it’s the most used marketing vehicle on the internet. This easy to function combines text processing and the possibilities. A mail box at your ISP receives and stores electronic messages that you download once you are connected. And you can send electronic messages to others. Your ISP will give detail on how to set the parameter for your incoming and outgoing mail boxes (French 1995)

NEWS GROUPS 


Newsgroups, are meeting places for people discussing a special topic you are read and send messages about the topic. There are newsgroups about almost any kind of subjects. The subjects are more or less categorized. You save recognize a main group of related topic by the first characters of the group.



ALT = Alternatives



BIZ = Business



REC = Recreation  

Biz, forsake tells you that you can post messages to this newsgroup are not moderated. This means that if you post message to the group it can be read, unchanged by every certain etiquette. And if your message does not comply with this your can get in real trouble. The other members may flame you which means you will receive some very nasty letters (www.ask.com).

2.4 INTERNET SECURITY  

This is the practice of protecting and preserving private information’s and resources on the internet (www.ask.com) 

2.4.1 INTERNET SECURITY PROBLEMS


Internet suffers from serve security problems site that ignore these problems face some significant risk. That internet will attack them aim that they provide intruders with a staging ground for attacks on other networks. Even sites that do observe ground security practices face. Problems with new vulnerabilities in networking software and the persistence of some intruders. 

2.4.2 PROBLEMS OF INTERNET SECURITY


The internet has suffered from a significant and widespread security problems. A number of factors have contributed to the poor security of the internet, the lapses included: 

(I) VULNERABILITY OF TCP/IP SERVICES 


A number of the TCP/IP services are not secured and can be compromised by knowledge hackers; services used in the local area network management are especially venerable.

(II)CASE OF SPOOFING AND SPYING 


The majority of internet traffic unencrypted mail, relatively inexpensive equipment and capture using common software can monitor password and file transfer. 

(III)COMPLEXITY OF CONFIGURATIONS


Host security access controls are often computer configured and monitored. Beside host based security does not call tool well, the more systems that are connected; the harder it is to control their security. Equally, if an internet sites is connected as several point it is likely to be more vulnerable attack than a site with one connected to the internet

(IV) TRAFFIC ANALYSIS AND EAVES DROPPING 


The network provides no projection against attack that passively observed traffic. The main risk is that the network does not provide a way to secure data in transit against eavesdropping. Frame headers are always in the clear and are visible to any body with wireless network analyzer.

(V) MAC SPOOFING AND SESSION VIGACKING 


Network does not authenticate frames. Every frame has a source address, but there is no guarantee that the station sending the frame actually put the frame in the aim. Just as in traditional. Ethernet network thee is no protection against forge ring or frame source addresses. Attackers at a much simpler levels attacker can observe the addresses for malicious transmission.

(VI) HIGHER BEVEL ATTACKS 


Ocean attacker against accesses to wireless networks, it can serve a launch point for attacks on other system. Many networks have a hard out or shell composed of perimeter security devices that are carefully configured and meticulously monitored inside the though is a soft vulnerable  and (tasty) center. (www.ask.com)

 2.5 EFFORT TO SOLVE SECURITY PROBLEMS


A number of security problems associated with services in the TCP/IP protocols suite can be remedied or made less serious. Through the use or oil sting and well known techniques and controls for host security.(www.ask.com)

(I) INVISIBLE SECRETE  


Security is a powerful tool to protect personal or company e-mail transaction aim sensitive valuable data stored on your pc-an all-in-one privacy and security solutions. It is the only program that allows you to create and send e-mail without fear of it being ready, even it is being monitored or it’s intercepted. The data commonly used file types (PNG, HT file) whose appearances is otherwise totally innocent. The fact that they contain personal or company secret is indefectible. Other useful features of this are as follows:

Modify /protect any number of files simultaneously. 

Self decrypting package for secure transfer over a network or the internet 

An application locker to password protects any program that you see.

An integrated shredder to destroy files/internet tracks beyond recovery.

A password manager with area random password generator.

Secure transfer of password between two computers. 

(II) FIRE WALL 

An internet firewall system that enforces a security policy between an organization network and the internet. The fire wall determines which inside. Services may be accesses from the outside which outsiders are admitted access to the permitted inside services, and insider. For a firewall to be effective, all traffic to and from the internet must pass through the firewall where it can be inspected. The firewall itself must be immune to penetration. Unfortunately a firewall system can not offer any protector once an attacker has gotten through or round the firewall.


It is important to note. That an internet firewall is not just a router, a bus ton host or a combination of devices that provide security of a network. The firewall is part of an overall security policy that creates a primer defense designed protect the information resources of the organization. This security policy must include published security guidelines inform users to their responsibility corporate polices defining network access, local and remote user’s authentication, dial in and disk and data encryption and virus protection measures and employee training. All potential points of network attacker must be protected with same level of network security setting up an internet firewall without a comprehensive security policy, is like placing s steel door on an internet firewall managers access between the internet and an organizations private network is exposed to attack from another host on the internet. This means that the security of the private network would depend on the hardness of each host security features and would only be as secured as the weakest system. Internet firewall allows the network administrator to define a centralized checked point that keeps unauthorized user such as hackers’ crackers and spices put of the protected network prohibits potentially venerable services from entering or leaving the protected network, provides protections from various types of routing attacks (Charles and risk 1996).

CHAPTER THREE

3.0 ANALYSIS OF THE EXISTING SYSTEM 

3.1 INTRODUCTION


In this chapter, the process carried out in each session of access point communication limited will be listed. The detailed analysis of the existing system and the data flow diagram (DFD) of the existing system of cyber café and the computer institute sections will be discussed in this section coupled with weakness and strength. Also the reason for a new system and expectations from this new system will be discussed in this chapter.

3.2 RESEARCH METHODOLOGY 


Obviously research methodology refers to the method employed in various aspect of the course of the project, the following research are adopted for the project. 

1.
The structured system analysis and design methodology (SSADM) will be adopted through out the analysis and design stage.

2.
Interviewing and discussing with the staff of internet administrators of access point communication limited (cyber café department) located at Umuahia Abia state.

3.3 DETAILED ANALYSIS OF THE EXISTING SYSTEM

Analyses are concerned with two things: the project definition and the system study, according to Sprague and Carlson (1988). The purpose of a system analysis definition in DSS construction is to identify problem and a set of capabilities that users consider helpful in arriving at decision of the matter at hand, and then the solution is sort after 

3.3.1 ORGANIZATION /COMPANIES PROFIELE THE COMPANY

Access point communication limited it is a firm of computer engineers and programmer with the aim of making computers work the way they should. APCL is a company dedicated to providing support, products and services for the information and communication technology industry.


The mission of APCL is to support clients in realizing the competitive and productivity advantage of the computer and to do so in a cost- effective way.  

AREAS OF SPECIALIZATION 

Computer system sales (computer HP,DEPP, AST IBM comparable

Technical support and maintenance of  computer systems and peripherals 

Customized and specialized training

Network design, simply and installation 

Network and communication consultancy

Data communication design supply and installation 

Internet sub-services providers

Installation of structured cabling system.

Enterprises wide connectivity.

RESOURCES

Well training expected and motivated professionals 

Availability of parts, vehicles, communication means   and test instrument.

Reliable and excellent support from satisfied suppliers bankers and clientele 

SERVICES RENDERED 

A. TECHNICAL SUPPORT SERVICES
This includes:

Repair  and maintenance of pc and peripheries

Repair and  maintenance of monitors

Repair and maintenance laser and other printer. 

Response time to faculty calls 

Temporary replacement of equipment while we repair yours.

On site engineering and support services 

Network management

Periodical preventive maintenance

B. NETWORKING SERVICES 


One of the goals of any business organization is to increase productivity at any given time. APCL is to help achieve this goal by providing a functional and reliable computer network system, tailor made to suit the peculiarities of your organization after careful analysis of ones needs and requirement.


Hence at APCL their focus is on network design implementation and management and this involves four stages:

i. Review a company’s strategy and plan 

ii. Design network architecture and plan 

iii. Implement this design

iv. Provide training technical support and management for the network.

The whole networking services include: 

i. Network hardware sales and services

ii. Network software sales and services

iii. Network management

iv. Structure cabling design and installation

v. severs and Pc system sales and services

vi. work-group applications 

C. CONSULTING SERVICES 

Consultancy service includes: 

- Analysis of your present and future needs

- Implementation of your actual needs

- planning of our information flows.

- Technical auditing

- Recommendation and enhancement of new techniques.

D.  TRAINING SERVICES 


Training is an integral part of the services they render. It is an essentials part of customer satisfaction to ensure that their products are well understood, utilize, maintained and consequently of maximum benefit of their clients.  

Training is focused on fair areas:

i. Network operating system 

ii. Network management 

iii. Network application

iv. Customized personalized training services are designed to satisfy the peculiar needs of each client.  

3.3.2 THE ORGANIZATIONAL STRUCTURE OF DIFFERENT SECTION OF ACCESS POINT COMMUNICATION LIMITED 

  ORGANOGRAM


3.3.2 DATA FLOW DIAGRAM OF THE EXISTING SYSTEM 

 


From better and more organized running of the organization. APCL is divided into many departments of which only two listed down and will be anglicized, investigated and then tackle any existing problem being encountered in the system that is presently in use. The two major section of this organization includes; 

i. Network (internet) services and 

ii. Training services (the computer institute)

NETWORKING (INTERNET) SERVICES 


APCL, Internet sub-service providers has a major section in the organization that provides network services/internet services to their customers; this section is called the APCL cyber café. 


APCL Cyber café presently make use of an internet café security and financial control software known as Net Time Internet Café Software (a cyber café client server and stand alone timer software).

The features of Net Time internet café software includes;

     - Network of standalone timer system.

prevent unauthorized access to your system 

Three level of server security decide what your staff can and can not do.

Server administrator long tracking all action

Crash recovery system- if the server software is restarted it is able to rebuild the list of active clients, including username and how much time they have left.

A Customer can not reboot from client machines within windows.

Remote logging on and off. 

Remote client software termination 

The time window automatically tries itself reducing the number of accidental logouts.

Remove Access to areas of the operating system.

Client shows time left in the task bar. 

3.4 
WEAKNESS OF THE EXISTING SYSTEM 

WEAKNESS OBSERVED IN THIS SECTION NETWORKING (INTERNET) SERVICES

SERVER –SIDE

i. No devices for ticket generation for computer time sales

ii. Lack of remote communication with users and the administrator 

CLIENT- SIDE 


To reduce the indiscriminate print command usually sent by user which in most cases is mistakenly done, thereby causing the firm papers and ink to unknown users that will never come to pay to retrieve his/her printed document. Therefore the new software will be designed in such a way that the internet administration or any of the staff before being able to print documents. 

WEAKNESS OBSERVERED   IN THE SECTION TRAINING SERVICES CENTRE FOR COMPUTER ENGINEERING 

i. The indiscriminate and unlawful use of computer system in the computer practical lab of the computer institute without effective control even when these this system ought and ought  not to be using this system for their practices. 

ii. Due to the administrative section of the computer institute that is being herded any how by any worker in the organization, there is always a case of an incomplete record or even record at all for the payment of a particular student thereby causing a loss financially to the organization sometimes this software automated computer /cafe timer act will help the organization (institute) trial students that owe the institute some amount.

iii. this software will also help for easy and remote communication  between the server (administrator) and the student(users), lecturers and students (users) lecturer and student (users) and student also (both users). However the main knowledge drawn from the study of this system can not be fully documented in other to make this report readable. 

3.4.1 ANALYSIS AND DESIGN OF THE NEW SYSTEM

INTRODUCTION


After the initial investigation and subsequent analysis, my task on is to ensure that the design address the user requirement both in terms of data and function.


This chapter introduces system design fundamental of the new system. It described both the local plan and physical design of the proposed system. 

3.4.2 OBJECTIVES OF THE NEW SYSTEM 

i. To develop software that has wonderful security feature that will make it difficult for hacker to access the internet.

ii. To create a user friendly, which will pop up a unification window file minutes before a customers the clasps. 

iii. To enable the system within the network to identify user with particular name and password

iv. Prove and produce analyzed report for decision making.

v. To provide security to enhance lock when credit expired.

vi. To achieve great efficiency, the software has the ability to provide accurate timing and billing information at all level.  

3.4.3 PROGRAM DESIGN 


Program design is simply the process of transmitting the system design into computer instruction with the aim of providing correct and efficient programme. And also it involve the unit testing of the coded of the new system the top down methodology will be adopted. The approach being by taking a top level view of the system.

3.4.4 PROCESS DESCRIPTION FOR THE NEW SYSTEM 

	Identified 
	Name of process
	Description 

	1


	Screen blocker


	This is the main process and every other process is attached to it. It allows access to customer to surface the time elapses. It as well allows an administrator to such as add new member change password view, dial report etc. 

This process verdures customers

	2


	Log in customer 


	 User name and password before access is allowed.

	3


	Add new member 
	Allow the administrator access to add new member and pre bill item for a specified time out. 

	4


	Administrator changes pass word. 
	Allows the administrator is change administrator password frequently for security purposes. 

	5
	Prepaid card 
	Generate printable prepaid time slot card. 

	6
	closes
	Verified administrator user name and  password closing the program

	7
	Exit 


	 Verify administrator username and password before existing the program.



Critical analysis and examination of the activities 

carried out in internet café revealed that internet café operations might be classified into the following process

3.5 CONTROL SYSTEM MAIN MENU 

See control system main menu flowchart  at Appendix C 

3.6 FILE ATTRIBUTES (DATA BASE SPECIFICATION)

The operating system (Os) under which, the new system will run is Microsoft window platform. The new system will also be able to run under window 98 emulation.

The file attributes used in the system are table below. 

USER LOGIN DATA BASE

	Field name 
	Field type 
	size
	Description

	Serial no
	long
	4
	Serial number

	User ID
	text
	15
	User identification 

	 User password
	text
	15
	User password 

	date
	Date/time 
	8
	Date of purchase

	Last login
	Date/time
	8
	Last of login date 

	 date
	
	
	

	Time brought 
	Double 
	8
	Total unit brought 

	Time left 
	Double 
	8
	Time left after last login 

	Amount 


	currency
	8
	Amount changed on 

Number of unit bought 


3.7 ADMINISTRATOR LOGIN DATA BASE 

	Field name 
	Field type 
	size
	Description

	Serial no
	long
	4
	Serial number

	administrator
	text
	15
	administrator

	User name
	
	
	User name 

	Administrator 
	text
	15
	Administrator 

	password
	
	
	password


3.8 CUSTOMER LOGIN MODULE INPUT AND OUTPUT SCREEN 

The customers login module reference the customer information database to confirm the customer’s user name and password. If confirmed to be legal the customer log in module flashes a window that notices the  customer of the total amount of time bought therefore the customer is allowed to access surface the internet five minutes before customer time elapses, the customer log in module pops-up a notification messages. But soon as your time elapses you are logged out. Meanwhile the customer has the choice of logging out on his own if he does not have much to do. The customer login module has the capability to retain the customer unfinished time.


However if the username and password a customer entered was confirmed to be illegal he is denied access.

See CUSTOMER LOG IN MODULE FLOW CHART at Appendix C 

3.9 ADD NEW MEMBER MODULE INPUT AND OUTPUT SERVICE 

Add new member module takes charge of registration of customers. The input for the customer information database includes serial number date password, user name total time bought and amount. If a customer log out on his owns, his remaining time is as well retained in the customer information data base and the present data is preserved at his last log in date. 

See ADD NEW MEMBER MODULE PROGRAM FLOWCHART at Appendix C

3.10 ADMIN CHANGE PASSWORD MODULE SCREEN OUTPUT 

The admin change password module takes change of administration change of password. This is done for security purpose. The input for the administration information database includes username and password. The admin changes password module demands the current password first before you input the new password, which is saved by the admin change module. 

See ADMIN CHANGE PASSWORD MODULE FLOWCHART at Appendix C

3.11 DAILY REPORT INPUT AND SCREEN OUTPUT 


The daily report module is responsible for displaying the expired date total number of customers per day and total number of expired password per day daily report module requires the input of admin username and password then the required data for a selected item.

3.12 EXIT PROGRAM MODULE INPUT AND SCREEN OUTPUT

But program module is responsible for existing the program module demands the username and password of the administrators.

See exit program module program flowchart at Appendix C

3.13 PROGRAM CODING PLANTFORM 


Coding is the process of transforming the design to work form, the programmer now makes a choice of programming languages before embarking on writing the actual structured programming editing and validation check.

       Due to the nature of the system being developed this in house software application package, which can process large database, as well as encountered in the case of internet/adopted Microsoft Visual Basic as that allows the use of SQL statement. SQL stands for Structured Query Language Available Basic 6.0


Microsoft Visual Basic 6.0 can on any system with Windows 95 or above with Microsoft office professional 97 or above fully installed. 

 3.14 CHOICE OF PROGRAMMING LANGUAGES 


A very important aspect in the development of software packages program is the choice of programming languages to be used. This is quite important and a meticulous step must be taken to allow using a language with large libraries complex code structure and unnecessary error in the command line during executive.


In the development of this software packages aimed by this research work. The choice of programming languages to be used is the Microsoft visual basic 6.0 which is faster, easier and also user-friendly in application development. The Visual Basic helps you to wipe up a prototype data form and code it all. 

3.15 OUTPUT DESIGN 


The result obtains from data processing is referred to as OUTPUT. In this work, the outputs are results obtained from processing data collection by the entry routines. 

CHAPTER FOUR

4.0 SYSTEM IMPLEMENTATION AND DOCUMENTATION 

4.1 SYSTEM IMPLEMENTATION 


System implementation is the planned and orderly conversion from an existing system to a new one. It involves five tuning system elements in order to maximize efficiency and productivity. Parts of the task include completing documentation and evaluating the final design to make sure that the system meets designed goal and objectives. 


The task list may be developed specifying what must be done: The task list for implementation of the new internet café automation system is as followed;

Specifying hardware and software requirement 

Evaluate system test-run 

Prepare change over time table 

Under take system maintenance 

4.2 THE SYSTEM REQUIREMENT 

The system requirements are as follows:

SERVER 

Pentium pc or equivalent (P120 + recommended) 

32 MB RAM recommended

Windows 95/98/NT /2000/XP etc. 

CLIENT 

Pentium P.C or equivalent. 

16 MB RAM minimum 

Windows 95/98/2000/NT/XP/me etc.

4.3 HARDWARE REQUIREMENTS 


The new system when fully implemented is design to run in any microcomputer. Example IBM, compatibles, Compaq apple etc.

- At least 16MB RAM

-  About 1 GB of Hard disk 

- Intel Pentium processor with at least 100 MHz

- keyboard and moves SVQA 

- Qualify Pinter.

4.4 SOFTWARE REQUIREMENTS

Windows 95/98, window NT and, above Microsoft office professional 97 and above or Microsoft Access 97 and above.

4.5 SYSTEM TESTS-RUN

Testing is the process of demonstrating that a software system conforms to problem requirements and performs correctly for all possible input data. The goal of the testing is to eliminate unexpected program conditions and failure and to discover any incorrect implementations of problem requirements. The new system was tested and run on different compatibility. It was further subjected to some trial runs with different set data to ensure its robustness


During the processes bugs were identified and removed while the system were through further trial 

4.6 SYSTEM CHANGE OVER

 The existing system is hereby altered with regard to the following:

 (a) Direct changes over: The new system takes over completely from the existing one.

(b) Parallel change: Over the one and new system is allowed to operate and the old system is used to monitor the efficiency of the new one until it takes over completely. This parallel changeover is commended for security.

4.7
PROGRAM DOCUMENTATION

Documentation is the last step in system implementation phase. It is the process of collecting, organizing, sorting and other wise maintaining on paper or on some relative permanent medium a complete record of why application were developed. 

A completion of document of the system marks its change in status from project under development to a functioning entity, capable of operating without guidance and controls its designers. It can now be understood, operated and modified by others as the need arises;. Therefore this section outlines the system compilations and installation procedures as well as operations procedures with a view of demonstrating its features.

4.8
RUNING THE PROGRAM

1.  Switch on the computer. The last screen that appears after booting with icons on it along with the cursor is called desktop.

2.  Move the cursor to the start button and click on it.

3.  Move the cursor to the program options and the list of installed programs will be displayed, click on café billing.

If the icon is on the desktop, you double click on it to call it up. The last screen that will appear after loading the software is called the screen blocker, which is actually items, the main menu and it contains the screen blocker and select any of them. The system executes the module associated with any of the selected items and finally to the screen blocker.

4.9
SYSTEM MAINTENANCE 

System maintenance is the process of executing a software system in a production made and keeping it in good operation. This involves;

Correcting errors and inadequate that were not discovered during system developments.

Modify the system to meet changing requirements, adapting to changes in the operating environment and improving it operating efficiency and overall quality.

All resources and activities to ensure that software continues to meet to exceed the requirement operational capabilities are considered parts of the maintenance process.

CHAPTER FIVE

5.0
SUMMARY, CONCLUSION AND RECOMMENDATION

5.1
SUMMARY

In all, this project together with its fruits aimed at saving the management of Access point communication Limited, the trouble and difficulties in running an internet café manual. Apart from the many benefits acquiring from the full. Internet development software which were highlighted in the introduction chapters of this project a lot of barriers has been broken and extra feature achieved in this direction include:

Create more customers friendly environment.

Increase efficiency in the access cyber café department of the Access point communication limited.

Improve control of all the activities of the suffers in the internet café.

more accurate billing and information

Deny access to authorized users.

Finally, this software because of its capability could be implemented in any institution where you have computer for public use but limited supply such as libraries and school computer libraries.

5.2
CONCLUSION

The café billing software for Access point communication limited (Access Cyber Café) is user friendly in house software system designed especially for access cyber café. It is a product of fifty-generation language and thus possesses the features accompany the fifth generation technology. Café billing software for access Cyber. Café when fully implemented will remote efficient running of the access cyber café by providing accurate timing and billing information. The software developed for access cyber café. But because of its flexibility and portability it can be modified and use in any internet café.

5.3
RECOMMENDATION

Despite the wonderful features of access cyber café, software started in the previous chapters and in conclusion section above further improves on this same topic by other researcher as this software cannot only run on a stand alone computer.
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Fig 3.1 system control main menu 



Fig 3.3 customer log in module flow chart  


Fig 3.4 add new member module program flow chart  


fig 3.5 admin change password module flowchart











Fig 3.6 Exit program module program flowchart
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